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Attachments:
 
1. Overall Description:
SA3 has initiated a Study on 256-bit algorithms for 5G, including increasing the size of MAC-I and NAS-MAC for integrity protection. Currently, the integrity protection MAC-I and NAS-MAC that are appended to CP and UP messages are only 32 bits.  This study will determine whether a longer MAC is appropriate for 5G.  

It was noted in SA3 that the higher data rates achievable in 5G should be able to accommodate reasonable MAC-I and NAS-MAC size increase without suffering significant performance degradation.  

SA3 is requesting that RAN2, RAN3 and CT1 examine and provide the impacts of increasing the size of the MAC-I and NAS-MAC to 64, 128, and 256 bits.

2. Actions:

To RAN2, RAN3, CT1
ACTION: 
SA3 kindly asks RAN2, RAN3 and CT1 to provide the impacts of increasing the size of MAC-I and NAS-MAC to the values above.
3. Date of Next TSG-SA WG3 Meetings:
SA3#93
12-16 November 2018


Spokane (US)

SA3#94
28 January – 1 February 2019

TBD (IN)



