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1
Introduction
An issue leading to increased IoT (Interference over Thermal) is described in the SID [1] of the present study. In short, the issue is linked to tropospheric bending of radio waves, creating an atmospheric duct ("waveguide"). Atmospheric ducting of DL transmissions from eNBs has been observed to create significant interference in cells located at distances of up to 300 km. The SID indicates that possible mitigation techniques for TD systems, like extended guard periods (GPs), requires a standardized framework for e.g. optimized triggering. This would optimize use of network resources and avoid inter-vendor issues linked to proprietary mitigation techniques.
RAN3 will focus on network signalling aspects and OAM requirements, which may include:

· identification of aggressor/victim nodes or sets of nodes, building on OTA solution from RAN1 (existing or specific reference signal (RS))

· aid for starting mitigation techniques when ducting occurs
· aid for optimized mitigation (e.g. GP length)

· aid for stopping mitigation techniques when ducting ceases

This paper aims at identifying requirements on OAM and network signalling for frameworks provided in LS from RAN1 [2].
2
Discussion
2.1
Duct use case, gNB clusters
The phenomenon of atmospheric ducting appears for electromagnetic waves in a wide range of wavelengths, leading to e.g. mirage in the case of wavelengths in the visible range. In telecommunications atmospheric ducting can create remote interference perturbing operation of e.g. point-to-point microwave backhaul networks. Atmospheric ducting is schematically illustrated in Fig. 1.
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Fig. 1: Atmospheric ducting.
In cellular communication networks the creation of an atmospheric duct can result in interference created between areas as illustrated in Fig. 2. These areas can be defined so that the cells or gNBs contained in a given area experience similar situation with regards to remote interference, e.g. if a cell A within an area 1 experiences remote interference from area 2, also cell B in area 1 will typically experience same interference from area 2. And due to reciprocal wave propagation conditions, an area 1 that experiences remote interference from area 2 will also create remote interference towards area 2. However, the RAN1 LS also introduces the terms “victim” and “aggressor”. A victim cell should be understood to receive remote interference (IoT – Interference over Thermal) above a threshold, and an aggressor cell should be understood to contribute to remote interference above a threshold. Depending on e.g. transmission power and cell deployment, the interference power level will vary in different cells. Also depending on how thresholds are set, a cell within an area may schematically be considered as either:

· aggressor and victim

· aggressor
· victim

· normal (i.e. neither aggressor nor victim)


[image: image2]
Fig. 2.: Illustration of aggressor and victim cells located in two different areas, with inter-area interference caused by atmospheric ducting.

RAN1 has agreed to support the two following scenarios involving ‘set of gNBs’ (similar to ‘areas’ in Fig. 2):

· In terms of the IoT (interference over thermal) increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,
1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,
2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.
Furthermore, as can be understood from the 4 frameworks described by RAN1 in their LS, also in the case of scenario #2 (non-reciprocal IoT increase), the reciprocal characteristics of the duct mean that gNBs in an aggressor area (set) can detect RS transmitted in a victim area (set) even if the aggressor is not itself a victim.
Observation 1: In scenario #2 (IoT increase is detectable by one or more gNBs in only one set), both gNB sets can detect RS transmitted by the other set.

How to define the ‘set of gNBs’ is not further described by RAN1. As a starting point for Rel-16 NR RIM, we therefore believe that RAN3 should assume the gNB set to be defined by the operator (OAM).

Proposal 1: Working assumption that the gNB set is configured by OAM.

Finally, whether RI detection and mitigation should be handled on cell level or cluster level seems to be an open point in RAN1. If RI is handled on cell level, backhaul signalling should allow for differentiated handling within the cluster, or alternatively the cluster might not need to be defined. In the latter case each given aggressor gNB would perform signalling towards each identified victim node in framework 2.1 and 2.2 (described below). However if handling on cluster level is needed or preferred, the gNB cluster will have to be introduced as a new logical entity for OAM and/or signalling, and e.g. signalling mechanisms will be needed for inter-cluster and intra-cluster coordination.
Observation 2: If handling on cluster level is needed or preferred (still open in RAN1), the gNB cluster will have to be introduced as a new logical entity for OAM and/or signalling, and e.g. signalling mechanisms will be needed for inter-cluster and intra-cluster coordination.

Proposal 2: RAN3 to discuss whether introduction of the gNB cluster as a new logical entity is beneficial from network signalling point of view.
2.2
Feasibility of RAN1 frameworks from network signalling perspective
2.2.1
Framework 0
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Fig. 3: Framework-0 described in RAN1’s LS [2].

Framework-0 is presented by RAN1 as basis for comparison when analyzing the other three frameworks described in the LS. It can be noticed that the framework is based on common OAM in victim and aggressor cells. In scenario 1, the aggressor will know that it is an aggressor because it is itself victim for RI, and in scenario 2 it is not aware of being an aggressor. In the former case it therefore has a trigger to start RS monitoring, but not in the latter case, which seems to be an issue in the frameworks described by RAN1. In framework-0 one could assume that the victim will trigger RS reception in potential aggressors via the common OAM system. The aggressor then reports detected RS transmission from the victim cell to OAM, which sends back a remote interference mitigation scheme. The RI mitigation scheme generally refers to to align UL/DL assignment in victim and aggressor, and muting of some of the DL symbols. The number of symbols to be muted can in principle be estimated by the aggressor by calculating the RS propagation delay based on reception time-stamp. 
Due to tight coupling between victim and aggressor via the OAM system, framework-0 may work with a very low number of indices that can be carried by the RS.

From RAN3 perspective, we believe that framework-0:

· requires common OAM for inter-node information transfer from victim to potential aggressors (‘start RS monitoring’) and from aggressor to victim (‘stop RS transmission’)
· requires OAM awareness of frame structures in aggressor and victim

· doesn’t require network signalling 

2.2.2
Framework-1
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Fig. 4: Framework-1 described in RAN1’s LS [2].

One intention of framework-1 is to avoid the dependency of RIM on the existence of a common OAM system, i.e. signalling through OAM (cf. step 5 in framework-0) has been replaced by OTA signalling using RS-2. Framework-1 additionally enables the victim to determine whether the atmospheric duct still exists – on top of decision taken by the aggressor based on RS-1 reception. 
From RAN3 perspective, we believe that framework-1:

· doesn’t require common OAM for inter-node information transfer between aggressor and victim
· requires mapping between RS index and RI mitigation schemes (e.g. UL/DL assignment) in OAM

· may require cluster definition and local network signalling between nodes within the same cluster in order to align RS transmission and RI mitigation schemes
2.2.3
Framework-2.1
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Fig. 5: Framework-2.1 described in RAN1’s LS [2].

In framework-2.1 the RS-2 is replaced by network signalling, which may e.g. serve for disambiguation of the victim’s identity. Cluster definition might be helpful in this disambiguation process. 
From RAN3 perspective, we believe that framework-2.1:

· probably requires gNB cluster definition

· requires the RS index to identify the victim gNB or gNB cluster, however disambiguation may be achieved by network signalling
· doesn’t require common OAM for inter-node information transfer between aggressor an victim

· .requires OAM to provide RI mitigation scheme (e.g. UL/DL assignment) based on identified victim gNB or gNB cluster
· may require local network signalling between nodes within the same cluster in order to align RS transmission and RI mitigation schemes

· requires network signaling between victim and aggressor 

2.2.4
Framework-2.2
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Fig. 5: Framework-2.2 described in RAN1’s LS [2].

On top of functionalities in framework-2.1, framework-2.2 enables the victim to provide assistance information (e.g. frame structure used by the victim) by network signalling to help the aggressor to select the appropriate RI mitigation scheme.
From RAN3 perspective, we believe that framework-2.2:

· probably requires gNB cluster definition

· requires the RS index to identify the victim gNB or gNB cluster, however disambiguation may be achieved by network signalling

· doesn’t require common OAM for inter-node information transfer between aggressor an victim

· doesn’t requires OAM to provide RI mitigation scheme (provided by network signalling)

· may require local network signalling between nodes within the same cluster in order to align RS transmission and RI mitigation schemes

3
Conclusion
We have described the overall scenario for remote interference (RI), and two scenarios agreed by RAN1 relative to symmetric and asymmetric victim/aggressor relations.
We observe:

Observation 1: In scenario #2 (IoT increase is detectable by one or more gNBs in only one set), both gNB sets can detect RS transmitted by the other set.

We also provide a description of gNB cluster (gNB set) mentioned as a possible option in RAN1’s LS [2], and propose:

Proposal 1: Working assumption that the gNB set is configured by OAM.

Observation 2: If handling on cluster level is needed or preferred (still open in RAN1), the gNB cluster will have to be introduced as a new logical entity for OAM and/or signalling, and e.g. signalling mechanisms will be needed for inter-cluster and intra-cluster coordination.

Proposal 2: RAN3 to discuss whether introduction of the gNB cluster as a new logical entity is beneficial from network signalling point of view.

Finally, we provide a list of overall signaling and OAM requirements per framework in sections 2.2.1-2.2.4. 
Proposal 3: RAN3 to discuss and agree on overall signaling and OAM requirements for frameworks described by RAN1, to be used as further basis for feasibility analysis.
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