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1   Introduction
The basic architecture of NTN was discussed in the last RAN3 meeting, and the reference scenarios and the architectures for scenarios were captured in the TR [1]. Based on this, we discuss the network identity issues for NTN, i.e., one of the SI objectives for RAN3 [2]:

Architecture: Identify needs for the 5G’s Radio Access Network architecture to support non-terrestrial networks (e.g. handling of network identities)  

2   Discussion
Four scenario are captured in [1], as in the following table.

Table 1: Reference scenarios

	
	Transparent satellite
	Regenerative satellite

	GEO based non-terrestrial access network
	Scenario A
	Scenario B

	LEO based non-terrestrial access network
	Scenario C
	Scenario D


Regarding to network identities, the satellite at GEO is earth fixed, such that it at a fixed position in the sky to ground observers, which is similar as the terrestrial RAN. Hence, it seems no additional network identity (e.g., gNB ID, cell ID) issues for GEO satellites. Furthermore, in case that NTN with transparent satellite, as there is no on-board processing, there is no network identity issues. 
On the other hand, the LEO satellite is motion over earth, such that it change its position over time in the sky to ground observers, which will result in, e.g., no fixed neighbour relationship. Hence, the network identity issues shall be considered only in scenario D. All thoughts we follow the TR scenario but the following discussion applies to all non-GEO satellites.
Observation 1: Network identity issues are exist only in scenario D. All thoughts we follow the TR scenario but the following discussion applies to all non-GEO satellites.
Regarding to the network identity issues, we first assume that, similar as the terrestrial RAN, the association between the LEO satellite (and its physical antenna beams) and network identities (e.g., gNB ID and Cell ID) is fixed. Due to the motion of the LEO satellite, the network identities will sweep over earth. At least, we should consider the following issues. 

· Interface management issue. As discussed in [3], the sat-gateway may act as donor node for regenerative satellite, and the LEO satellite may change its serving NTN-donor node over time. This will lead to frequently interface management procedures, e.g., frequently Xn/NG setup procedures for NTN with gNB processed payload, the frequent relocation of donor need to be evaluated (e.g. traffic interruption etc …). 

· Network topology with “cell sweep”:  how the terrestrial RAN will manage such cell from handover view … The satellites may frequently update the neighbour cell and neighbour cell list (NCL) and neighbour relation table (NRT).  This may also impact RRM and SON functions, it is also not obvious if the LEO cells should have dedicated signalling, including PLMN …  
· UE Access issue. As discussed above, the NCL and NRT are more dynamic in NTN compared with terrestrial network, this may result in handover issue. For example, it may happen that the target ID is not in the NCL/NRT in the source node. Furthermore, the cell reselection issues should be also considered. As there is no one-to-one correspondence between moving beams and fixed broadcast cell ID on the ground in LEO satellite access network, a stationary UE on the ground will be covered by different cell ID (i.e., PCI) over time, this may lead to fast and frequently cell reselection. 
· Potential PCI conflict issue. As the LEO satellite motion over the earth, the LEO satellite will be the neighbour node of the terrestrial RAN deployed on the earth trace of the LEO satellite. Hence, it is required to do the PCI planning with a global perspective. Otherwise, the PCI conflict may occur, e.g., the NTN cells and the terrestrial RAN with same PCI are neighbours. 
Observation 1: Network identity issues are exist only in scenario D. All thoughts we follow the TR scenario but the following discussion applies to all non-GEO satellites.
Proposal 1: The network identity issues in scenario D (more generally for non-Geo) should be considered from the point of interface management, Network topology, UE access, PCI conflict. 

3   Conclusion
In this contribution, we discussed the network issues in non-terrestrial networks, and we have the following proposals:
We kindly ask RAN3 to agreed the 

Observation 1: Network identity issues are exist only in scenario D.
Proposal 1: The network identity issues in scenario D should be considered from the point of interface management, UE access, PCI conflict. 
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5   Annex: Text Proposal to TS 38.821

5.X
Network Identities Handling
5.x.1 General

Regarding to network identities, the satellite at GEO is earth fixed, such that it at a fixed position in the sky to ground observers, which is similar as the terrestrial RAN. Hence, it seems no additional network identity (e.g., gNB ID, cell ID) issues for GEO satellites. Furthermore, in case that NTN with transparent satellite, as there is no on-board processing, there is no network identity issues. 

Editor’s Note: the non-GEO satellite is motion over earth, such that it change its position over time in the sky to ground observers, which will result in, e.g., no fixed neighbour relationship. Hence, the network following issues shall be considered;  Network identities handling, interface management, Network Topology, UE access, PCI conflict. 
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