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1	Introduction
[bookmark: _Hlk522744570][bookmark: _Hlk522782047]CB: # 53_MaxIntProtDataRate
-  We maintain that UP Security is per-PDU session
- Mobility handling
- Need to send this info from RAN up to CN?
- Whether we need to fail the setup of the QoS flow in case max data value is exceeded?
- Origin of this info: AMF or SMF? If from SMF, it should go in the container; If from AMF, outside
- NG RAN “may” / “shall” take this in consideration? (SA2: “may…”)
- How to encode this info?
(NEC)
R3-185189 Summary of offline disc
2	Description
In the following we provide a summary of the concluded outcomes from the offline discussion on the issue of the Maximum Integrity Protection Data Rate: 
Introduce a Cause value “UE Maximum integrity protected data rate reason”: 
It is concluded to add the cause value: “UE Maximum integrity protected data rate reason”. This cause value allows the RAN node not accept the request to establish UP resources for the concerned PDU session or potentially for the concerned QoS flow in order to comply with the maximum data rate for integrity protection supported by the UE. Consideration for deciding that it will not be able to comply remains implementation dependent.
Introduce an IE “Maximum Integrity Protected Data Rate” 
It is concluded to include the IE “Maximum Integrity Protected Data Rate” inside the Security Indication IE, with presence “conditional” related to setting “required” or “preferred” of the security policy. 
On encoding of the IE “Maximum Integrity Protected Data Rate” 
It is concluded to use the encoding ENUMERATED (64kbps, max-UErate, …) as agreed in RAN2.
NEC, Qualcomm and Nokia co-signed two new documents R3-185275 (TP for TS 38.413) and R3-185276 (TP for TS 38.423)
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