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1 Introduction
In past RAN3 meetings, RRC version handling over F1 was discussed, some pros and cons were identified, a tentative WF was reached in last meeting, this paper tries to have some further discussions on this issue and some suggestions were proposed. 
2 Discussion
In last RAN3 meeting, a tentative way forward was reached [1], the main content is as follows:
WA Specify Solution 2 (i.e. F1-C coordination), limited to F1 Setup – Either of following options:
- Highest supported version

- Highest supported version per release
FFS on the necessity of UE associated signaling.
The main argumentation of introducing RRC version over F1 is that, in previous RAT, we don’t have the scenario that two RAN nodes are involved in RRC ASN.1 coding, e.g. the container IE over F1 “CG-Config”, part of which are encoded by gNB-DU and gNB-CU respectively, e.g. “CellGroupConfig” by gNB-DU and “RB-Config” by gNB-CU. While in field, the gNB-CU and the gNB-DU may support different RRC versions, especially for multivendor deployment scenario. Hence, an RRC message main contain some RRC parameters encoded by gNB-CU based on one RRC version while some others by gNB-DU based on another RRC version; when the UE receives such RRC message contains inconsistent parameters, it may fail to decode the received message. 
There are some misunderstandings here, however, since all the ASN.1 coding shall follow the backward compatibility rule, UE anyway is able to decode the received message. 
Observation 1: Since ASN.1 coding is backward compatible, UE anyway is able to decode any received RRC message.
Another understanding is, since the received RRC message contains parameters of different RRC version, such inconsistence may cause UE to consider the received message as a mis-configured one and may reject. Here this case might happen actually, but the main point is, since both gNB-CU and gNB-DU already understood the UE capability, both gNB-DU and gNB-CU should know how to respond to UE’s request and fill the RRC part accordingly based on the reported UE capability, then it up to UE to judge how to react to network, responding with a failure message might be a choice pending on different UE implementation.

Observation 2: Both gNB-DU and gNB-CU should know how to respond to UE’s request and fill the RRC part accordingly based on the reported UE capability, it is technically possible that UE may respond with a failure message might on its implementation.
A further observation is that, it was already agreed to introduce “Full configuration indication” and “Full configuration required” when gNB-CU and gNB-DU could not understand the corresponding ASN.1 part, so that gNB-DU or gNB-CU could give a full configuration so that it doesn’t need to understand each IE but just to encode what it understands.
Observation 3: The introduction of “Full configuration indication” and “Full configuration required” would help to solve the issue of misunderstanding between gNB-CU and gNB-DU.

Back to the suggested way forward, there are two options, one is by OAM which seems not favorable by majority, yet from our understanding it should be the simplest way to solve this issue, since anyway operators should have the version info of each node stored in OAM; the other is to introduce “highest supported version” or “highest supported version per release”, here we think “highest supported version” is enough, since as also indicated in the WF, as far as non-backward compatible changes are concerned, the latest one covers older ones, because we are talking the understanding of ASN.1 not the understanding of specific IEs of each feature.
Observation 4: By OAM should be the simplest way to this issue if there is an issue.

Observation 4bis: If RRC version has to be exchanged, the “highest supported version per release” should be enough.
Based on the discussions and observations above, we would like RAN3 to discuss the following proposals.

Proposal 1

It is proposed RAN3 discuss the two options between “by OAM” and “by exchanging RRC version”, if the latter is selected, to exchange the highest supported version should be sufficient.
As to the UE associated vs. non-UE associated message, since we are talking about a node’s behaviour not a UE, non-UE associated message should be enough, an example of the CR is referred to [2].
3 Conclusion and Proposals
Based on the discussion, we have the following observations and proposals:

Observation 1: Since ASN.1 coding is backward compatible, UE anyway is able to decode any received RRC message.

Observation 2: Both gNB-DU and gNB-CU should know how to respond to UE’s request and fill the RRC part accordingly based on the reported UE capability, it is technically possible that UE may respond with a failure message might on its implementation.

Observation 3: The introduction of “Full configuration indication” and “Full configuration required” would help to solve the issue of misunderstanding between gNB-CU and gNB-DU.

Observation 4: By OAM should be the simplest way to this issue if there is an issue.

Observation 4bis: If RRC version has to be exchanged, the “highest supported version per release” should be enough.

Proposal 1
It is proposed RAN3 discuss the two options between “by OAM” and “by exchanging RRC version”, if the latter is selected, to exchange the highest supported version should be sufficient.
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