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1
Introduction
In this paper we provide comments on the following proposal provided in a discussion paper submitted to the present meeting in R3-184440 [1]:

Proposal 2: agree to include (2) Local RRM policy specific UE differentiation information over S1 and X2 interfaces.
2
Discussion
Proposal 2 in R3-184440 relates to introduction of non-3GPP defined Local RRM Policy Specific Information containers in a set of UE-associated signalling procedures. Encoding/decoding of the containers is not intended to be defined in 3GPP specifications, but the applied encoding/decoding information is referenced on the network interfaces by an O&M-defined Local RRM Policy Identification value.
We provided comments on this solution to RAN#100 meeting (Busan) in [2], and extracts are provided in R3-184440, including: “The proposed Local RRM Policy Specific UE differentiation IE relates with a feature that contains vendor dependent aspects. This creates vendor dependency on specified system interfaces, which enable a system level feature that operators require. If the design of a feature in 3GPP depends, for its normal operation, on transferring proprietary information over interfaces that are supposed to be open, de facto it closes interfaces that 3GPP aims to keep open.”
However, this aspect, while being fully within RAN3 realm as responsible WG for S1 and X2 interfaces, was not further considered in R3-184440. We therefore propose to include it in the comparison table. 

Furthermore, we also propose some different appreciation of security aspects between the compared solutions. Any criterion on ‘information accuracy’ may require further discussion and considered in relation to the need for homogeneous UE handling within the network (and not only within the ‘RRM policy area’). But anyway, interface openness and security aspects are in our view show-stoppers for the Local RRM policy specific octet string solution.
The updated table will then be:

	(((
	(B)/(2) Local RRM policy specific octet string
	(C) eNB managed explicitly specified parameter list 

	Openness of S1 and X2 interfaces
	Not ensured (
	Ensured (

	Security aspects
	Will depend on RAN vendors’ implementations. (
	Can be guaranteed by 3GPP. (

	MME Storage requirement
	Medium (
MME need to store multiple octet strings, which actually include multiple sets of local RRM policy managed parameter list.
	Low(
MME need to store one set of eNB managed parameter list.


Interface openness and security aspects imply that we can’t agree with proposal 2 in R3-184440.
3
Handling in other groups
Both solutions described in the above comparison table have been discussed in last two SA2 meetings, with no agreement to proceed. 

The Local RRM policy specific octet string solution was also included in company CRs submitted to TSG-RAN#80, where the CRs were rejected.
4
Conclusion
We consider interface openness and security aspects, as well as absence of agreement in SA2, all to be show-stoppers for the Local RRM policy specific octet string solution. We therefore can’t agree with proposal 2 in R3-184440.
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