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Introduction
At the last RAN3 meeting it was agreed to send a hard UL UE AMBR portion in the UE Context Setup Request and UE Context Modification Request messages. Also, potential enhancements to the solution for enforcing UL UE AMBR portions over F1 and X2 were discussed.
In this contribution we consider the proposed enhancements and provide our thoughts on the matter.
Discussion
At the last meeting it was agreed to add UL AMBR IE in the UE Context Setup Request and UE Context Modification Request messages. 
Also, during the meeting there were proposals to allow for updating the UL AMBR dynamically according to e.g., radio conditions. We believe that these solutions are signaling intensive and will as a result overload the network interfaces, thus risking delaying more critical procedures and disrupting network behavior.
The main problems arise from the fact that: 
(1) Radio conditions vary dynamically and in the short time range. Therefore, it is very difficult for the node hosting MAC to decide when to report a breach in the UL AMBR. 
a. If the node hosting MAC reports immediately after detecting a breach, there is a risk that breach reporting will be very frequent. It may also happen that after sending a breach report the UL radio conditions have already changed, so that the report will not be up-to-date when reaching the receiving node, which may lead to wrong or unnecessary re-configurations.
b. If the node hosting MAC waits too long before reporting a breach, the UE may send more UL traffic than what is allowed for a relatively long time. This may violate the conditions of the UE subscription and it may affect other UEs.  
(2) The node receiving a breach report may not be able to decide the action to take e.g., because it does not know the UL status for the UE over other radio legs. The only solution is to generate additional signalling that will overload the network interfaces. To explain better this issue, we provide an example in the following, taking the CU-DU split architecture as a reference. 

· Once the gNB-DU1 reports a breach of UL AMBR in step 5, the gNB-CU may have no information about the UL status in gNB-DU2. Therefore, it may not be able to select an action (e.g., enforce current UL AMBR portion or update the UL AMBR portion). 
· To obtain the UL status in gNB-DU2 a new procedure may be needed over F1 (step 6). This will cause extra signalling over the F1 interfaces. The situation would be even worse in EN-DC, where new procedure and extra signalling would be needed also on the X2 interface.





Another aspect to take under consideration is the case of centralized gNB-CU. With the proposed enhancement there will be a lot of requests to the gNB-CU to update the UL AMBR.
Finally, we could consider the frequency of such extra signaling. We believe that with low thresholds and specific scenarios the extra signaling due to breaching could be very frequent at UL transmission. We can for instance think about an arena scenario with a lot of uploading traffic. In that case we could imagine that a relatively low threshold could introduce huge extra signaling.
Considering all that, it becomes clear that there is a big risk of generating a lot of extra-signalling over the network interfaces that can overload and destabilize the network. Therefore, we conclude that for Rel-15 it is better to rely on the solution already agreed namely to use only hard UL AMBR portions. If this will become a serious limitation, solutions may be considered in future releases.
Proposal 1: 	To avoid the risk of overloading the network interfaces, rely on the solution already agreed, namely utilizing only hard UE UL AMBR portions (at least in Rel-15).
Conclusion
[bookmark: _In-sequence_SDU_delivery]In this contribution, we analysed more in details the solutions prosed for enforcing UE UL AMBR.  
Proposal 1: 	To avoid the risk of overloading the network interfaces, rely on the solution already agreed, namely utilizing only hard UE UL AMBR portions (at least in Rel-15).
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