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1. Introduction
TS 38.413 has defined a NAS Container IE used in NG Handover to enable an action similar to the NAS Security Command. The container is to be forwarded to the UE as part of the Handover Command
2. Discussion
The current version of TS 38.413 defines a NASC IE which follows work in SA3 and CT1. As explained in TS 33.501, the NASC is included in the NGAP HANDOVER REQUEST message to the target gNB and its purpose could be compared to a NAS SMC message. Upon receipt of the NGAP HANDOVER REQUEST message from the target AMF, the target gNB includes the NCC value from the received {NH, NCC} pair, and the NASC if such was also received, into the HO Command message to the UE. If the target gNB had received the NSCI, it sets the keyChangeIndicator field in the HO Command message to true.
As shown below the IE definition is referenced to the NAS specification, as opposed to TS 33.501.
	NASC
	O
	
	NAS-PDU

9.3.3.4
	NAS Container (NASC) as specified in TS 24.501 [26].
	YES
	reject


In the meantime, however, CT1 have defined two types of such containers – depending on whether the HO is intra- or inter-system. We understand these two containers are in fact extremely similar, but from a specification perspective, the reference in TS 38.413 is now obsolete, since this “NAS Container” does not exist in TS 24.501, and instead we have

· Intra N1 mode NAS transparent container, or

· S1 mode to N1 mode NAS transparent container
Therefore, some alignment is required. There are basically two options, the first is to include explicitly the two container types in our specification (e.g. as a choice), and the second is to keep the current IE (without ASN change) and simply change the semantics. Note that the target NG-RAN Node is anyway aware of the source node and system via the Handover Type IE.
The second approach is inherently simpler and should not cause any confusion, so the proposals simply as follows:

Proposal: Modify the semantics of the NAS IE to point to the correct containers in TS 24.501.

The change is provided in the Appendix.
3. Conclusions
Proposal: Modify the semantics of the NAS IE to point to the correct containers in TS 24.501.
4. Annex – Text proposal

NOTE: The below is written on top of the baseline CR in R3-184387. The changes proposed are independent of this (vs 15.0.0)

>>>>> Start of Change  <<<<

9.2.3.4
HANDOVER REQUEST

This message is sent by the AMF to the target NG-RAN node to request the preparation of resources.

Direction: AMF ( NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.22
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.3.1.58
	
	YES
	reject

	Core Network Assistance Information
	O
	
	9.3.1.15
	
	YES
	ignore

	UE Security Capabilities 
	M
	
	9.3.1.86
	
	YES
	reject

	Security Context
	M
	
	9.3.1.88
	
	YES
	reject

	New Security Context Indicator
	O
	
	9.3.1.55
	
	YES
	reject

	NASC
	O
	
	NAS-PDU

9.3.3.4
	Containing either the “Intra N1 mode NAS transparent container” or the “S1 mode to N1 mode NAS transparent container”  as specified in TS 24.501 [26].
	YES
	reject

	PDU Session Resource Setup List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Setup Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>S-NSSAI
	M
	
	9.3.1.24
	
	-
	

	>>Handover Request Transfer
	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network.
	YES
	ignore

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.3.1.20
	
	YES
	reject

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	Location Reporting Request Type
	O
	
	9.3.1.65
	
	YES
	ignore

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject


>>>>> End of Change  <<<<
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