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Introduction

Overload control result in unified access barring has been identify by 5GC. During the online discussion in last meeting, some companies shown the concern on the progress of RAN2. On the top of R3-183722, the progress related to the unified access control in RAN2 was provided in this contribution, and the RAN2 progress is enough to complete the Overload Control in NG interface.
At the end of the contribution, a draft TP is provided.

Discussion 

Requirement from 5GC

According to TS 23.501, the design of the overload control is basically the same as in LTE (see in TS 23.401), for example, it will refuse some RRC establishment request from UE based on the cause.The [1][2][3] also analyze this part, and the message design is also similar like LTE (i.e. similar to OVER LOAD START in TS 36.413).


In addition to the above analysis, there are still two main differences between NR and LTE on Overload control in TS 23.501. One is NW slicing, and the other one is that NR overload control could result in unified access barring.

The agreement is listed as below for easy reference.

	23.501：

The AMF shall contain mechanisms for avoiding and handling overload situations. This includes the following measures:

-
N2 overload control that could result in RRC reject and unified access barring.

A 5G-AN node supports rejecting of 5G-AN signalling connection establishments for certain UEs as specified in TS 38.331 [28]. Additionally, a 5G-AN node provides support for the barring of UEs as described in TS 22.261 [2]. These mechanisms are further specified in TS 38.331 [28].


Observation 1: Overload control could result in unified access barring is required by 5G-C.

unified access barring in gNB

In case of unified access barring mechanism, the gNB broadcasts access parameter per access category to UE.The UE receives and saves the configurations, and the UE decides whether to trigger the RRC request based on the received UAB infor.The access category is shown as below:

Table 6.x.2-1: Access Categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	MO data based on operator classification

	NOTE 1:
Access category 0 is not barred.

NOTE 2:
Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.

NOTE 3:
The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.


Observation 2: The gNB and the UE use the unified access barring on access category bases.

In case of the congestion in the 5G-C, the gNB can adjust the parameter of unified access control according to OVERLOAD ACTION IE in OVERLOAD START message. But the gNB cannot update the unifies access control category with current OVERLOAD START message. Because there has no clear mapping relationship indication between access category and overload action. 


For example, when the core network in congestion, and in this case core network want to prevent service request subject to access category 15, but there is no such indication in the legacy Overload action of OVERLOAD START message.


Therefore, we propose to introduce access category indication in the OVERLOAD START message. 

Proposal 1: Introduce access category indication into NG OVERLOAD procedure.

Progress on RAN2 relate to unified access barring

In the RAN2 #102 meeting [1], following agreements were achieved:

Agreements for NR

1
All access control info will be contained in SIB1. (We need to find a way to ensure the size is constrained)

It is noted that RAN2 has agreed to introduce all access control info ( unified access barring info) in SIB1.It means that RAN2’s progress confirms that if OVERLOAD START message can support access category indication, the 5GC is able to achieve the unified access barring via SIB1.

Conclusion

According to the above analysis, we propose:

Observation 1: Overload control could result in unified access barring is required by 5G-C.

Observation 2: The gNB and the UE use the unified access barring on access category bases.

Proposal 1: Introduce access category indication into NG OVERLOAD procedure.

Proposal 2: The corresponding TP for TS38.413 which introduces unified access control per access category in OVERLOAD procedure is shown in Annex .
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Text Proposal

START OF CHANGES for 38.413
8.x
Overload control Procedures

8.x.1
Overload Start 

8.x.1.1
General

The purpose of the Overload Start procedure is to inform an NG-RAN node to reduce the signalling load towards the concerned AMF. This procedure uses non-UE associated signalling.

Editor’s Note:
Further details are FFS.

8.x.1.2
Successful Operation
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Figure 8.8.1.2-1: Overload Start procedure

The NG-RAN node receiving the OVERLOAD START message shall assume the AMF from which it receives the message as being in an overloaded state.

If the Overload Action IE in the Overload Response IE within the OVERLOAD START message is set to

Editor’s Note: the exact cause values are FFS depending on RAN2 progress

-
"reject RRC connection establishments for non-emergency mobile originated data transfer", or

-
"reject RRC connection establishments for signalling", or

-
"only permit RRC connection establishments for emergency sessions and mobile terminated services", or

-
"only permit RRC connection establishments for high priority sessions and mobile terminated services", or

the NG-RAN node shall:

-
if the Traffic Load Reduction Indication IE is included in the OVERLOAD START message and, if supported, reduce the signalling traffic indicated as to be rejected by the indicated percentage,

-
otherwise ensure that only the signalling traffic not indicated as to be rejected/not accepted is sent to the AMF.

If the Traffic Load Reduction Access Category list IE is present, the NG-RAN node shall, if supported, adjust the unified access control parameter according to TS38.331[18].
If an overload action is ongoing and the NG-RAN node receives a further OVERLOAD START message, the NG-RAN node shall replace the ongoing overload action with the newly requested one. 

Editor’s Note:
Further details are FFS.

8.x.1.3
Abnormal Conditions

Not applicable.

8.x.2
Overload Stop

8.x.2.1
General

The purpose of the Overload Stop procedure is to signal to an NG-RAN node the AMF is connected to that the overload situation at the AMF has ended and normal operation shall resume. This procedure uses non-UE associated signalling.

Editor’s Note:
Further details are FFS.

8.x.2.2
Successful Operation
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Figure 8.8.2.2-1: Overload Stop procedure

The NG-RAN node receiving the OVERLOAD STOP message shall assume that the overload situation at the AMF from which it receives the message has ended and shall resume normal operation for the applicable traffic towards this AMF.
8.x.2.3
Abnormal Conditions

Not applicable.

9.2.x
Overload control Messages

9.2.x.1
OVERLOAD START

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the NG-RAN node in order to indicate that the AMF is overloaded.

Direction: AMF(NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	Overload Response
	O
	
	9.3.3.x
	
	YES
	reject

	Traffic Load Reduction Access Category list
	
	0..1
	
	
	
	

	 > Access Control Item IE
	
	1..<maxnoofAccessControl>
	
	
	
	

	 >> Access category
	M
	
	INTEGER (1..64, …)
	Unified Access cateogry as defined in TS 38.331 [18].
	
	

	Traffic Load Reduction Indication
	O
	
	9.3.3.z
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofAccessControl
	Maximum no. of access control items. Value is 64


9.2.x.2
OVERLOAD STOP

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF in order to indicate that the AMF is no longer overloaded.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	Traffic Load Reduction Access Category list
	
	0..1
	
	
	
	

	 > Access Control Item IE
	
	1..<maxnoofAccessControl>
	
	
	
	

	 >> Access category
	M
	
	INTEGER (1..64, …)
	Unified Access cateogry as defined in TS 38.331 [18].
	
	


9.3.3
NAS Related IEs

9.3.3.x
Overload Response

The Overload Response IE indicates the required behaviour of the NG-RAN node in an overload situation.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Overload Response
	M
	
	
	

	>Overload Action
	
	
	
	

	>>Overload Action
	M
	
	9.3.3.y
	


9.3.3.y
Overload Action

Editor’s Note:
Further details FFS and the exact cause values are depending on RAN2 progress. 

The Overload Action IE indicates which signalling traffic is subject to rejection by the NG-RAN node in an AMF overload situation as defined in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Overload Action
	M
	
	ENUMERATED

(Reject RRC connection establishments for non-emergency MO DT, Reject RRC connection establishments for Signalling, Permit Emergency Sessions and mobile terminated services only,  Permit High Priority Sessions and mobile terminated services only
	


END OF CHANGES for 38.413
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