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1
Introduction
The remaining Editor’s Notes, FFSes, and missing IE definitions in TS 38.413 are listed in section 2.

The list assumes agreement of the rapporteur pCR in [1], and the additional cleanup CRs in [2] and [3] (which provide text for empty subclauses).
The “Comments” column lists tdoc numbers (where known) submitted to RAN3#100 that address the corresponding open issue. In some cases a “Default resolution” (highlighted in green) is suggested, i.e. a resolution that could potentially be agreed by RAN3 in the absence of any contributions on the issue.

2
TS 38.413 Open Issue List
2.1
Editor’s Notes and FFSes
1)
Cleanup of NAS-PDU in message definitions:

	Subclause
	Open issue description
	Comments

	9.2.1.1

9.2.1.3
	FFS: Presence of NAS-PDU IE
	R3-182606 (Nokia)

	9.2.2.1
	FFS: Semantics description for NAS-PDU IE
	


2)
Session Management: 

	Subclause
	Open issue description
	Comments

	8.2.3.2
	FFS on example cause values
	

	8.2.5.2
	FFSes on PDU Session Resource Modify Indication Transfer IE and PDU Session Resource Modify Confirm Transfer IE
	

	9.2.1.6
	Editor’s Note: It is FFS whether the Cause IE for PDU session failed to be modified is captured in the PDU Session Resource Modify Response Transfer.
	R3-182607 (Nokia)

	9.3.4.4
	1) Editor’s Note: It is FFS whether to define the release failure for PDU Session Resource or QoS flow.
2) FFS on need for QoS Flow Failed to Release List IE
	

	9.2.1.9
	Editor’s Note: It is FFS whether Cause IE for PDU session failed to be modified by the 5GC is captured in the PDU Session Modify Confirm Transfer.
	

	9.3.4.7
	Editor’s Note: It is FFS whether to define a Modify Failure Confirm.
	

	9.3.4.3
	FFS on presence of QoS Flow Level QoS Parameters IE
	

	9.3.4.5
	FFS on need for Assistance Information IE, and IE definition (if needed)
	Default: Remove the IE => not needed, at least in June version of NGAP

	8.4.2.2

9.3.4.10

9.3.4.11
	FFS: Data Forwarding Response DRB List IE to be confirmed by SA2
	R3-182605 (Nokia)
R3-182715, R3-182716 (Ericsson)


3)
Handover
	Subclause
	Open issue description
	Comments

	8.4.1.2
	Editor’s Note related to interaction of Handover Preparation procedure with other NGAP procedures
	

	8.4.2.2
	FFS related to cause values for unsuccessful establishment of a QoS flow
	

	8.4.6
	Procedural text for Uplink RAN Status Transfer is missing.
	

	8.4.7
	Procedural text for Downlink RAN Status Transfer is missing.
	

	9.3.1.22
	Editor’s Note: The definition of the Handover Type is FFS which is pending to the RAN Node ID discussion.
	R3-182632 (ZTE)

	9.3.1.29

9.3.1.34
	FFS on presence of DRBs Requested for Data Forwarding List IE

FFS on IE description of above
	R3-182605 (Nokia)


4)
Context Management
	Subclause
	Open issue description
	Comments

	8.3.1.2
	FFS on UE Aggregate Maximum Bit Rate
	R3-182620 (Nokia)

	8.3.4.1
	FFS on example cause values
	


5)
Security
	Subclause
	Open issue description
	Comments

	8.2.1.2

8.4.4.2
	Editor’s Note on applicability of some security procedures to ng-eNB
	R3-182628 (ZTE)
R3-183232 (Qualcomm)

	8.3.1.2

8.3.4.2

8.4.2.2
	FFSes pending SA3
	R3-182620 (Nokia)

R3-183096 (Qualcomm)

R3-182932, R3-183249 (Ericsson)

R3-183078 (Huawei)

	9.2.2.1

9.2.3.4
	FFS on presence of UE Security Capabilities IE and Security Key IE
	

	9.2.2.7
	FFS on semantics description for Security Key IE
	


6)
Paging and paging optimization: 

	Subclause
	Open issue description
	Comments

	9.2.2.6
	FFS on semantics description for Information on Recommended Cells and RAN Nodes for Paging IE

Related FFS in 8.3.3.2
	R3-182603 (Nokia)

	9.2.4.1
	FFS on Paging Cause IE
	R3-182603 (Nokia)

R3-182958 (Qualcomm)

	9.2.4.1
	FFS on need for UE Radio Capability for Paging IE and Assistance Data for Paging IE

Related FFS in 8.5.1.2
	

	9.2.6.1
	For Default Paging DRX IE, “assumption that this is common for NR and E-UTRA. (to be verified with RAN2 and is FFS)”.
	

	9.3.1.68
	FFS on semantics description for UE Radio Capability for Paging IE
	R3-182603 (Nokia)

R3-182958 (Qualcomm)



7)
Location Reporting: 

	Subclause
	Open issue description
	Comments

	9.3.1.65
9.3.1.66

9.3.1.67
	FFS on multiple open issues for location reporting
Related FFSes in 8.12.1.2
	R3-182548 (Huawei)

R3-182612 (Nokia)

R3-182727 (Ericsson)


8)
TNL address discovery: 

	Subclause
	Open issue description
	Comments

	9.3.3.6

9.3.3.7

9.3.3.8

9.3.3.9
	The structure of this IE is based on TS 36.413. Whether this is applicable for NGAP is FFS. Further details FFS.
Related Editor’s Note in 8.8.2.2
	Default: Remove Editor’s Note => assumption is that the ANR text copied from S1AP is also applicable to NGAP

	9.3.3.6
	FFS in semantics description of Xn TNL Configuration Info IE.
	Default: Remove FFS => no action needed

	9.3.3.7
	FFS in semantics description of SON Information Request IE
	Default: Remove FFS => no action needed


9)
Handling of AP ID:
	Subclause
	Open issue description
	Comments

	10.6
	Editor’s Note: It is FFS whether checking uniqueness of AP IDs allocated by the remote node is needed or not.
	R3-182730 (Ericsson)

	9.3.1.2
	FFS and ENs on related cause values
	


10)
Miscellaneous: 

	Subclause
	Open issue description
	Comments

	8.2.1.2
	FFS related to ARP pre-emption rules
	

	8.3.1.2

8.4.2.2
	FFS related to particular ARP value
	R3-183083 (Huawei)

	8.7.3.2

8.7.6.2
	Editor’s Note: Details on AMF Name are FFS in SA2
	R3-183082 (Huawei)

	9.2.2.5
	Editor’s Note: The applicability of the RAN Paging Priority IE to this procedure is still FFS.
Related Editor’s Note in 8.3.3.2
	R3-182640 (ZTE)

	9.2.5.1
	FFS on presence and encoding for RRC Establishment Cause IE
	

	9.2.6.2

9.2.6.7
	FFS: Explanation of maxnoofPLMNs.
	R3-183150 (Nokia)



	9.3.1.18
	Editor’s Note: Presence of 5QI IE in dynamic part is FFS.
	R3-182591 (Nokia)
R3-183058 (Huawei)

	9.3.1.57
	FFS: Size of BIT STRING for N3IWF ID
	R3-182680 (Nokia)

	9.3.3.13
	FFS on the IE type of the Routing ID IE
	Default: INTEGER (0..255) => same as LPPa/S1AP

	9.3.1.2
	FFS on User Inactivity cause value (related to RRC_INACTIVE)
	

	9.3.1.2
	FFS on Invalid QoS Combination cause value
	


11)
Maximum list sizes: 

	Subclause
	Open issue description
	Comments

	9.2.4.1

9.3.1.15
	maxnoofTAIs
	Default: 256 => same as S1AP

	9.2.6.1

9.2.6.4
	maxnoofTACs
	Default: 256 => same as S1AP)

	9.2.6.1

9.2.6.4
	maxnoofBPLMNs
	Default: 12 => RAN2-agreed value in NR SIB1

	9.2.6.2

9.2.6.7

9.2.6.10
	maxnoofServedGUAMIs
	Default: 32 => same as S1AP

	9.2.6.2

9.2.6.7
	maxnoofPLMNs
	Default: 12 => same as maxnoofBPLMNs

	9.2.6.7

9.2.6.8
	maxnoofTNLAssociations
	Default: 32

	9.2.6.11

9.2.6.12
	maxnoofNGConnectionsToReset
	Default: 8192 => same as XnAP

	9.3.1.17
	maxnoofSliceItems
	Default: 256

	9.3.1.29
	maxnoofE-RABs
	Default: 256 => same as S1AP

	9.3.1.65

9.3.1.66

9.3.1.67
	maxnoofReqAoI
	R3-182727 (Ericsson)

	9.3.2.1
	maxnoofMultiConnectivities
	Default: 8


1.2
Missing IE definitions 

	Subclause
	Information Element
	Comments

	9.2.2.1

9.2.2.7

9.2.3.4

9.2.3.9
	Security related:

· UE Security Capabilities IE

· Security Key IE

· Security Context IE
	R3-18xxxx (Qualcomm)
R3-182932 (Ericsson)

R3-183078 (Huawei)

	9.2.3.13

9.2.3.14
	RAN Status Transfer Transparent Container IE
	

	9.2.3.1
	PDU Session Resource Subject to Handover IE
	

	9.2.2.1

9.2.3.4

9.2.5.2
	Handover Restriction List IE
	R3-182710 (Ericsson, Qualcomm)

R3-182974 (Huawei)

	9.2.2.6

9.2.4.1

9.3.1.15


	Paging and paging optimization related:

· Information on Recommended Cells and RAN Nodes for Paging IE
· UE Identity Index Value IE
· Paging DRX IE, Default Paging DRX IE
· Paging Cause IE
· Paging Priority IE
	R3-18xxxx (Nokia)
?

?

R3-182603 (Nokia), R3-182958 (Qualcomm)

R3-182603 (Nokia), R3-182958 (Qualcomm)

	9.2.5.1
	RRC Establishment Cause IE
	

	9.2.11.3
	Time Stamp IE
	R3-182727 (Ericsson)

	9.3.1.10

9.3.1.18

9.3.1.28
	QoS related:

· Maximum Packet Loss Rate Downlink

· Maximum Packet Loss Rate Uplink

· Priority Level

· Packet Delay Budget

· Packet Error Rate

· Averaging Window

· Maximum Data Burst Volume
	R3-183058 (Huawei)

	9.3.1.15
	RRC inactive related:

· UE Specific DRX

· Periodic Registration Update Timer
	


3
Conclusion
A list of open issues is provided in section 2. This of course excludes issues which have not been captured by an Editor’s Note or FFS.
The following is proposed:

Proposal 1: Agree to the text proposal in the Appendix, resolving the following open issues:

	9.3.4.5
	FFS on need for Assistance Information IE, and IE definition (if needed)
	Default: Remove the IE => not needed, at least in June version of NGAP

	9.3.3.6

9.3.3.7

9.3.3.8

9.3.3.9
	The structure of this IE is based on TS 36.413. Whether this is applicable for NGAP is FFS. Further details FFS.

Related Editor’s Note in 8.8.2.2
	Default: Remove Editor’s Note => assumption is that the ANR text copied from S1AP is also applicable to NGAP

	9.3.3.6
	FFS in semantics description of Xn TNL Configuration Info IE.
	Default: Remove FFS => no action needed

	9.3.3.7
	FFS in semantics description of SON Information Request IE
	Default: Remove FFS => no action needed

	9.3.3.13
	FFS on the IE type of the Routing ID IE
	Default: INTEGER (0..255) => same as LPPa/S1AP


Proposal 2: Agree to the following maximum list sizes (to be reflected in TS 38.413 by the rapporteur):

1. maxnoofTAIs = 256

2. maxnoofTACs = 256

3. maxnoofBPLMNs = 12

4. maxnoofServedGUAMIs = 32

5. maxnoofPLMNs = 12

6. maxnoofTNLAssociations = 32

7. maxnoofNGConnectionsToReset = 8192

8. maxnoofSliceItems = 256

9. maxnoofE-RABs = 256

10. maxnoofMultiConnectivities = 8
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Text Proposal for TS 38.413 V0.8.0

Start of Text Proposal for TS 38.413
8.8.2.2
Successful Operation
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Figure 8.8.2.2-1: Downlink RAN configuration transfer

The procedure is initiated with an DOWNLINK RAN CONFIGURATION TRANSFER message sent from the AMF to the NG-RAN node.


If the NG-RAN node receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information towards the NG-RAN node indicated in the Source RAN Node ID IE of the SON Configuration Transfer IE by initiating the Uplink RAN Configuration Transfer procedure.

If the NG-RAN node receives, in the SON Configuration Transfer IE, the Xn TNL Configuration Info IE containing the Xn Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the NG-RAN node receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the Xn TNL Configuration Info IE as an answer to a former request, it may use it to initiate the Xn TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the endpoints given by the list of addresses in the Xn GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE.

In case the Xn GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE, within the Xn Extended Transport Layer Addresses IE.

If the NG-RAN node is configured to use one IPsec tunnel for all NG and Xn traffic (IPsec star topology) then the traffic to the peer NG-RAN node shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
Editor’s Note:
Further details are FFS.

Next Change
9.3.3.6
SON Configuration Transfer

This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the NG-RAN node identifier of the destination of this configuration information and the NG-RAN node identifier of the source of this information.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	

	Source RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	

	SON Information
	M
	
	9.3.3.7
	

	Xn TNL Configuration Info
	C-ifSONInformationRequest
	
	9.3.3.9
	Source NG-RAN node Xn TNL Configuration Info.


	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “Xn TNL Configuration Info”


9.3.3.7
SON Information

This IE identifies the nature of the configuration information transferred, i.e., a request, a reply or a report.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE SON Information
	M
	
	
	

	>SON Information Request
	
	
	
	

	>>SON Information Request
	M
	
	ENUMERATED

(Xn TNL Configuration Info, …)
	

	>SON Information Reply
	
	
	
	

	>>SON Information Reply
	M
	
	9.3.3.8
	


9.3.3.8
SON Information Reply

This IE contains the configuration information to be replied to the NG-RAN node.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Xn TNL Configuration Info
	O
	
	9.3.3.9
	


9.3.3.9
Xn TNL Configuration Info

This IE is used for signalling Xn TNL Configuration information for automatic Xn SCTP association establishment.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Xn Transport Layer Addresses
	
	1..<maxnoofXnTLAs>
	
	

	>Transport Layer Address
	M
	
	9.3.2.4
	Transport Layer Addresses for Xn SCTP endpoint.

	Xn Extended Transport Layer Addresses
	
	0..<maxnoofXnExtTLAs>
	
	

	>IP-Sec Transport Layer Address
	O
	
	Transport Layer Address

9.3.2.4
	Transport Layer Addresses for IP-Sec endpoint.

	>Xn GTP Transport Layer Addresses
	
	0..<maxnoofXnGTP-TLAs>
	
	

	>>GTP Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	GTP Transport Layer Addresses for GTP end-points (used for data forwarding over Xn).

	Indirect Xn Transport Layer Addresses
	
	0..<maxnoofXnTLAs>
	
	

	>Transport Layer Address
	O
	
	9.3.2.4
	Transport Layer Addresses for Indirect Xn SCTP endpoint.


	Range bound
	Explanation

	maxnoofXnTLAs
	Maximum no. of Xn Transport Layer Addresses for an SCTP end-point. Value is 2.

	maxnoofXnExtTLAs
	Maximum no. of Xn Extended Transport Layer Addresses in the message. Value is 16.

	maxnoofXnGTP-TLAs
	Maximum no. of Xn GTP Transport Layer Addresses for an GTP end-point in the message. Value is 16.


Next Change
9.3.3.13
Routing ID

This IE is used to identify an LMF within the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Routing ID
	M
	
	INTEGER (0..255)
	


Next Change
9.3.4.5
PDU Session Resource Notify Transfer

Editor’s Note: 
Further details FFS.

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flows Notify List
	
	0..1
	
	

	>QoS Flows Notify Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Indicator
	M
	
	9.3.1.51
	

	>>Notification Cause
	M
	
	ENUMERATED (fullfilled, not fulfilled, …)
	

	
	
	
	
	

	QoS Flows Release List 
	O
	
	QoS Flow List

9.3.1.13
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.
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