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1. Introduction

During RAN3-99bis new discussions on how to solve the UL AMBR monitoring and enforcement problem were taken. In [1] a good summary of the discussion was captured and the following possible solutions were highlighted (we add our interpretation of such solutions in brackets):
Solution A1: Existing method 

[i.e. based on splitting the UL AMBR in portions assigned to each MAC layer (or node hosting it) serving the UE and where monitoring and enforcement is done at MAC level]

Solution A2: Existing method, with event trigger reporting (overload condition indicator over CP or UP)

[i.e. based on splitting the UL AMBR in portions assigned to each MAC layer as in solution. Further, the corresponding node may signal to the hosting node throughput reports and if throughput is reaching maximum levels, actions can be taken by the hosting node, e.g. change the portions of AMBR per MAC]
Solution B1: UL enforcement at the PDCP level
[i.e. based on monitoring overall throughput at PDCP and throttling UL throughput if it exceeds the maximum allowed] 

Solution B2: UL enforcement at the PDCP level, with enforcement at the scheduler
[Note that a discussion on enforcement of specific DRB throughput was already taken with the result that a corresponding node cannot control throughput only of certain DRBs, as UL grants are used by the UE for all the DRBs in the logical channel group. Hence, we interpret this solution as solution B1 but with the addition of allowing MN and SN to exchange information about their monitored throughput at PDCP (e.g. reported if above a threshold). This allows MN and SN to better handle the portion of UL AMBR assigned to each other]
In this paper a way forward is proposed to at least achieve a solution for UL AMBR monitoring and enforcement within Rel15.
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Occurrence of breach of UL AMBR
In LTE a UE is configured via NAS with maximum throughput limitations per APN, which have to be respected (see TS24.301). It can be assumed that if a UE respects its UL APN AMBRs, it will also respect its UL AMBR. There could be slight differences between the UL AMBR and sum of APN AMBR but in general we believe that a well behaved UE respecting the APN AMBRs is likely to stay within the UL AMBR.

Observation 1: For EPC connected scenarios, a well behaved UE respecting the signalled UL APN AMBR is likely to remain within the UE UL AMBR
In NR a similar condition occurs, where the UE is given over NAS information about its PDU Session UL AMBR (see TS23.501). Therefore, just like in LTE, it is very likely that a UE that respects its PDU Session UL AMBR will remain within its UL AMBR.
Observation 2: For 5GC connected scenarios, a well behaved UE respecting the signalled UL PDU Session AMBR is likely to remain within the UE UL AMBR

With the above observations we are stating that a breach of the UL AMBR is something that occurs infrequently, mainly for cases of UEs not respecting the UL PDU Session AMBR signalled over NAS. For this reason, over complex solutions that impact the system performance also in cases when the UL AMBR is not breached do not seem to be favourable.
Conclusion 1: It is unlikely that breach of UL AMBR can occur given the NAS-signalled PDU Session AMBR values that the UE shall respect. For this reason, over complex solutions affecting performance in cases where such breach does not occur are not favourable
With the above in mind we acknowledge that breaching the UL AMBR can occur, but it should not be considered an event that happens very often. 
What happens when a UE UL AMBR is breached and UL throughput enforcement is applied?

If a UE produces traffic at application layer, which requires an aggregated throughput higher than its allowed UL AMBR, an enforcement is needed, to avoid that such throughput is delivered to the service termination point. 
Independently of the throughput enforcement point (e.g. at MAC or at PDCP), the consequence of throughput limitations is that UP data will not be delivered to the traffic termination point, and for that the congestion control mechanism at transport layer (e.g. at TCP) will not ACK reception of such traffic. This causes retransmissions and a reduction of the transmission window (as an example, the TCP transmission window shrinks), which in turn causes a reduction of traffic produced at the UE.

Conclusion 2: Independently of the enforcement point, UL AMBR enforcement via throughput shaping (e.g. data buffering, data drops) causes the transport layer congestion control (e.g. TCP) at the UE to reduce UL throughput and return within allowed UL rate
3
Monitoring and Enforcement of UL AMBR
With the above in mind, let’s recap the main drawbacks that need to be avoided:

· It shall be avoided to limit the flexibility with which traffic can be shifted from one radio leg to another for one UE
· It shall be avoided to adopt solutions that impact performance in cases where an UL AMBR breach does not occur
To avoid these issues it is proposed that the monitoring and enforcement of the UL AMBR is done at PDCP.

The figure below describes this approach.
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Figure 1: Monitoring and enforcement of UL AMBR at PDCP

The proposed solution exploits PDCP as the natural aggregation point of traffic at MeNB and SgNB. The solution enables PDCP to monitor if the portion of UL AMBR for the MeNB and SgNB is respected. 
If the portion of UL AMBR is breached, the node hosting PDCP throttles UL traffic. Such throttling produces a reduction of the congestion control window at the UE and for that a reduction of the UL data throughput the UE generates. This solves the problem of excessive UL throughput as the UE reduces the amount of traffic it produces as a consequence.
It is noted that with the approach in solution B2 captured in [1], the mechanism described above could also be enhanced to re-distribute the portion of UL AMBR between MN and SN. 
As pointed out in [1] fluctuations of UL throughput between MN and SN, i.e. the fluctuation between the UL throughput for the overall set of SN terminated bearers and the overall set of MN terminated bearers, are typically slow and due to changes in the application traffic. Therefore, it is plausible to rely on a signalling mechanism between MN and SN (e.g. by means of PDCP UL throughput reporting) in order to re-configure the portion of UL AMBR assigned to MN and SN, as the changes can be effective even if subject to signalling delays. 

At the same time, with solution B2 (or indeed B1) a sudden change in throughput between the SCG and MCG part of a split bearer can be addressed very rapidly because the UE can immediately uplink on the good radio link for rates up to the maximum allowed. 

The solution family B1 and B2 in [1] has therefore the following advantages: 

· Simplicity: PDCP is a natural point of aggregation where monitoring traffic throughput can be done without additional effort. The solution does not require signalling to other parts of the system
· Monitoring and enforcing UL traffic at PDCP implies that all the radio legs terminating at PDCP are not limited to reduced throughput. For example, when a radio leg operating at high frequency is subject to radio link outage anther radio leg can be used to increase UL throughput up to the maximum limit. On the contrary, if UL throughput enforcement is done at MAC, e.g. at the gNB-DU, one would have to limit the maximum throughput of each radio leg, which becomes an obstacle to flexible throughput shifting from one leg to another
· Avoid to impact performance in cases where an UL AMBR breach does not occur. Namely, the solution does not generate signalling traffic and it does not overload the system. On the contrary, a solution based on throughput reporting from e.g. the gNB-DU to the gNNB-CU, will be subject to frequent signalling as constant reporting will be needed when the overall UE throughput approaches the maximum.
· The solution can support efficient updating of MN and SN portion of UL AMBR

We realise that more complex solutions may be found, which allow flexible tuning of the portions of UL AMBR between different nodes. However, from the discussions had so far, it is the author’s feeling that such solutions may require time to be agreed in RAN3.

It is observed that Solution B1, described above, requires minimum changes and it can be adopted as a first version of a solution for monitoring and enforcement of UL AMBR, while other optimised solutions may be provided “on top” in the future. 

Therefore, for the reasons above, and to ensure that at least one simple solution for monitoring and enforcement of UL AMBR is available in Rel15, the following is proposed.

Proposal: It is proposed to enable UL throughput monitoring and UL AMBR enforcement at the MN and SN node hosting PDCP, and discuss further improvements based on enforcement at lower layers
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Conclusions

The solutions so far presented for UL throughput monitoring and UL AMBR enforcement were analysed. It was concluded that there are two main requirements that should be respected:

· It shall be avoided to limit the flexibility with which traffic can be shifted from one radio leg to another for one UE
· It shall be avoided to adopt solutions that impact performance in cases where an UL AMBR breach does not occur
It was also observed that it might take time to converge to an optimised solution that allows for monitoring and enforcement at low layers, while permitting a flexible throughput shifting between corresponding nodes. It is observed that solution B1 of [1], described in this paper, present an initial building block to ensure that at least one solution is available in Rel15. IT is therefore proposed that:
Proposal: It is proposed to enable UL throughput monitoring and UL AMBR enforcement at the MN and SN node hosting PDCP, and discuss further improvements based on enforcement at lower layers
A CR supporting such solution is presented in R3-183251
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