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Introduction
At the last meeting, RAN3 agreed that both the CU-CP and the CU-UP can initiate the E1 interface setup. Two different procedures were introduced, namely gNB-CU-UP E1 Setup and gNB-CU-CP E1 Setup. In this contribution, we further analyse the E1 interface setup and propose resolution for the remaining issues.
Discussion
We first discuss the E1 Setup procedures with focus on how to handle the abnormal conditions. Then, we focus on the content of the messages. 
E1 Setup procedure 
The separation of control plane and user plane functions has been discussed and standardized for both 4G core (EPC) and 5G core (5GC) networks.
· Evolved Packet Core: The EPC architecture allows to split the SGW, the PGW and the TDF (Traffic Detection Function) into a control plane and user plane part. The control plane and user plane parts are connected though standardized interfaces. For example, the control plane part of the SGW (SGW-C) and the user plane part of the SGW (SGW-U) are connected via the Sxa. These interfaces between the CP and the UP functions are based on a communication protocol defined by CT4, namely PFCP (Packet Forwarding Control Plane). PFCP allows both the CP entity and the UP entity to setup the interface (i.e., create an association between CP and UP). However, as specified in TS 29.244 (section 6.2.6.1) [1] only the direction from CP to UP is mandatory, while the direction from UP to CP is optional. This means that the setup of the Sxa interface is always supported in the direction from SGW-C to SGW-U, while it is optional in the direction from the SGW-U to the SGW-C. Similar also for the Sxb and the Sxc interfaces between the CP and UP parts of the PGW and the TDF.
· 5G Core: The interface between the control plane function (SMF) and the user plane function (UPF) for session management is referred to as N4. The N4 interface also relies on the PFCP protocol specified in TS 29.244. In addition, a stage-2 description of the N4 procedures is provided in TS 23.502 (section 4.4.3.1) [2] where only the N4 association setup initiated by the SMF is described. 
Observation 1: 	In (4G and 5G) CN the support for interface setup is mandatory in the direction from CP to UP functions and it is optional in the direction from UP to CP functions.
We believe that in RAN we should follow a similar approach as in (4G and 5G) CN. For this reason, we propose that the gNB-CU-CP E1 Setup should be mandatorily supported by CU-CP and CU-UP, while the gNB-CU-UP E1 Setup should be optionally supported. We also propose that the gNB-CU-CP E1 Setup should take precedence over the gNB-CU-UP E1 Setup. This requires some update in the description for the abnormal conditions of the E1 interface setup procedures. 
[bookmark: _Hlk513737955]Proposal 1: 	The CU-CP and CU-UP: shall support the “gNB-CU-CP E1 Setup” procedure and may support the “gNB-CU-UP E1 Setup” procedure. This aligns the E1 interface with similar interfaces in the (4G and 5G) CN.
Proposal 2: 	The “gNB-CU-CP E1 Setup” procedure has precedence over the “gNB-CU-UP E1 Setup” procedure.
E1 Setup messages
Information from CU-UP to CU-CP:
At the last meeting it was agreed to include a list of supported PLMNs and related supported slices in the direction from CU-UP to CU-CP (gNB-CU-UP E1 Setup Request message and gNB-CU-CP E1 Setup Response message). In addition, we propose the following information: 
· CN Support: The CU-CP indicates whether it supports EPC, 5GC or both. This is especially useful considering that first deployments may rely on CU-UPs that do not support 5GC. These CU-UPs may or may not be upgraded in the future. Therefore, the information about supported CN is important. 
· List of cells: A list of supported cells per PLMN. This is useful especially in case that the CU-UP provides some special services (e.g., low-latency services) in some specific area and that these services can be guaranteed only for certain cells. On the other hand, there may be centralized CU-UPs that can in principle be used for any cell. Therefore, the list of cells should be optional and if the CU-UP does not provide a list of cells, the CU-CP should assume that there is no restriction on the cells for which the CU-UP can be used. 
· List of 5QIs: A list of supported 5QIs per PLMN. This is also useful for cases where the CU-UP provides some special services is some areas. The list of 5QIs should be optional for considering deployments with centralized CU-UPs (similar reasoning as for the list of cells).
· CU-UP ID: Useful for example for supporting multiple TNL associations over E1.
· CU-UP Name: Useful for O&M reasons to simplify network configuration.
We currently do not see strong need to include the supported security algorithms. Similar as in LTE, in NR only four algorithms are possible. In LTE it is assumed that an eNB can support all the security algorithms. Therefore, it is also reasonable to assume that the CU-UP will support all the NR security algorithms. If more algorithms will be introduced in the future, then it will be possible to introduce an optional IE to carry information about additional supported algorithms. 
Proposal 3: 	Agree on the proposed the information from CU-UP to CU-CP. Update accordingly the E1 Setup and CU-UP Configuration Update procedures (as proposed in Annex I).
Information from CU-CP to CU-UP:
In the direction from CU-CP to CU-UP (gNB-CU-CP E1 Setup Request message and gNB-CU-UP E1 Setup Response message) we propose the following information: 
· CU-CP Name: Useful for O&M reasons to simplify network configuration.
We do not see need to include the CU-CP ID. In addition, if such CU-CP ID is introduced, it would be necessary to clarify its relationship with the gNB ID. This would add complexity unnecessarily. Therefore, we prefer to not introduce a CU-CP ID (note that we don’t have a gNB-CU ID over F1 for similar reasons).
Proposal 4: 	Agree on the proposed the information from CU-CP to CU-UP. Update accordingly the E1 Setup procedure (as proposed in Annex I).  
Conclusion
[bookmark: _In-sequence_SDU_delivery]In this contribution, we discussed the E1 Setup procedure. 
Proposal 1: 	The CU-CP and CU-UP: shall support the “gNB-CU-CP E1 Setup” procedure and may support the “gNB-CU-UP E1 Setup” procedure. This aligns the E1 interface with similar interfaces in the (4G and 5G) CN.
Proposal 2: 	The “gNB-CU-CP E1 Setup” procedure has precedence over the “gNB-CU-UP E1 Setup” procedure.
Proposal 3: 	Agree on the proposed the information from CU-UP to CU-CP. Update accordingly the E1 Setup and CU-UP Configuration Update procedures (as proposed in Annex I).
[bookmark: _GoBack]Proposal 4: 	Agree on the proposed the information from CU-CP to CU-UP. Update accordingly the E1 Setup procedure (as proposed in Annex I).  
A TP reflecting proposal 1 is provided in R3-183224.
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[bookmark: _Toc502835494][bookmark: _Toc507796134][bookmark: _Toc513053673]8.2.3	gNB-CU-UP E1 Setup
[bookmark: _Toc502835495][bookmark: _Toc507796135]Editor’s note: Procedure names are still FFS.
[bookmark: _Toc513053674]8.2.3.1	General
The purpose of the gNB-CU-UP E1 Setup procedure is to exchange application level data needed for the gNB-CU-UP and the gNB-CU-CP to correctly interoperate on the E1 interface. This procedure shall be the first E1AP procedure triggered after a TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc502835496][bookmark: _Toc507796136][bookmark: _Toc513053675]8.2.3.2	Successful Operation


Figure 8.2.3.2-1: gNB-CU-UP E1 Setup procedure: Successful Operation.
The gNB-CU-UP initiates the procedure by sending a GNB-CU-UP E1 SETUP REQUEST message including the appropriate data to the gNB-CU-CP. The gNB-CU-CP responds with a GNB-CU-UP E1 SETUP RESPONSE message including the appropriate data. 
If the GNB-CU-UP E1 SETUP REQUEST message contains the gNB-CU-UP Name IE (FFS) the gNB-CU-CP may use this IE as a human readable name of the gNB-CU-UP.
If the Slice Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and it may take it into account for bearer context establishment.
If the NR CGI Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and it may take it into account for bearer context establishment. 
If the QoS Parameters Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and it may take it into account for bearer context establishment. 
The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.
[bookmark: _Toc507796137][bookmark: _Toc513053676]8.2.3.3	Unsuccessful Operation


Figure 8.2.3.3-1: gNB-CU-UP E1 Setup procedure: Unsuccessful Operation.
If the gNB-CU-CP cannot accept the setup, it should respond with a GNB-CU-UP E1 SETUP FAILURE and appropriate cause value.
If the GNB-CU-UP E1 SETUP FAILURE message includes the Time To Wait IE, the gNB-CU-UP shall wait at least for the indicated time before reinitiating the E1 setup towards the same gNB-CU-CP.
[bookmark: _Toc507796138][bookmark: _Toc513053677]8.2.3.4	Abnormal Conditions
[bookmark: _Toc507796139][bookmark: _Toc502835499]Editor’s note: Abnormal cases need further check.
If the first message received for a specific TNL association is not a GNB-CU-CP E1 SETUP REQUEST, GNB-CU-UP E1 SETUP RESPONSE, or GNB-CU-UP E1 SETUP FAILURE message then this shall be treated as a logical error.
If the gNB-CU-UP does not receive either GNB-CU-UP E1 SETUP RESPONSE message or GNB-CU-UP E1 SETUP FAILURE message, the gNB-CU-UP may reinitiate the gNB-CU-UP E1 Setup procedure towards the same gNB-CU-CP, provided that the content of the new GNB-CU-UP E1 SETUP REQUEST message is identical to the content of the previously unacknowledged GNB-CU-UP E1 SETUP REQUEST message.
If the gNB-CU-UP receives a GNB-CU-CP E1 SETUP REQUEST message from the peer entity on the same E1 interface:
-	The gNB-CU-UP shall abort the gNB-CU-UP E1 setup procedure. The gNB-CU-UP shall continue with the gNB-CU-CP E1 setup procedure by sending either the GNB-CU-CP E1 SETUP RESPONSE message or the GNB-CU-CP E1 SETUP FAILURE message. In case the gNB-CU-UP answers with a GNB-CU-CP E1 SETUP RESPONSE message and receives a subsequent GNB-CU-UP E1 SETUP FAILURE message, the gNB-CU-UP shall consider the E1 interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.2.3.3.
-	In case the gNB-CU-UP answers with a GNB-CU-CP E1 SETUP FAILURE message and receives a subsequent GNB-CU-UP E1 SETUP RESPONSE message, the gNB-CU-UP shall ignore the GNB-CU-UP E1 SETUP RESPONSE message and consider the E1 interface as non operational.
[bookmark: _Toc513053678]8.2.4	gNB-CU-CP E1 Setup
Editor’s note: Procedure names are still FFS.
[bookmark: _Toc513053679]8.2.4.1	General
The purpose of the gNB-CU-CP E1 Setup procedure is to exchange application level data needed for the gNB-CU-CP and the gNB-CU-UP to correctly interoperate on the E1 interface. This procedure shall be the first E1AP procedure triggered after a TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc513053680]8.2.4.2	Successful Operation


Figure 8.2.4.2-1: gNB-CU-CP E1 Setup procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending a GNB-CU-CP E1 SETUP REQUEST message including the appropriate data to the gNB-CU-UP. The gNB-CU-UP responds with a GNB-CU-CP E1 SETUP RESPONSE message including the appropriate data. 
If the GNB-CU-CP E1 SETUP REQUEST message contains the gNB-CU-CP Name IE (FFS) the gNB-CU-UP may use this IE as a human readable name of the gNB-CU-CP.
The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.
[bookmark: _Toc513053681]8.2.4.3	Unsuccessful Operation


Figure 8.2.4.3-1: gNB-CU-CP E1 Setup procedure: Unsuccessful Operation.
If the gNB-CU-UP cannot accept the setup, it should respond with a GNB-CU-CP E1 SETUP FAILURE and appropriate cause value.
If the GNB-CU-CP E1 SETUP FAILURE message includes the Time To Wait IE, the gNB-CU-CP shall wait at least for the indicated time before reinitiating the E1 setup towards the same gNB-CU-UP.
[bookmark: _Toc513053682]8.2.4.4	Abnormal Conditions
Editor’s note: Abnormal cases need further check.
If the first message received for a specific TNL association is not a GNB-CU-UP E1 SETUP REQUEST, GNB-CU-CP E1 SETUP RESPONSE, or GNB-CU-CP E1 SETUP FAILURE message then this shall be treated as a logical error.
If the gNB-CU-CP does not receive either GNB-CU-CP E1 SETUP RESPONSE message or GNB-CU-CP E1 SETUP FAILURE message, the gNB-CU-CP may reinitiate the gNB-CU-CP E1 Setup procedure towards the same gNB-CU-UP, provided that the content of the new GNB-CU-CP E1 SETUP REQUEST message is identical to the content of the previously unacknowledged GNB-CU-CP E1 SETUP REQUEST message.
If the gNB-CU-CP receives a GNB-CU-UP E1 SETUP REQUEST message from the peer entity on the same E1 interface:
-	The gNB-CU-UP shall consider the gNB-CU-UP E1 setup procedure aborted. The gNB-CU-UP shall expect to receive either the GNB-CU-CP E1 SETUP RESPONSE message or the GNB-CU-CP E1 SETUP FAILURE message from the gNB-CU-UP. In case the gNB-CU-CP answers with a GNB-CU-UP E1 SETUP RESPONSE message and receives a subsequent GNB-CU-CP E1 SETUP FAILURE message, the gNB-CU-CP shall consider the E1 interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.2.4.3.
-	In case the gNB-CU-CP answers with a GNB-CU-UP E1 SETUP FAILURE message and receives a subsequent GNB-CU-CP E1 SETUP RESPONSE message, the gNB-CU-CP shall ignore the GNB-CU-CP E1 SETUP RESPONSE message and consider the E1 interface as non operational.
[bookmark: _Toc513053683]8.2.5	gNB-CU-UP Configuration Update 
[bookmark: _Toc502835500][bookmark: _Toc507796140][bookmark: _Toc513053684]8.2.5.1	General
The purpose of the gNB-CU-UP Configuration Update procedure is to update application level configuration data needed for the gNB-CU-UP and the gNB-CU-CP to interoperate correctly on the E1 interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non-UE associated signalling.
[bookmark: _Toc502835501][bookmark: _Toc507796141][bookmark: _Toc513053685]8.2.5.2	Successful Operation


Figure 8.2.5.2-1: gNB-CU-UP Configuration Update procedure: Successful Operation.
The gNB-CU-UP initiates the procedure by sending a GNB-CU-UP CONFIGURATION UPDATE message to the gNB-CU-CP including an appropriate set of updated configuration data that it has just taken into operational use. The gNB-CU-CP responds with GNB-CU-UP CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
If the Slice Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
If the NR CGI Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
If the QoS Parameters Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
The updated configuration data shall be stored in both nodes and used for the duration of the TNL association or until any further update is performed.
[bookmark: _Toc502835502][bookmark: _Toc507796142][bookmark: _Toc513053686]8.2.5.3	Unsuccessful Operation


Figure 8.2.5.3-1: gNB-CU-UP Configuration Update procedure: Unsuccessful Operation.
If the gNB-CU-CP cannot accept the update, it shall respond with a GNB-CU-UP CONFIGURATION UPDATE FAILURE message and appropriate cause value. 
If the GNB-CU-UP CONFIGURATION UPDATE FAILURE message includes the Time To Wait IE, the gNB-CU-CP shall wait at least for the indicated time before reinitiating the GNB-CU-UP CONFIGURATION UPDATE message towards the same gNB-CU-CP.
[bookmark: _Toc502835503][bookmark: _Toc507796143][bookmark: _Toc513053687]8.2.5.4	Abnormal Conditions
[bookmark: _Toc502835504][bookmark: _Toc507796144]Not applicable.

<<<<<< NEXT CHANGE >>>>>>

[bookmark: _Toc502835550][bookmark: _Toc507796189][bookmark: _Toc513053729]9.2.1.4	GNB-CU-UP E1 SETUP REQUEST
This message is sent by the gNB-CU-UP to transfer information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-UP ID (FFS)
	M
	
	9.3.1.x3
	
	YES
	reject

	gNB-CU-UP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	CN Support  
	M
	
	ENUMERATED (EPC. 5GC, both, …)
	
	YES
	reject

	Supported 5QI (FFS)
	
	
	9.3.1.x2
	
	YES
	reject

	Security information (FFS)
	 

	
	
	
	
	

	NR CGI (FFS)
	
	
	9.3.1.x1
	
	YES
	reject

	[bookmark: _Hlk511848144]Broadcast Supported PLMNs
	
	1..<maxnoofBSPLMNs>
	
	Broadcast Supported PLMNs
	EACH
	Reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	Slice Support List
9.3.1.8
	Supported S-NSSAIs. 
	-
	-

	>NR CGI Support List
	O
	
	9.3..1xx21
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.xx22
	Supported QoS parameters.
	-
	-


 
	Range bound
	Explanation

	maxnoofSBPLMNs
	Maximum no. of Broadcast Supported PLMN Ids. Value is 6.



[bookmark: _Toc507796190][bookmark: _Toc513053730]9.2.1.5	GNB-CU-UP E1 SETUP RESPONSE
This message is sent by the gNB-CU-CP to transfer information for a TNL association.
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP ID (FFS)
	M
	
	9.3.1.x4
	
	YES
	reject

	gNB-CU-CP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-CP. 
	YES
	ignore



[bookmark: _Toc502835552][bookmark: _Toc507796191][bookmark: _Toc513053731]9.2.1.6	GNB-CU-UP E1 SETUP FAILURE
This message is sent by the gNB-CU-CP to indicate E1 Setup failure.
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


[bookmark: _Toc502835553]
[bookmark: _Toc513053732][bookmark: _Toc507796192]9.2.1.7	GNB-CU-CP E1 SETUP REQUEST
This message is sent by the gNB-CU-CP to transfer information for a TNL association.
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP ID (FFS)
	M
	
	9.3.1.x4
	
	YES
	reject

	gNB-CU-CP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore



[bookmark: _Toc513053733]9.2.1.8	GNB-CU-CP E1 SETUP RESPONSE
This message is sent by the gNB-CU-UP to transfer information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-UP ID (FFS)
	M
	
	9.3.1.x3
	
	YES
	reject

	gNB-CU-UP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	CN Support  
	M
	
	ENUMERATED (EPC. 5GC, both, …)
	
	YES
	reject

	Supported 5QI (FFS)
	M
	
	9.3.1.x2
	
	YES
	reject

	Security information (FFS)
	
	
	
	
	
	

	NR CGI (FFS)
	M
	
	9.3.1.x1
	
	YES
	reject

	Broadcast Supported PLMNs
	
	1..<maxnoofBSPLMNs>
	
	Broadcast Supported PLMNs
	EACH
	Reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	Slice Support List
9.3.1.8
	Supported S-NSSAIs. 
	-
	-

	>NR CGI Support List
	O
	
	9.3..1xx21
	Supported cells.
	-
	-

	>QoS Paramters Support List
	O
	
	9.3.1.xx22
	Supported QoS parameters.
	-
	-



	Range bound
	Explanation

	maxnoofBSPLMNs
	Maximum no. of Broadcast Supported PLMN Ids. Value is 6.



[bookmark: _Toc513053734]9.2.1.9	GNB-CU-CP E1 SETUP FAILURE
This message is sent by the gNB-CU-UP to indicate E1 Setup failure.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore



[bookmark: _Toc513053735]9.2.1.10	GNB-CU-UP CONFIGURATION UPDATE
This message is sent by the gNB-CU-UP to transfer updated information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-UP ID (FFS)
	O
	
	9.3.1.x3
	
	YES
	reject

	gNB-CU-UP Name (FFS)
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported 5QI (FFS)
	O
	
	9.3.1.x2
	
	YES
	reject

	Security information (FFS)
	O
	
	
	
	
	

	NR CGI (FFS)
	O
	
	9.3.1.x1
	
	YES
	reject

	Broadcast Supported PLMNs
	
	0..<maxnoofBSPLMNs>
	
	Broadcast Supported PLMNs
	EACH
	Reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	Slice Support List
9.3.1.8
	Supported S-NSSAIs. 
	-
	-

	>NR CGI Support List
	O
	
	9.3..1xx21
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.xx22
	Supported QoS parameters.
	-
	-



	Range bound
	Explanation

	maxnoofSBPLMNs
	Maximum no. of Broadcast Supported PLMN Ids. Value is 6.



[bookmark: _Toc502835554][bookmark: _Toc507796193][bookmark: _Toc513053736]9.2.1.11	GNB-CU-UP CONFIGURATION UPDATE ACKNOWLEDGE
This message is sent by a gNB-CU-CP to a gNB-CU-UP to acknowledge update of information for a TNL association.
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore



[bookmark: _Toc502835555][bookmark: _Toc507796194][bookmark: _Toc513053737]9.2.1.12	GNB-CU-UP CONFIGURATION UPDATE FAILURE
This message is sent by the gNB-CU-CP to indicate gNB-CU-UP Configuration Update failure.
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore




<<<<<< NEXT CHANGE >>>>>>

[bookmark: _Toc486776879][bookmark: _Toc491324878][bookmark: _Toc500155864][bookmark: _Toc513053764]9.3.1.8	Slice Support List
This IE indicates the list of supported slices.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Slice Support Item IEs
	
	1..<maxnoofSliceItems>
	
	
	-
	-

	>S-NSSAI
	M
	
	9.3.1.9x2
	
	-
	



	Range bound
	Explanation

	maxnoofSliceItems
	Maximum no. of signalled slice support items. Value is FFS.



[bookmark: _Toc500155871][bookmark: _Toc513053765]9.3.1.9	S-NSSAI
This IE indicates the S-NSSAI.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SST
	M
	
	OCTET STRING (SIZE(1))
	

	SD
	O
	
	OCTET STRING (SIZE(3))
	



<<<<<< NEXT CHANGE >>>>>>

[bookmark: _Toc502835588][bookmark: _Toc507796227][bookmark: _Toc513053770]9.3.1.x1	NR CGI (FFS)
The NR Cell Global Identifier (NR CGI) is used to globally identify a cell.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.3.1.14
	 

	NR Cell Identity
	M
	
	BIT STRING (36)
	



9.3.1.x2	Supported 5QI (FFS)
This IE indicates the 5QI values supported in the gNB-CU-UP.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	5QI
	M
	
	FFS
	



[bookmark: _Toc502835585][bookmark: _Toc507796224][bookmark: _Toc513053771]9.3.1.x3	gNB-CU-UP ID (FFS)
The gNB-CU-UP ID uniquely identifies the gNB-CU-UP at least within a gNB-CU-CP.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU-UP ID
	M
	
	INTEGER (0 .. 236-1)
	



9.3.1.x4	gNB-CU-CP ID (FFS)
The gNB-CU-CP ID uniquely identifies the gNB-CU-CP.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU-CP ID
	M
	
	INTEGER (0 .. 236-1)
	




<<<<<< NEXT CHANGE >>>>>>

[bookmark: _Toc513053791]9.3.1.xx21		NR CGI Support List
This IE indicates the list of supported NR CGIs.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NR CGI Support Item IEs
	
	1..<maxnoofNRCGI>
	
	

	>NR-CGI
	M
	
	9.3.1.x1
	



	Range bound
	Explanation

	maxnoofNRCGI
	Maximum no. of supported NR CGIs. Value is FFS.



[bookmark: _Toc513053792]9.3.1.xx22		QoS Parameters Support List
This IE indicates the list of supported QoS parameters.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-UTRAN QoS Support List
	O
	
	
	

	>E-UTRAN QoS Support Item 
	
	1..<maxnoofEUTRNQOSParameters>
	
	

	>>E-UTRAN QoS
	M
	
	9.3.1.xx2
	

	NG-RAN QoS Support List
	O
	
	
	

	>NG-RAN QoS Support Item
	
	1..<maxnoofNGRANQOSParameters>
	
	

	>>Non Dynamic 5QI Descriptor
	M
	
	9.3.1.xx11
	



	Range bound
	Explanation

	maxnoofEUTRANQOSParameters
	Maximum no. of supported E-UTRAN QoS parameters. Value is FFS.

	maxnoofNGRANQOSParameters 
	Maximum no. of supported NG-RAN QoS parameters. Value is FFS.
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