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1
Introduction
A list of open issues was provided in R3-183271, and the following is proposed:

Proposal 1: Agree to the text proposal in the Appendix, resolving the following open issues:

	Subclause
	Issue
	Proposed resolution

	9.3.4.5
	FFS on need for Assistance Information IE, and IE definition (if needed)
	Remove the IE => not needed, at least in June version of NGAP

	9.3.3.6

9.3.3.7

9.3.3.8

9.3.3.9
	The structure of this IE is based on TS 36.413. Whether this is applicable for NGAP is FFS. Further details FFS.

Related Editor’s Note in 8.8.2.2
	Remove Editor’s Note => assumption is that the ANR text copied from S1AP is also applicable to NGAP

	9.3.3.6
	FFS in semantics description of Xn TNL Configuration Info IE.
	Remove FFS => no action needed

	9.3.3.7
	FFS in semantics description of SON Information Request IE
	Remove FFS => no action needed

	9.3.3.13
	FFS on the IE type of the Routing ID IE
	OCTET STRING


Proposal 2: Agree to the following maximum list sizes (to be reflected in TS 38.413 by the rapporteur, but also provided in the text proposal in the Appendix):

1. maxnoofTAIs = 16
2. maxnoofTACs = 256

3. maxnoofBPLMNs = 12

4. maxnoofServedGUAMIs = 256
5. maxnoofPLMNs = 12

6. maxnoofTNLAssociations = 32

7. maxnoofNGConnectionsToReset = 8192

8. maxnoofE-RABs = 256

9. maxnoofMultiConnectivities = 8, with text stating “The current version of the specification supports up to 2 Multi connectivity”
Appendix:

Text Proposal for TS 38.413 V0.8.0

Start of Text Proposal for TS 38.413
8.8.2.2
Successful Operation
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Figure 8.8.2.2-1: Downlink RAN configuration transfer

The procedure is initiated with an DOWNLINK RAN CONFIGURATION TRANSFER message sent from the AMF to the NG-RAN node.


If the NG-RAN node receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information towards the NG-RAN node indicated in the Source RAN Node ID IE of the SON Configuration Transfer IE by initiating the Uplink RAN Configuration Transfer procedure.

If the NG-RAN node receives, in the SON Configuration Transfer IE, the Xn TNL Configuration Info IE containing the Xn Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the NG-RAN node receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the Xn TNL Configuration Info IE as an answer to a former request, it may use it to initiate the Xn TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the endpoints given by the list of addresses in the Xn GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE.

In case the Xn GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE, within the Xn Extended Transport Layer Addresses IE.

If the NG-RAN node is configured to use one IPsec tunnel for all NG and Xn traffic (IPsec star topology) then the traffic to the peer NG-RAN node shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
Editor’s Note:
Further details are FFS.

Next Change
9.2.4.1
PAGING

This message is sent by the AMF and is used to page a UE in one or several tracking areas.
Direction: AMF ( gNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	UE Identity Index Value
	M
	
	<ref>
	
	YES
	ignore

	UE Paging Identity
	M
	
	9.3.3.18
	
	YES
	ignore

	Paging DRX
	O
	
	<ref>
	
	YES
	ignore

	Paging Cause
	O
	
	<ref>
	FFS on SA2
	
	

	List of TAIs
	
	1
	
	
	YES
	ignore

	>TAI List Item
	
	1 .. <maxnoofTAIs>
	
	
	EACH
	ignore

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	Paging Priority
	O
	
	FFS
	
	YES
	ignore

	UE Radio Capability for Paging (FFS)
	O
	
	9.3.1.68
	
	YES
	ignore

	Assistance Data for Paging (FFS)
	O
	
	9.3.1.69
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTAIs
	Maximum no. of TAIs. Value is 16.


Next Change
9.2.6.1
NG SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150,…))
	
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the NG-RAN node.
	GLOBAL
	reject

	>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	-
	

	>>PLMN Identity
	M
	
	9.3.3.1
	
	-
	

	>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	Default Paging DRX
	M
	
	<ref>
	eNote: assumption that this is common for NR and E-UTRA. (to be verified with RAN2 and is FFS)
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


9.2.6.2
NG SETUP RESPONSE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	PrintableString

(SIZE(1..150,…)) 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	GLOBAL
	reject

	>Served GUAMI Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	PrintableString

(SIZE(1..150,…))
	
	-
	

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	GLOBAL
	reject

	>PLMN Support Item IEs
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.


Next Change
9.2.6.4
RAN CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150,…))
	
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the NG-RAN node.
	GLOBAL
	reject

	>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>TAI Slice Support List
	O
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


Next Change
9.2.6.7
AMF CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	PrintableString (SIZE(1..150,…))
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	GLOBAL
	reject

	>Served GUAMI Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	PrintableString (SIZE(1..150,…))
	
	-
	

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	GLOBAL
	reject

	>PLMN Support Item IEs
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	O
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	EACH
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	-
	

	>>TNL Association Weight Factor
	M
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	EACH
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be removed.
	-
	

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	EACH
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	-
	

	>>TNL Association Weight Factor
	O
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	-
	


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


9.2.6.8
AMF CONFIGURATION UPDATE ACKNOWLEDGE

Editor’s Note:
All procedure and details need further check.

This message is sent by the NG-RAN node to acknowledge the AMF transfer of updated information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF TNL Association Setup List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Assocation Setup Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	EACH
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information

9.3.2.6
	Previously received AMF Transport Layer information for the TNL association.
	-
	

	AMF TNL Association Failed to Setup List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association Failed to Setup Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	EACH
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information

9.3.2.6
	Previously received AMF Transport Layer information for the TNL association.
	-
	

	>>Cause
	M
	
	9.3.1.2
	
	-
	

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


Next Change
9.2.6.10
AMF STATUS INDICATION

This message is sent by the AMF to support AMF management functions.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Unavailable GUAMI List
	
	1
	
	Indicates the GUAMIs configured to be unavailable at the AMF
	GLOBAL
	reject

	>Unavailable GUAMI Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Timer Approach for GUAMI Removal
	O
	
	ENUMERATED (apply timer, ...)
	
	-
	

	>>Backup AMF Name
	O
	
	PrintableString (SIZE(1..150,…))
	
	-
	


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.


9.2.6.11
NG RESET

This message is sent by both the NG-RAN node and the AMF to request that the NG interface, or parts of the NG interface, be reset.

Direction: NG-RAN node ( AMF and AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	CHOICE Reset Type
	M
	
	
	
	YES
	reject

	>NG interface
	
	
	
	
	
	

	>>Reset All
	M
	
	ENUMERATED (Reset all, …)
	
	-
	

	>Part of NG interface
	
	
	
	
	
	

	>>UE-associated Logical NG-Connection List
	
	1
	
	
	-
	

	>>>UE-associated Logical NG-Connection Item
	
	1..<maxnoofNGConnectionsToReset>
	
	
	EACH
	reject

	>>>>AMF UE NGAP ID
	O
	
	9.3.3.1
	
	-
	

	>>>>RAN UE NGAP ID
	O
	
	9.3.3.2
	
	-
	


	Range bound
	Explanation

	maxnoofNGConnectionsToReset
	Maximum no. of UE-associated logical NG-connections allowed to reset in one message. Value is 8192.


9.2.6.12
NG RESET ACKNOWLEDGE

This message is sent by both the NG-RAN node and the AMF as a response to an NG RESET message.

Direction: NG-RAN node ( AMF and AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	UE-associated Logical NG-Connection List
	
	0..1
	
	
	YES
	ignore

	>UE-associated Logical NG-Connection Item
	
	1..<maxnoofNGConnectionsToReset>
	
	
	EACH
	ignore

	>>AMF UE NGAP ID
	O
	
	9.3.3.1
	
	-
	

	>>RAN UE NGAP ID
	O
	
	9.3.3.2
	
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofNGConnectionsToReset
	Maximum no. of UE-associated logical NG-connections allowed to reset in one message. Value is 8192.


Next Change
9.3.1.15
RRC Inactive Assistance Information

Editor’s Note:
The structure of this IE needs further checking and completion. Further details FFS. 

This IE provides assistance information for RRC-INACTIVE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Identity Index Value
	M
	
	<ref>
	

	UE Specific DRX
	O
	
	<ref>
	

	Periodic Registration Update Timer
	M
	
	<ref>
	

	MICO Mode Indication
	O
	
	9.3.1.23
	

	List of TAIs
	
	1
	
	

	>TAI List Item
	
	1..<maxnoofTAIs>
	
	

	>>TAI
	M
	
	9.3.3.11
	


	Range bound
	Explanation

	maxnoofTAIs
	Maximum no. of TAIs. Value is 16.


Next Change
9.3.1.29
Source NG-RAN Node to Target NG-RAN Node Transparent Container

This IE is produced by the source NG-RAN node and is transmitted to the target NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the external handover source to the target NG-RAN node.

This IE is transparent to the 5GC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in TS 38.331 [18] if the target is a gNB.

Includes the RRC HandoverPreparationInformation message as defined in TS 36.331 [21] if the target is an ng-eNB.

	PDU Session Resource Information List
	
	0..1
	
	For intra-system handovers in NG-RAN.

	>PDU Session Resource Information Item IEs
	
	1..<maxnoofPDUSessions>
	
	

	>>PDU Session ID
	
	
	9.3.1.50
	

	>>Qos Flow List
	
	1
	
	

	>>>Qos Flow Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>>>QoS Flow Indicator
	M
	
	9.3.1.51
	

	>>>>DL Forwarding
	O
	
	9.3.1.33
	

	>>DRBs Requested for Data Forwarding List
	
	FFS: to be confirmed by SA2
	9.3.1.34
	

	E-RAB Information List
	
	0..1
	
	For inter-system handovers to 5G.

	>E-RAB Information Item IEs
	
	1..<maxnoofE-RABs>
	
	

	>>E-RAB ID
	M
	
	9.3.2.3
	

	>>DL Forwarding
	O
	
	9.3.1.33
	

	Target Cell ID
	M
	
	<ref>
	


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofE-RABs
	Maximum no. of E-RABs allowed towards one UE. Value is 256.


Next Change
9.3.2.1
TNL Information
Editor’s Note: The TNL Information structure is FFS. Further details FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Choice TNL Information
	M
	
	
	

	>Single TNL Info
	
	
	
	

	>>UP Transport Layer Information
	M
	
	9.3.2.2
	

	>Multiple TNL Info
	
	
	
	

	>>TNL Information List
	
	1..<maxnoofMultiConnectivities>
	
	

	>>>TNL Information Item IEs 
	
	
	
	

	>>>>UP Transport Layer Information
	M
	
	9.3.2.2
	

	>>>>Associated QoS Flow List
	
	1..<maxnoofQoSFlows>
	
	

	>>>>>Associated QoS Flow Item IEs
	
	
	
	

	>>>>>>QoS Flow Indicator
	M
	
	9.3.1.51
	


	Range bound
	Explanation

	maxnoofMultiConnectivities
	Maximum no. of connectivity allowed for a UE. Value is 8. The current version of the specification supports up to 2 connectivity.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


Next Change
9.3.3.6
SON Configuration Transfer

This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the NG-RAN node identifier of the destination of this configuration information and the NG-RAN node identifier of the source of this information.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	

	Source RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	

	SON Information
	M
	
	9.3.3.7
	

	Xn TNL Configuration Info
	C-ifSONInformationRequest
	
	9.3.3.9
	Source NG-RAN node Xn TNL Configuration Info.


	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “Xn TNL Configuration Info”


9.3.3.7
SON Information

This IE identifies the nature of the configuration information transferred, i.e., a request, a reply or a report.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE SON Information
	M
	
	
	

	>SON Information Request
	
	
	
	

	>>SON Information Request
	M
	
	ENUMERATED

(Xn TNL Configuration Info, …)
	

	>SON Information Reply
	
	
	
	

	>>SON Information Reply
	M
	
	9.3.3.8
	


9.3.3.8
SON Information Reply

This IE contains the configuration information to be replied to the NG-RAN node.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Xn TNL Configuration Info
	O
	
	9.3.3.9
	


9.3.3.9
Xn TNL Configuration Info

This IE is used for signalling Xn TNL Configuration information for automatic Xn SCTP association establishment.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Xn Transport Layer Addresses
	
	1..<maxnoofXnTLAs>
	
	

	>Transport Layer Address
	M
	
	9.3.2.4
	Transport Layer Addresses for Xn SCTP endpoint.

	Xn Extended Transport Layer Addresses
	
	0..<maxnoofXnExtTLAs>
	
	

	>IP-Sec Transport Layer Address
	O
	
	Transport Layer Address

9.3.2.4
	Transport Layer Addresses for IP-Sec endpoint.

	>Xn GTP Transport Layer Addresses
	
	0..<maxnoofXnGTP-TLAs>
	
	

	>>GTP Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	GTP Transport Layer Addresses for GTP end-points (used for data forwarding over Xn).

	Indirect Xn Transport Layer Addresses
	
	0..<maxnoofXnTLAs>
	
	

	>Transport Layer Address
	O
	
	9.3.2.4
	Transport Layer Addresses for Indirect Xn SCTP endpoint.


	Range bound
	Explanation

	maxnoofXnTLAs
	Maximum no. of Xn Transport Layer Addresses for an SCTP end-point. Value is 2.

	maxnoofXnExtTLAs
	Maximum no. of Xn Extended Transport Layer Addresses in the message. Value is 16.

	maxnoofXnGTP-TLAs
	Maximum no. of Xn GTP Transport Layer Addresses for an GTP end-point in the message. Value is 16.


Next Change
9.3.3.13
Routing ID

This IE is used to identify an LMF within the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Routing ID
	M
	
	OCTET STRING
	


Next Change
9.3.4.5
PDU Session Resource Notify Transfer

Editor’s Note: 
Further details FFS.

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flows Notify List
	
	0..1
	
	

	>QoS Flows Notify Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Indicator
	M
	
	9.3.1.51
	

	>>Notification Cause
	M
	
	ENUMERATED (fullfilled, not fulfilled, …)
	

	
	
	
	
	

	QoS Flows Release List 
	O
	
	QoS Flow List

9.3.1.13
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.
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