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1
Introduction

This document responds to the topic on TNL Address discovery for EN-DC, in response to R3-182542 [1], R3-182894 [2], R3-182979 [3] and R3-183176 [4].
2
Discussion

2.1
General approach
While solutions have been discussed in the past that would use results of paperwork performed in the context of home RAN equipment, we believe that such approach is not adequate for use in operator’s network aiming at an professional setup of the first launch of NR technology with option 3 / EN-DC. Introducing yet another kind of E-UTRAN equipment might look nice on paper and availability of an X2-GW solution seems to be tempting for a couple of companies, but the effort in introducing a new kind of E-UTRAN node in terms of integration, testing, administration is not acceptable from an operator’s point of view and should be avoided, not speak about design effort for vendors.

Observation 1 X2-GW based solutions should be avoided due to seemingly underestimated effort of introducing a new kind of E-UTRAN node. 

The typical setup of EN-DC would be to equip NR access close to E-UTRA base-stations with which E-UTRA – NR Dual Connectivity should interwork. Assuming that NR equipment would be configured to initially connect to such E-UTRA base-station is straight forward and in line with agreements we made in the past where we said that X2 Setup for EN-DC originated from an en-gNB shall be supported. 
We also would like to draw a comparison between a (regular) eNB’s introduction into the system as specified since Rel-8 in 36.300, by configuring the eNB with an S1-MME CP TNL address at an MME to which the eNB is supposed to establish initial network connectivity and the requirement that such initial connectivity should be provided to en-gNBs as well. So the assumption that en-gNBs would have to be configured with an X2 CP TNL address for initial X2-C connectivity seems to be a very valid approach.
Observation 2 In a typical network setup, en-gNBs are assumed to be configured with the X2 CP TNL address of a nearby eNB to setup initial X2 connectivity for that en-gNB and, due to lack of S1-MME, to establish CP connectivity to the network. This can be very well compared to a eNB’s initial network connectivity setup by means of a pre-configured S1-MME CP TNL address at the MME. 
Now, ruling out X2-GW, understanding well, that S1-MME connectivity for en-gNBs would require 30 years of religious war in RAN3 (without result, if one considers history), we a left with the proxy solutions mentioned in [2] slide 3. Allow us to further elaborate how to realise such approach.
From a standardisation point of view there are following components that would need to be looked at:

-
Stage 2 description of the overall concept (chapter 2.2)

-
Stage 3 description of S1AP signalling (chapter 2.3)

-
Possible impacts on X2AP (chapter 2.4)

2.2
Stage 2 description of the overall concept
We take stage 2 description of the existing TNL address discovery functionality as a baseline (see 36.300 §22.3.6.1 and evolved from there the concept for EN-DC):

<<<<<<<<<<<<<<<<<<<< Begin of Changes TS 36.300 >>>>>>>>>>>>>>>>>>>>

22.3
Self-configuration

22.3.1
Dynamic configuration of the S1-MME interface

22.3.1.1
Prerequisites

The following prerequisites are assumed:

-
An initial remote IP end point to be used for SCTP initialisation is provided to the eNB for each MME. The eNB may be in pre-operational or operational state when this occurs.

How the eNB gets the remote IP end point(s) and its own IP address are outside the scope of this specification.

22.3.1.2
SCTP initialization

For each MME the eNodeB tries to initialize a SCTP association as described in IETF RFC 4960 [8], using a known initial remote IP Endpoint as the starting point, until SCTP connectivity is established.

22.3.1.3
Application layer initialization

Once SCTP connectivity has been established, the eNodeB and MME shall exchange application level configuration data over the S1-MME application protocol with the S1 Setup Procedure, which is needed for these two nodes to interwork correctly on the S1 interface.

-
The eNodeB provides the relevant configuration information to the MME, which includes list of supported TA(s), etc.

-
The MME provides the relevant configuration information to the eNodeB, which includes PLMN ID, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the S1-MME interface is operational.

22.3.1.3a
Application layer initialization for EN-DC
In addition, an eNB which is connected to an en-gNB provides the following information to the MME:
-
The connected en-gNB’s en-gNB Identifiers.

-
The connected configured 4G TA(s).

22.3.2
Dynamic Configuration of the X2 interface

22.3.2.1
Prerequisites

The following prerequisites are assumed:

-
An initial IP end point to be used for SCTP initialisation is provided to the eNB/en-gNB.

-
An initial remote IP end point of an eNB to be used for SCTP initialisation is provided to the en-gNB. The en-gNB may be in pre-operational or operational state when this occurs.

How the eNB and the en-gNB get its own IP address and how the en-gNB gets a remote IP end point of an eNB are outside the scope of this specification.

22.3.2.2
SCTP initialization

For candidate eNB/en-gNB the eNB/en-gNB tries to initialize a SCTP association as described in IETF RFC 4960 [8], using a known initial remote IP Endpoint as the starting point, until SCTP connectivity is established.

22.3.2.3
Application layer initialization

Application layer initialisation between eNBs

Once SCTP connectivity has been established, the eNB and its candidate peer eNB are in a position to exchange application level configuration data over the X2 application protocol needed for the two nodes to interwork correctly on the X2 interface.

-
The eNB provides the relevant configuration information to the candidate eNB, which includes served cell information, etc.

-
The candidate eNB provides the relevant configuration information to the initiating eNB, which includes served cell information, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the X2 interface is operational.

-
eNBs shall keep neighbouring eNBs updated with the complete list of served cells while the X2 interface is operational.

Application layer initialisation between an eNB and an en-gNB
Once SCTP connectivity has been established, the eNB and its candidate peer en-gNB are in a position to exchange application level configuration data over the X2 application protocol needed for the two nodes to interwork correctly on the X2 interface.

-
The initiating eNB/en-gNB provides the relevant configuration information to the candidate en-gNB/eNB, which includes served cell information, etc.

-
The candidate en-gNB/eNB provides the relevant configuration information to the initiating eNB/en-gNB, which includes served cell information, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the X2 interface is operational.

-
eNBs and en-gNBs shall keep X2 connected peers updated with the complete list of served cells while the X2 interface is operational.

<<<<<<<<<<<<<<<<<<<< Next Changes TS 36.300 >>>>>>>>>>>>>>>>>>>>

22.3.6
TNL address discovery

22.3.6.1
TNL address discovery of candidate eNB via S1 interface

If the eNB is aware of the eNB ID of the candidate eNB (e.g. via the ANR function) but not a TNL address suitable for SCTP connectivity, then the eNB can utilize the Configuration Transfer Function to determine the TNL address as follows:

-
The eNB sends the eNB CONFIGURATION TRANSFER message to the MME to request the TNL address of the candidate eNB, and includes relevant information such as the source and target eNB ID.

-
The MME relays the request by sending the MME CONFIGURATION TRANSFER message to the candidate eNB identified by the target eNB ID.

-
The candidate eNB responds by sending the eNB CONFIGURATION TRANSFER message containing one or more TNL addresses to be used for SCTP connectivity with the initiating eNB, and includes other relevant information such as the source and target eNB ID.

-
The MME relays the response by sending the MME CONFIGURATION TRANSFER message to the initiating eNB identified by the target eNB ID.

22.3.6.x
TNL address discovery of a candidate en-gNB via the S1 interface
If the eNB is aware of the en-gNB ID of the candidate en-gNB (e.g. via the ANR function) but not a TNL address suitable for SCTP connectivity, then the eNB can utilize the Configuration Transfer Function to determine the TNL address as follows:

-
The eNB sends the eNB CONFIGURATION TRANSFER message to the MME to request the TNL address of the candidate en-gNB, and includes its own (source) eNB ID and the candidate (target) en-gNB ID.

-
The MME relays the request by sending the MME CONFIGURATION TRANSFER message to an eNB being connected to the candidate en-gNB identified by the target en-gNB ID.

-
The eNB connected to the candidate en-gNB responds by sending the eNB CONFIGURATION TRANSFER message containing one or more TNL addresses to be used for SCTP connectivity of the candidated en-gNB with the initiating eNB, and includes other relevant information such as the candidate (source) en-gNB ID  and the initiating (target) eNB ID.

-
The MME relays the response by sending the MME CONFIGURATION TRANSFER message to the initiating eNB identified by the target eNB ID.

<<<<<<<<<<<<<<<<<<<< End of Changes TS 36.300 >>>>>>>>>>>>>>>>>>>>
Proposal 1 It is proposed to agree on the stage 2 text provided in section 2.2 (and also submitted in the response paper in R3-183297 in a formal CR against TS 36.300).
2.3
Stage 3 description of the overall concept – S1AP
This section introduces information about the connected en-gNB into S1 Setup and eNB Configuration Update and eNB/MME Configuration Transfer procedures:
-
S1 Setup and eNB Configuration Update procedures to carry connected en-gNB information.

-
eNB/MME Configuration Transfer procedures to carry source/target IDs of connected en-gNBs

<<<<<<<<<<<<<<<<<<<< First Change TS 36.413 >>>>>>>>>>>>>>>>>>>>
8.7.3
S1 Setup 

8.7.3.1
General

The purpose of the S1 Setup procedure is to exchange application level data needed for the eNB and the MME to correctly interoperate on the S1 interface. This procedure shall be the first S1AP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received and clears MME overload state information at the eNB. If the eNB and MME do not agree on retaining the UE Contexts this procedure also re-initialises the E-UTRAN S1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. If the eNB initiating the S1 Setup procedure supports a CSG cell, the procedure shall report the CSG ID(s) of the supported CSGs.

8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: S1 Setup procedure: Successful Operation.

The eNB initiates the procedure by sending a S1 SETUP REQUEST message including the appropriate data to the MME. The MME responds with a S1 SETUP RESPONSE message including the appropriate data.

The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the S1 interface is operational and other S1 messages can be exchanged.

If the eNB initiating the S1 SETUP procedure supports one (or more) CSG cell(s), the S1 SETUP REQUEST message shall contain the CSG ID(s) of the supported CSG(s).

If the S1 SETUP REQUEST message contains the eNB Name IE the MME may use this IE as a human readable name of the eNB.

If the S1 SETUP RESPONSE message contains the MME Name IE the eNB may use this IE as a human readable name of the MME.

If the MME Relay Support Indicator IE is included in the S1 SETUP RESPONSE message, the eNB shall consider this information when selecting an appropriate MME for the Relay Node.

If the UE Retention Information IE set to “ues-retained“ was included in the S1 SETUP REQUEST message, then the MME may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the S1 SETUP RESPONSE message.

If the NB-IoT Default Paging DRX IE is included in the S1 SETUP REQUEST message, the MME will take it into account as specified in TS36.300 [14].
If the Connected en-gNB List IE is included in the S1 SETUP REQUEST message, the MME shall take it into account as specified in TS36.300 [14].
If the S1 SETUP RESPONSE message contains the ServedDCNs IE then the eNB shall, if supported, use it as defined in TS 23.401 [48].
<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413 >>>>>>>>>>>>>>>>>>>>
8.7.4
eNB Configuration Update 

8.7.4.1
General

The purpose of the eNB Configuration Update procedure is to update application level configuration data needed for the eNB and the MME to interoperate correctly on the S1 interface. This procedure does not affect existing UE-related contexts, if any.

8.7.4.2
Successful Operation
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Figure 8.7.4.2-1: ENB Configuration Update procedure: Successful Operation.

The eNB initiates the procedure by sending an ENB CONFIGURATION UPDATE message to the MME including an appropriate set of updated configuration data that it has just taken into operational use. The MME responds with ENB CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. If information element(s) is/are not included in the ENB CONFIGURATION UPDATE message, the MME shall interpret that the corresponding configuration data is/are not changed and shall continue to operate the S1 with the existing related configuration data.

If the supported TA(s) is/are to be updated, the whole list of supported TAs, including those that are not to be updated, shall be included in the Supported TAs IE. The MME shall overwrite the whole list of TAs.
If the supported CSG ID(s) is/are to be updated, the whole list of supported CSG IDs, including those that are not to be updated, shall be included in the CSG Id List IE. The MME shall overwrite the whole list of CSG Ids.
If the ENB CONFIGURATION UPDATE message contains the eNB Name IE, the MME may use this IE as a human readable name of the eNB.

If the Default Paging DRX IE is included, the MME shall overwrite any previously stored default paging DRX value for the eNB.

If the NB-IoT Default Paging DRX IE is included in the ENB CONFIGURATION UPDATE message, the MME shall overwrite any previously stored NB-IoT default paging DRX value for the eNB.
If the Connected en-gNB List IE is included in the S1 SETUP REQUEST message, the MME shall replace any previously received information and take it into account as specified in TS36.300 [14].

The updated configuration data shall be stored in both the eNB and the MME and used for the duration of the TNL association or until any further update is triggered by the eNB.

The eNB may initiate a further eNB Configuration Update procedure only after a previous eNB Configuration Update procedure has been completed.

<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413 >>>>>>>>>>>>>>>>>>>>
8.15
eNB Configuration Transfer

8.15.1
General

The purpose of the eNB Configuration Transfer procedure is to transfer RAN configuration information from the eNB to the MME in unacknowledged mode. The MME does not interpret the transferred RAN configuration information.

This procedure uses non-UE associated signalling.

8.15.2
Successful Operation

8.15.2.1
eNB Configuration Transfer
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Figure 8.15.2.1-1: eNB Configuration Transfer procedure. Successful operation.

The procedure is initiated with an ENB CONFIGURATION TRANSFER message sent from the eNB to the MME.

If the MME receives the SON Configuration Transfer IE, it shall transparently transfer the SON Configuration Transfer IE towards the eNB indicated in the Target eNB-ID IE which is included in the SON Configuration Transfer IE.

If the MME receives the EN-DC SON Configuration Transfer IE, it shall transparently transfer the EN-DC SON Configuration Transfer IE either towards the eNB indicated in the Target eNB-ID IE or towards an eNB connected to the en-gNB indicated in the Target en-gNB-ID IE which is included in the SON Configuration Transfer IE.

8.15.3
Abnormal Conditions

Not applicable.

8.16
MME Configuration Transfer

8.16.1
General

The purpose of the MME Configuration Transfer procedure is to transfer RAN configuration information from the MME to the eNB in unacknowledged mode.

This procedure uses non-UE associated signalling.

8.16.2
Successful Operation

8.16.2.1
MME Configuration Transfer
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Figure 8.16.2.1-1: MME Configuration Transfer procedure. Successful operation.

The procedure is initiated with an MME CONFIGURATION TRANSFER message sent from the MME to the eNB.

If the eNB receives, in the SON Configuration Transfer IE or the EN-DC SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information either towards the eNB indicated in the Source eNB-ID IE of the SON Configuration Transfer IE or towards an eNB connected to the en-gNB indicated in the Source en-gNB-ID IE of the EN-DC SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure. If the X2 TNL Configuration Info IE contains the eNB Indirect X2 Transport Layer Addresses IE, the eNB may use it for the X2 TNL establishment, and may transfer back the received eNB Indirect X2 Transport Layer Addresses towards the eNB indicated in the Source eNB-ID IE of the SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure or towards the eNB connected to the en-gNB indicated in the Source en-gNB-ID IE of the EN-DC SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure.

If the eNB receives, in the SON Configuration Transfer IE, the X2 TNL Configuration Info IE containing the eNB X2 Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the eNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the X2 TNL Configuration Info IE as an answer to a former request, it may use it to initiate the X2 TNL establishment. If the X2 TNL Configuration Info IE contains the eNB Indirect X2 Transport Layer Addresses IE, the eNB may use it for the X2 TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the eNB X2 Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in by the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the end points given by the list of addresses in eNB GTP Transport Layer Addresses IE within the eNB X2 Extended Transport Layer Addresses IE.

In case the eNB GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in the IP-Sec Transport Layer Address IE, within the eNB X2 Extended Transport Layer Addresses IE.

If the eNB is configured to use one IPsec tunnel for all S1 and X2 traffic (IPsec star topology) then the traffic to the peer eNB shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
If the eNB receives the SON Information IE containing the SON Information Reply IE including the Time Synchronisation Info IE as an answer to a former request, it may use it for over-the-air synchronisation by means of network listening and for triggering muting activation request.

If the eNB receives the SON Information IE containing the SON Information Report IE it may use it as specified in TS 36.300 [14].

If the eNB receives the SON Information IE containing the SON Information Request IE set to “Activate Muting”, the eNB should consider activating for over-the-air synchronisation by means of network listening, taking into account information on the selected source of synchronisation cell and the cells as indicated by the Aggressor E-CGI List IE. In case the Aggressor E-CGI List IE is not present, the eNB may consider the request applicable to all cells.

If the eNB receives the SON Information IE containing the SON Information Reply IE including the Muting Pattern Information IE as an answer to a former request, it may use it for over-the-air synchronisation by means of network listening. The Muting Pattern Information IE may apply to all cells that were requested to mute.

If the eNB receives the SON Information IE containing the SON Information Request IE set to “Deactivate Muting”, the eNB may consider deactivating muting for over-the-air synchronisation that was activated by a former muting request from the corresponding eNB.

8.16.3
Abnormal Conditions

Not applicable.

<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413  >>>>>>>>>>>>>>>>>>>>
9.1.8.4
S1 SETUP REQUEST

This message is sent by the eNB to transfer information for a TNL association.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Global eNB ID
	M
	
	9.2.1.37
	
	YES
	reject

	eNB Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the eNB.
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7


	Broadcast TAC.
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	>RAT-Type
	O
	
	9.2.1.117
	RAT-Type associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	M
	
	9.2.1.16
	
	YES
	ignore

	CSG Id List
	
	0..1
	
	
	GLOBAL
	reject

	>CSG Id
	
	1 .. <maxnoofCSGIds>
	9.2.1.62
	
	
	

	UE Retention Information
	O
	
	9.2.1.112
	
	YES
	ignore

	NB-IoT Default Paging DRX
	O
	
	9.2.1.114
	
	YES
	ignore

	Connected en-gNB List
	
	<0.. maxnoofConnecteden-gNBs>
	
	
	GLOBAL
	reject

	>en-gNB ID
	M
	
	9.2.1.37a
	
	
	

	>Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the en-gNB.
	GLOBAL
	reject

	>>Configured TAC
	M
	
	9.2.3.7


	Configured TAC.
	-
	

	>>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>>PLMN Identity
	M
	
	9.2.3.8
	
	
	


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 6.

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.

	maxnoofConnecteden-gNBs
	Maximum no. of en-gNBs connected to the eNB. Value is 256.


<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413 >>>>>>>>>>>>>>>>>>>>
9.1.8.7
ENB CONFIGURATION UPDATE

This message is sent by the eNB to transfer updated information for a TNL association.

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported TAs
	
	0..<maxnoofTACs>
	
	Supported TAs in the eNB.
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7
	Broadcast TAC.
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	>RAT-Type
	O
	
	9.2.1.117
	RAT Type associated with the TAC of the indicated PLMN(s).
	YES
	reject

	CSG Id List
	
	0..1
	
	
	GLOBAL
	reject

	>CSG Id
	
	1 .. <maxnoofCSGId>
	9.2.1.62
	
	-
	

	Default Paging DRX
	O
	
	9.2.1.16
	
	YES
	ignore

	NB-IoT Default Paging DRX
	O
	
	9.2.1.114
	
	YES
	ignore

	Connected en-gNB List
	
	<0.. maxnoofConnecteden-gNBs>
	
	
	GLOBAL
	reject

	>en-gNB ID
	M
	
	9.2.1.37a
	
	
	

	>Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the en-gNB.
	GLOBAL
	reject

	>>Configured TAC
	M
	
	9.2.3.7


	Configured TAC.
	-
	

	>>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>>PLMN Identity
	M
	
	9.2.3.8
	
	
	


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 6.

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.


<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413  >>>>>>>>>>>>>>>>>>>>
9.1.16
eNB CONFIGURATION TRANSFER

This message is sent by the eNB in order to transfer RAN configuration information.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	9.2.3.26
	
	YES
	ignore

	EN-DC SON Configuration Transfer
	O
	
	9.2.3.26a
	
	YES
	ignore


9.1.17
MME CONFIGURATION TRANSFER

This message is sent by the MME in order to transfer RAN configuration information.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	9.2.3.26
	
	YES
	ignore

	EN-DC SON Configuration Transfer
	O
	
	9.2.3.26a
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413  >>>>>>>>>>>>>>>>>>>>
9.2.3.26
SON Configuration Transfer

This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the eNB identifier of the destination of this configuration information and the eNB identifier of the source of this information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SON Configuration Transfer
	
	
	
	
	
	

	>Target eNB-ID
	M
	
	
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	
	
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	
	
	

	>Source eNB-ID
	M
	
	
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	
	
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	
	
	

	>SON Information
	M
	
	9.2.3.27
	
	
	

	>X2 TNL Configuration Info
	C-ifSONInformationRequest
	
	9.2.3.29
	Source eNB X2 TNL Configuration Info.
	YES
	ignore

	>Synchronisation Information
	C-if Activate Muting 
	
	9.2.3.42
	Information on cell selected as source of synchronisation and aggressor cells. 
	YES
	ignore


	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “X2TNL Configuration Info”

	ifActivateMuting
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “Activate Muting”


9.2.3.26a
EN-DC SON Configuration Transfer

This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the eNB identifier of the destination of this configuration information and the eNB identifier of the source of this information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	EN-DC SON Configuration Transfer
	
	
	
	
	
	

	>CHOICE Target ID
	M
	
	
	
	
	

	>>Target eNB-ID
	
	
	
	
	
	

	>>>Global eNB ID
	M
	
	9.2.1.37
	
	
	

	>>>Selected TAI
	M
	
	TAI

9.2.3.16
	
	
	

	>>Target en-gNB-ID
	
	
	
	
	
	

	>>>Global en-gNB ID
	M
	
	9.2.1.37a
	
	
	

	>>>Selected TAI
	M
	
	TAI

9.2.3.16
	NOTE: The Selected TAI contains the configured TAC the en-gNB, different from the 5GS TAC broadcast in the NR cell.
	
	

	>CHOICE Source ID
	
	
	
	
	
	

	>>Source eNB-ID
	
	
	
	
	
	

	>>>Global eNB ID
	M
	
	9.2.1.37
	
	
	

	>>>Selected TAI
	M
	
	TAI

9.2.3.16
	
	
	

	>>Source en-gNB-ID
	
	
	
	
	
	

	>>>Global en-gNB ID
	M
	
	9.2.1.37a
	
	
	

	>>>Selected TAI
	M
	
	TAI

9.2.3.16
	NOTE: The Selected TAI contains the configured TAC the en-gNB, different from the 5GS TAC broadcast in the NR cell.
	
	

	>SON Information
	M
	
	9.2.3.27
	
	
	

	>X2 TNL Configuration Info
	C-ifSONInformationRequest
	
	9.2.3.29
	Source en-gNB X2 TNL Configuration Info.
	YES
	ignore


	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “X2TNL Configuration Info”

	ifActivateMuting
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “Activate Muting”


9.2.3.27
SON Information

This IE identifies the nature of the configuration information transferred, i.e., a request, a reply or a report.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE SON Information
	M
	
	
	
	
	

	>SON Information Request
	
	
	
	
	
	

	>>SON Information Request
	M
	
	ENUMERATED(X2 TNL Configuration Info, …, Time synchronisation Info, Activate Muting, Deactivate Muting)
	
	-
	

	>SON Information Reply
	
	
	
	
	
	

	>>SON Information Reply
	M
	
	9.2.3.28
	
	-
	

	>SON Information Report
	
	
	
	
	
	

	>>SON Information Report
	M
	
	9.2.3.39
	
	YES
	ignore


9.2.3.28
SON Information Reply

This IE contains the configuration information to be replied to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SON Information Reply
	
	
	
	
	
	

	>X2 TNL Configuration Info
	O
	
	9.2.3.29
	
	
	

	>Time Synchronisation Info
	O
	
	9.2.3.34
	
	YES
	ignore

	>Muting Pattern Information
	O
	
	9.2.3.41
	
	YES
	ignore


9.2.3.29
X2 TNL Configuration Info

The X2 TNL Configuration Info IE is used for signalling X2 TNL Configuration information for automatic X2 SCTP association establishment. This IE may also be used to provide Transport Layer Addresses of an en-gNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	eNB X2 Transport Layer Addresses
	
	1 .. <maxnoofeNBX2TLAs>
	
	
	
	

	>Transport Layer Address
	M
	
	9.2.2.1
	Transport Layer Addresses for X2 SCTP end-point.
	
	

	eNB X2 Extended Transport Layer Addresses
	
	0 .. <maxnoofeNBX2ExtTLAs>
	
	
	YES
	ignore

	>IP-Sec Transport Layer Address
	O
	
	9.2.2.1
	Transport Layer Addresses for IP-Sec end-point.
	-
	-

	>eNB GTP Transport Layer Addresses
	
	0 .. <maxnoofeNBX2GTPTLAs>
	
	
	-
	-

	>>GTP Transport Layer Address
	M
	
	9.2.2.1
	GTP Transport Layer Addresses for GTP end-points (used for data forwarding over X2).
	-
	-

	eNB Indirect X2 Transport Layer Addresses
	
	0 .. <maxnoofeNBX2TLAs>
	
	
	YES
	ignore

	>Transport Layer Address
	O
	
	9.2.2.1
	Transport Layer Addresses for Indirect X2 SCTP end-point.
	
	


	Range bound
	Explanation

	maxnoofeNBX2TLAs
	Maximum no. of eNB X2 Transport Layer Addresses for an SCTP end-point. Value is 2.

	maxnoofeNBX2ExtTLAs
	Maximum no. of eNB X2 Extended Transport Layer Addresses in the message. Value is 16.

	maxnoofeNBX2GTPTLAs
	Maximum no. of eNB X2 GTP Transport Layer Addresses for an GTP end-point in the message. Value is 16.


<<<<<<<<<<<<<<<<<<<< Next Change TS 36.413  >>>>>>>>>>>>>>>>>>>>
9.2.1.37
Global eNB ID

This information element is used to globally identify an eNB (see TS 36.401 [2]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.3.8
	

	CHOICE eNB ID
	M
	
	
	

	>Macro eNB ID
	
	
	
	

	>>Macro eNB ID
	M
	
	BIT STRING (SIZE(20))
	Equal to the 20 leftmost bits of the Cell Identity IE contained in the E-UTRAN CGI IE (see subclause 9.2.1.38) of each cell served by the eNB.

	>Home eNB ID
	
	
	
	

	>>Home eNB ID
	M
	
	BIT STRING (SIZE(28))
	Equal to the Cell Identity IE contained in the E-UTRAN CGI IE (see subclause 9.2.1.38) of the cell served by the eNB.

	>Short Macro eNB ID
	
	
	
	

	>> Short Macro eNB ID
	M
	
	BIT STRING (SIZE(18))
	Equal to the 18 leftmost bits of the Cell Identity IE (see subclause 9.2.1.38) of each cell served by the eNB.

	>Long Macro eNB ID
	
	
	
	

	>> Long Macro eNB ID
	M
	
	BIT STRING (SIZE(21))
	Equal to the 21 leftmost bits of the Cell Identity IE (see subclause 9.2.1.38) of each cell served by the eNB.


9.2.1.37a
Global en-gNB ID

This information element is used to globally identify an en-gNB (see TS 36.401 [2]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.3.8
	

	en-gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	


<<<<<<<<<<<<<<<<<<<< End of Changes TS 36.413  >>>>>>>>>>>>>>>>>>>>
Proposal 2 It is proposed to agree on the stage 3 text provided in section 2.3 (which is also reflected in a formal CR against TS 36.413 attached to this document’s zip file).

2.4
Stage 3 description of the overall concept – X2AP
It is assumed that en-gNBs are configured with a TAC that is use-able to address mobility restrictions as provided in the HRL to the (M)eNB. Those TACs would need to be used to route in towards eNBs with connected en-gNBs. The respective Served NR Cell Information needs to be uddated in X2AP
<<<<<<<<<<<<<<<<<<<< Begin of Changes TS 36.423  >>>>>>>>>>>>>>>>>>>>
9.2.110
Served NR Cell Information
This IE contains cell configuration information of an NR cell that a neighbour eNB may need for the X2 AP interface.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	NR-PCI
	M
	
	INTEGER (0..1007, …)
	NR Physical Cell ID
	–
	–

	Cell ID
	M
	
	NR CGI 9.2.111
	
	–
	–

	5GS-TAC
	M
	
	OCTET STRING(3)
	Broadcast 5GS Tracking Area Code
	–
	–

	Configured TAC
	M
	
	TAC
9.2.3.7
	NOTE: This is the TAC configured in the en-gNB, different from the 5GS TAC broadcast in the NR cell.
	
	

	Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	–
	–

	>PLMN Identity
	M
	
	9.2.4
	
	–
	–

	CHOICE NR-Mode-Info
	M
	
	
	
	–
	–

	>FDD
	
	
	
	
	
	

	>>FDD Info
	
	1
	
	
	–
	–

	>>>UL ARFCN
	M
	
	NR ARFCN

9.2.106
	
	–
	–

	>>>DL ARFCN
	M
	
	NR ARFCN

9.2.106
	
	–
	–

	>>>UL Transmission Bandwidth
	M
	
	NR Transmission Bandwidth

9.2.114
	
	–
	–

	>>>DL Transmission Bandwidth
	M
	
	NR Transmission Bandwidth

9.2.114
	
	–
	–

	>TDD
	
	
	
	
	
	

	>>TDD Info
	
	1
	
	
	–
	–

	>>>ARFCN
	M
	
	NR ARFCN

9.2.106
	
	–
	–

	>>> Transmission Bandwidth
	M
	
	NR Transmission Bandwidth

9.2.114
	
	–
	–

	Measurement Timing Configuration
	M
	
	OCTET STRING
	Contains the MeasurementTimingConfiguration IE defined in TS 38.331 [31].
	–
	–

	SUL Information
	O
	
	9.2.123
	
	
	


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of broadcast PLMN Ids. Value is 6.


<<<<<<<<<<<<<<<<<<<< End of Changes TS 36.423  >>>>>>>>>>>>>>>>>>>>
Proposal 3 It is proposed to agree on the stage 4 text provided in section 2.4 (and also submitted in the response paper in R3-13298 in a formal draft CR against TS 36.423).

3
Conclusion
We observe:
Observation 1
X2-GW based solutions should be avoided due to seemingly underestimated effort of introducing a new kind of E-UTRAN node.
Observation 2
In a typical network setup, en-gNBs are assumed to be configured with the X2 CP TNL address of a nearby eNB to setup initial X2 connectivity for that en-gNB and, due to lack of S1-MME, to establish CP connectivity to the network. This can be very well compared to a eNB’s initial network connectivity setup by means of a pre-configured S1-MME CP TNL address at the MME.

We propse:
Proposal 1
It is proposed to agree on the stage 2 text provided in section 2.2 (and also submitted in the response paper in R3-183297 in a formal CR against TS 36.300).
Proposal 2
It is proposed to agree on the stage 3 text provided in section 2.3 (which is also reflected in a formal CR against TS 36.413 attached to this document’s zip file).
Proposal 3
It is proposed to agree on the stage 4 text provided in section 2.4 (and also submitted in the response paper in R3-13298 in a formal draft CR against TS 36.423).
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