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1. Introduction and summary
The current text in XnAP has one FFS on whether the behaviour associated with security policy needs to be different for ng-eNBs.
However, the text already enables rejection of PDU sessions at HO based on non-support of the security requirements. The ng-eNB can be considered a particular case of a node that does not support integrity protection. Therefore, the defined behaviour is sufficiently general, and the FFSs may be removed. It can be discussed whether a note needs to be added to highlight that the ng-eNB does not support integrity protection, as shown here.
A second point is that in the case of the indication set to preferred, it seems reasonable to qualify the “should” with “if supported”, to clarify that in case of no support, the node is entitled to respond appropriately without rejecting the PDU session.
Hence,

 Proposal 1: Remove the FFS related to ng-eNB behaviour in respect of security policy and consider the other additions in this TP.
2. Text Proposal

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep. 

>>> skip text in same section  <<<<
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", the target NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node is not able to perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.
NOTE:
In this version of the specification, the ng-eNB shall reject all PDU sessions for which the Integrity Protection Indication IE is set to “required”.
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", the target NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify the SMF whether it succeeded the user plane integrity protection or ciphering or not for the concerned security policy.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "not needed", the target NG-RAN node shall not perform user plane integrity protection nor ciphering for the concerned PDU session
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