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1   Introduction
The specification for IPv6 used in our specifications (RFC 2460) is declared obsolete and replaced with another specification (RFC 8200).
In RFC 8200 (https://tools.ietf.org/html/rfc8200) the following text can be found: 

Abstract

   This document specifies version 6 of the Internet Protocol (IPv6).

   It obsoletes RFC 2460.
The proposal is therefore to replace this reference in all specifications related to 5G. It is also suggested to discuss whether the same exercise should be performed for E-UTRAN specifications.
When implementing this change, it was also found that some specs (38.412 and 38.422) are missing text for the following subsections: Functions and protocol stack, Data link layer and IP layer. It is therefore suggested to also capture relevant text in these papers
2   Annex – TP for 38.412
2
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4
Xn signalling bearer
4.1
Functions and protocol stack

Xn-C signalling bearer provides the following functions:
-
Provision of reliable transfer of XnAP message over Xn-C interface.
-
Provision of networking and routeing function.
-
Provision of redundancy in the signalling network.
-
Support for flow control and congestion control.
The protocol stack for Xn-C Signalling Bearer is shown in figure 4.1-1 and details on each protocol are described in the following clauses. 
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Figure 4.1-1: Xn-C signalling bearer protocol stack

The Transport Network Layer is based on IP transport, comprising SCTP on top of IP. 

5
Data link layer
The support of any suitable Data Link Layer protocol, e.g. PPP, Ethernet, etc., shall not be prevented. 

6
IP layer
The NG-RAN nodes shall support IPv6 (IETF RFC 8200 [x]) and/or IPv4 (IETF RFC 791 [y]).

The IP layer of Xn-C only supports point-to-point transmission for delivering XnAP message.

The NG-RAN nodes shall support the Diffserv Code Point marking as described in IETF RFC 2474 [z].
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