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1   Description and proposal

This paper discusses the NGAP messages that must be used at registration time.

In particular, two types of registrations are described in section 4.2.2.2 of [3]:

· General registration (section 4.2.2.2)

· Registration with AMF re-allocation (section 4.2.2.3)

For the general registration, the NG-RAN sends an Initial UE message, and receives a first returned message which is a DL NAS Transport or an Initial Context Setup Request.

For the Registration with AMF re-allocation, two possible approaches have been investigated at last RAN3#99 and RAN3#99bis:

· NG-RAN node sends an Initial UE message to initial AMF and receives a new class 1 incoming procedure from the target AMF (called re-allocation indication procedure in [4]),

· NG-RAN node sends an Initial UE message to initial AMF and receives from the target AMF the same procedures as it would receive from initial AMF i.e. a DL NAS Transport or an Initial Context Setup Request.

Tdoc R3-182596 has proposed to go for the second approach and provided a high level functional description in stage 2 TP for 38.410. The TP below describes the complementary stage 3 aspects. Even though the function is realized with existing NGAP procedures and we do not propose to introduce new ones, it captures the new interaction between these existing procedures.
Moreover, in order to help retrieving the NG interface instance used at the time the RAN UE NGAP ID IE had been allocated, the corresponding old AMF IE is indicated through its AMF name.

Proposal: agree the TP here below to capture the stage 3 aspects of the AMF reallocation function in TS38.413 following the second approach.

Text Proposal for TS 38.413
8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including PDU session context, the Security Key, Handover Restriction List, UE Radio Capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

Editor’s Note:
Further details are FFS.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE; [FFS]
-
store the received Handover Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]
If the PDU Session Resource Setup Request List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as the one defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the result for all the requested PDU sessions. When the NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.

The NG-RAN node shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]
If the Additional QoS Flow Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may consider it for the DRB allocation process. It is up to NG-RAN node implementation to decide whether and how to use it.

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.501 [13] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE. [FFS pending SA3]
If the RRC Inactive Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].

If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the NG-RAN node.

Editor’s Note:
Further details are FFS.

Interactions with Initial UE Message procedure:

The NG-RAN node shall use the AMF UE NGAP ID IE and RAN UE NGAP ID IE received in the INITIAL UE CONTEXT message as identification of the logical connection even if the RAN UE NGAP ID IE had been allocated in an INITIAL UE MESSAGE message sent over a different NG interface instance. In the latter case, this different NG interface instance can be identified via the received Old AMF IE.
Next change
8.6.2
Downlink NAS Transport

8.6.2.1
General

Editor’s Note:
Further details are FFS.

8.6.2.2
Successful Operation
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Figure 8.6.2.2-1: Downlink NAS transport

If the AMF only needs to send a NAS message transparently via the NG-RAN node to the UE and a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message, the AMF shall send a DOWNLINK NAS TRANSPORT message to the NG-RAN node including the NAS message as a NAS-PDU IE. If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message; by receiving the AMF UE NGAP ID IE in the DOWNLINK NAS TRANSPORT message, the NG-RAN node establishes the UE-associated logical NG-connection.

If the RAN Paging Priority IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
The NAS-PDU IE contains an AMF – UE message that is transferred without interpretation in the NG-RAN node.

If the Handover Restriction List IE is contained in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall store this information in the UE context. The NG-RAN node shall use the information in the Handover Restriction List IE if present in the DOWNLINK NAS TRANSPORT message to:

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.
If the Handover Restriction List IE is not contained in the DOWNLINK NAS TRANSPORT message and there is no previously stored handover restriction information, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE.

If the Index to RAT/Frequency Selection Priority IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9]. 

If the UE Aggregate Maximum Bit Rate IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
Editor’s Note:
Further details are FFS.
Interactions with Initial UE Message procedure:

The NG-RAN node shall use the AMF UE NGAP ID IE and RAN UE NGAP ID IE received in the DOWNLINK NAS TRANSPORT message as identification of the logical connection even if the RAN UE NGAP ID IE had been allocated in an INITIAL UE MESSAGE message sent over a different NG interface instance. In the latter case, this different NG interface instance can be identified via the received Old AMF IE.
8.6.2.3
Abnormal Conditions

Editor’s Note:
Further details are FFS.

Next change
9.2.2.1
INITIAL CONTEXT SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O
	
	AMF Name
9.3.3.22
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.3.1.58
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>NAS-PDU
	O
	
	9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer

	M
	
	9.3.4.1
	
	-
	

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	[FFS]
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.


9.2.5.2
DOWNLINK NAS TRANSPORT

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF and is used for carrying NAS information over the NG interface.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O 
	
	AMF Name

9.3.3.22
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore


9.3.3.22
AMF Name

This IE is used to uniquely identify the AMF (see TS 38.300 [8]). It may also be used as a human readable name of the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	AMF Name
	M
	
	PrintableString (SIZE(1..150,…))
	


End of Text Proposal for TS 38.413

- 2 -

