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********           NEXT MODIFIED SECTION           ********

9
Elements for RANAP Communication


9.1
Message Contents

NOTE:
The messages have been defined in accordance to the quidelines specified in UMTS 25.921.

For each message there is, a table listing the signalling elements in their order of　appearance in the transmitted message.

All the RANAP messages are listed in the following table:

Table 1: List of RANAP messages.

Message name
Reference

RAB ASSIGNMENT REQUEST
9.1.1

RAB ASSIGNMENT RESPONSE
9.1.2

RAB RELEASE REQUEST
9.1.3

IU RELEASE REQUEST
9.1.4

IU RELEASE COMMAND
9.1.5

IU RELEASE COMPLETE
9.1.6

RELOCATION REQUIRED
9.1.7

RELOCATION REQUEST
9.1.8

RELOCATION REQUEST ACKNOWLEDGE
9.1.9

RELOCATION COMMAND
9.1.10

RELOCATION DETECT
9.1.11

RELOCATION COMPLETE
9.1.12

RELOCATION PREPARATION FAILURE
9.1.13

RELOCATION FAILURE 
9.1.14

RELOCATION CANCEL
9.1.15

RELOCATION CANCEL ACKNOWLEDGE
9.1.16

SRNS CONTEXT REQUEST
9.1.17

SRNS CONTEXT RESPONSE
9.1.18

SRNS DATA FORWARD COMMAND
9.1.19

FORWARD SRNS CONTEXT
9.1.20

PAGING
9.1.21

COMMON ID 
9.1.22

CN INVOKE TRACE
9.1.23

SECURITY MODE COMMAND
9.1.24

SECURITY MODE COMPLETE
9.1.25

SECURITY MODE REJECT
9.1.26

LOCATION REPORTING CONTROL
9.1.27

LOCATION REPORT
9.1.28

DATA VOLUME REPORT REQUEST
9.1.29

DATA VOLUME REPORT
9.1.30

INITIAL UE MESSAGE 
9.1.31

DIRECT TRANSFER
9.1.32

CN INFORMATION BROADCAST REQUEST
9.1.33

CN INFORMATION BROADCAST CONFIRM
9.1.34

CN INFORMATION BROADCAST REJECT
9.1.35

OVERLOAD
9.1.36

RESET
9.1.37

RESET ACKNOWLEDGE
9.1.38

ERROR INDICATION
9.1.39

All information elements in the message descriptions below are marked mandatory, optional or conditional according to the following table:

Table 2: Meaning of abbreviations used in RANAP messages.

Abbreviation
Meaning

M
IE's marked as Mandatory (M) will always be included in the message.

O
IE's marked as Optional (O) may or may not be included in the message.

C
IE's marked as Conditional (C) will be included in a message only if the condition is satisfied. Otherwise the IE is not included.



Each Information Element or Group of Information Elements may have a criticality information applied to it.
Following cases are possible:
Table 3: Meaning of content within “Criticality” column.
Abbreviation
Meaning



–
No criticality information is applied explicitly.

YES
Criticality information is applied. This is usable only for non-repeatable IEs 

GLOBAL
The IE and all its repetitions together have one common criticality information. This is usable only for repeatable IEs.

EACH
Each repetition of the IE has its own criticality information. It is not allowed to assign different criticality values to the repetitions. This is usable only for repeatable IEs.

9.1.1
RAB ASSIGNMENT REQUEST

This message is sent by the CN to request the establishment, modification or release of one or more RABs for the same UE.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs to be setup or modified
C – ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   First setup or modify item



Grouping reason: same criticality
YES

      RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-








      RAB parameters
M

9.2.1.3
Includes all necessary parameters for RABs (both for MSC and SGSN) including QoS.


-








      User Plane Information




-

         User Plane mode
M

9.2.1.18

-

         UP Mode Versions
M

9.2.1.19

-

      Transport Layer Address
M

9.2.2.1

-

      Iu Transport Association
M

9.2.2.2

-

   Second setup or modify item



Grouping reason: same criticality
YES

      NAS Binding Information
M

9.2.3.1

-

      Data Volume Reporting
      Indication
C - ifPS

9.2.1.17

-

      DL GTP-PDU sequence
      number
C- ifPS

9.2.2.3

-

      UL GTP-PDU sequence 
      number
C- ifPS

9.2.2.4

-

      DL N-PDU sequence 
      number
C- ifPS

9.2.1.33

-

      UL N-PDU sequence 
      number
C- ifPS

9.2.1.34

-

RABs to be released
C - ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-

   Cause
M

9.2.1.4

-

Condition
Explanation

IfPS
This IE is only present for RABs towards the PS domain.

IfNoOtherGroup
This group must be present at least when no other group is present, i.e. at least one group must be present.

Range bound
Explanation

MaxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.2
RAB ASSIGNMENT RESPONSE

This message is sent by the RNC to report the outcome of the request from the message RAB ASSIGNMENT REQUEST.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs  setup or modified
C - ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-

   Chosen UP Version
O

9.2.1.20
Included at least when a choice is made by UTRAN
-

   Transport Layer Address
C - ifPS

9.2.2.1.

-

   Iu Transport Association
C - ifPS

9.2.2.2

-

RABs  released
C – ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-

   Data Volume
C – ifReqPS
0 to <maxnoofVol>


-

      Unsuccessfully Transmitted DL Data
   Volume
M

9.2.3.13

-

      Data Volume Reference
O

9.2.3.14

-

DL GTP-PDU Sequence Number
C-ifUiPS

9.2.2.3

YES

UL GTP-PDU Sequence Number
C-ifUiPS

9.2.2.4

YES

RABs  queued
C – ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-

RABs failed to setup or modify
C – ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-

   Cause
M

9.2.1.4

-

RABs failed to release
C – ifNoOtherGroup
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2
The same RAB ID must only be present in one group.
-

   Cause
M

9.2.1.4.

-

Condition
Explanation

IfPS
This IE is only present for RABs towards the PS domain.

IfNoOtherGroup
This group must be present at least when no other group is present, i.e. at least one group must be present.

IfReqPS
This IE is only present if data volume reporting for PS domain is required.

IfUiPS
This group is only present for RABs towards the PS domain when the release was initiated by UTRAN.

Range bound
Explanation

MaxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

MaxnoofVol
Maximum no. of reported data volume for one RAB(value is 2).

9.1.3
RAB RELEASE REQUEST

This message is sent by the RNC, to request the CN to release one or more RABs for the same UE.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs  to be released

1 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   Cause
M

9.2.1.4

-

Range bound
Explanation

MaxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.4
IU RELEASE REQUEST

This message is sent by the RNC to request the CN to release the Iu connection.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

9.1.5
IU RELEASE COMMAND

This message is sent by the CN to order RNC to release all resources related to the Iu connection.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

9.1.6
IU RELEASE COMPLETE

This message is sent by the RNC as response to the IU RELEASE COMMAND message.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs Data Volume Report
C – ifReqPS
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   Data Volume

0 to <maxnoofVol>


-

      Unsuccessfully  Transmitted DL Data
   Volume
M

9.2.3.13

-

      Data Volume Reference
O

9.2.3.14

-

RABs Released
C-ifUiPS
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

YES

   DL GTP-PDU Sequence Number
M

9.2.2.3

YES

   UL GTP-PDU Sequence   Number
M

9.2.2.4

YES

Criticality Diagnostics
O

9.2.1.35

YES

Condition
Explanation

IfReqPS
This Group is only present if data volume reporting for PS domain is required.

IfUiPS
This group is only present for RABs towards the PS domain when the release was initiated by UTRAN.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

MaxnoofVol
Maximum no. of reported data volume for one RAB. (value is 2)

9.1.7
RELOCATION REQUIRED

This message is sent by the source RNC to inform the CN that a relocation is to be performed.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Relocation Type
M

9.2.1.23

YES

Cause
M

9.2.1.4

YES

Source ID
M

9.2.1.24

YES

Target ID
M

9.2.1.25

YES

MS Classmark 2
C - ifGSMtarget

9.2.1.26
Defined in UMTS 24.008 [8].
YES

MS Classmark 3
C - ifGSMtarget

9.2.1.27
Defined in UMTS 24.008 [8].
YES

Source RNC to target RNC transparent container
M

9.2.1.28

YES

Old BSS to new BSS Information
C - ifGSMtarget

9.2.1.29
Defined in GSM 08.08 [11].
YES

Condition
Explanation

ifGSMtarget
This IE is only present when initiating an inter system handover towards GSM BSS.

9.1.8
RELOCATION REQUEST

This message is sent by the CN to request the target RNC to allocate necessary resources for a relocation.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES








Permanent NAS UE Identity
C - ifAvail

9.2.3.2

YES

Cause
M

9.2.1.4

YES

CN Domain Indicator
M

9.2.1.5

YES

Source RNC to target RNC transparent container
M

9.2.1.28

YES

RABs to be setup

0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   NAS Binding Information
M

9.2.3.1

-

   RAB parameters
M

9.2.1.3

-

   Data Volume Reporting
   Indication
C - ifPS

9.2.1.17

-

   User Plane Information




-

      User Plane mode
M

9.2.1.18

-

      UP Mode Versions
M

9.2.1.19

-

   Transport Layer Address
M

9.2.2.1

-

   Iu Transport Association
M

9.2.2.2

-

Integrity Protection Information
M

9.2.1.11
Integrity Protection Information includes key and permitted algorithms.
YES

Encryption Information
O

9.2.1.12
Encryption Information includes key and permitted algorithms.
YES

Condition
Explanation

ifAvail
This IE is only present if available at the sending side.

IfPS
This IE is only present for RABs towards the PS domain.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.9
RELOCATION REQUEST ACKNOWLEDGE

This message is sent by the target RNC to inform the CN about the result of the resource allocation for the requested relocation.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Target RNC to Source RNC Transparent Container
C - IfApplNotOtherCN

9.2.1.30

YES

RABs setup
C - ifPS
0 to <maxnoofRABs


EACH

   RAB ID
M

9.2.1.2

-

   Chosen UP Version
O

9.2.1.20
Included at least when a choice is made by UTRAN.
-

   Transport Layer Address
M

9.2.2.1

-

   Iu Transport Association
M

9.2.2.2



RABs failed to setup
C - ifNoOtherGroup
0 to <maxnoofRABs


EACH

   RAB ID
M

9.2.1.2

-

   Cause
M

9.2.1.4

-

Chosen Integrity Protection Algorithm
M

9.2.1.13
Indicates which algorithm that will be used by the target RNC.
YES

Chosen Encryption Algorithm
O

9.2.1.14
Indicates which algorithm that will be used by the target RNC.
YES

Criticality Diagnostics
O

9.2.1.35

YES

Condition
Explanation

IfPS
This Group is only present for RABs towards the PS domain.

IfNoOtherGroup
This group must be present at least when no other group is present, i.e. at least one group must be present.

IfApplNotOtherCN
Must be included if applicable and if not sent via the other CN.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.10
RELOCATION COMMAND

This message is sent by the CN to source RNC to inform that resources for the relocation are allocated in target RNC.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Target RNC to Source RNC Transparent Container
C - ifApplNotOtherCN

9.2.1.30

YES

L3 Information
C - ifGSMsource

9.2.1.31
Defined in GSM 08.08 [11].
YES

RABs to be released

0 to <maxnoofRABs


EACH

   RAB ID
M

9.2.1.2

-

RABs subject to data forwarding
C - ifPS
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   Transport Layer Address
M

9.2.2.1

-

   Iu Transport Association
M

9.2.2.2

-

Criticality Diagnostics
O

9.2.1.35

YES

Condition
Explanation

ifApplNotOtherCN
Must be included if applicable and if not sent via the other CN.

IfGSMsource
This IE is only present when the source of an inter system handover is GSM BSS.

IfPS
This Group is only present for RABs towards the PS domain.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.11
RELOCATION DETECT

This message is sent by the target RNC to inform the CN that the relocation execution trigger has been received.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

9.1.12
RELOCATION COMPLETE

This message is sent by the target RNC to inform the CN that the relocation is completed.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

9.1.13
RELOCATION PREPARATION FAILURE

This message is sent by the CN to the source RNC if the relocation preparation failed.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.14
RELOCATION FAILURE

This message is sent by the target RNC to inform the CN that the requested resource allocation failed.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.15
RELOCATION CANCEL

This message is sent by the source RNC to the CN to cancel an ongoing relocation.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

9.1.16
RELOCATION CANCEL ACKNOWLEDGE

This message is sent by the CN to the source RNC when the relocation has been cancelled.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.17
SRNS CONTEXT REQUEST

This message is sent by the CN to source RNC to indicate the PS RABs for which context transfer shall be performed.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs subject to data forwarding

1 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.18
SRNS CONTEXT RESPONSE

This message is sent by the source RNC as a response to SRNS CONTEXT REQUEST.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

RABs Contexts

1 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   DL GTP-PDU Sequence
   Number
M

9.2.2.3

-

   UL GTP-PDU Sequence
   Number
M

9.2.2.4

-

   DL N-PDU Sequence Number
M

9.2.1.33

-

   UL N-PDU Sequence Number
M

9.2.1.34

-

Criticality Diagnostics
O

9.2.1.35

YES

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.19
SRNS DATA FORWARD COMMAND

This message is sent by the CN to the RNC to trigger the transfer of N-PDUs from the RNC to the CN in inter system forward handover.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs subject to data forwarding
C - ifPS
0 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   Transport Layer Address
M

9.2.2.1

-

   Iu Transport Association
M

9.2.2.2

-

Condition
Explanation

ifPS
This Group is only present for RABs towards the PS domain.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.20
FORWARD SRNS CONTEXT

This message is sent either by source RNC to the CN or by the CN to target RNC.

Direction: CN ( RNC and RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RAB Contexts x n

1 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   DL GTP-PDU Sequence
   Number
M

9.2.2.3

-

   UL GTP-PDU Sequence
   Number
M

9.2.2.4

-

   DL N-PDU Sequence Number
M

9.2.1.33

-

   UL N-PDU Sequence Number
M

9.2.1.34

-

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.1.21
PAGING

This message is sent by the CN to request UTRAN to page a specific UE.

Direction: CN ( RNC

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

CN Domain Indicator
M

9.2.1.5

YES

Permanent NAS UE Identity
M

9.2.3.2

YES

Temporary UE Identity
O

9.2.3.3

YES

Paging Area ID
O

9.2.1.21

YES

Paging Cause
O

9.2.3.4

YES

Non Searching Indication
O

9.2.1.22

YES

9.1.22
COMMON ID

This message is sent by the CN to inform RNC about the permanent NAS UE identity for a user.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Permanent NAS UE Identity (e.g. IMSI)
M

9.2.3.2

YES

9.1.23
CN INVOKE TRACE

This message is sent by the CN to request the RNC to start to produce a trace record.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Trace Type
M

9.2.1.6

YES

Trace Reference
M

9.2.1.8

YES

Trigger ID
O

9.2.1.7

YES

UE Identity
O

9.2.1.9

YES

OMC ID
O

9.2.1.10

YES

9.1.24
SECURITY MODE COMMAND

This message is sent by the CN to trigger the integrity and ciphering functions over the radio interface.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Integrity Protection Information
M

9.2.1.11
 Integrity information includes key(s) and permitted algorithms.
YES

Encryption Information
O

9.2.1.12
 Encryption information includes key(s) and permitted algorithms.
YES

9.1.25
SECURITY MODE COMPLETE

This message is sent by the RNC as a successful response to SECURITY MODE COMMAND.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Chosen Integrity Protection Algorithm
M

9.2.1.13

YES

Chosen Encryption Algorithm
O

9.2.1.14

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.26
SECURITY MODE REJECT

This message is sent by the RNC as a unsuccessful response to SECURITY MODE COMMAND.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.27
LOCATION REPORTING CONTROL

This message is sent by the CN to initiate, modify or stop location reporting from the RNC to the CN.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Request Type
M

9.2.1.16

YES

9.1.28
LOCATION REPORT

This message is sent by the RNC to the CN with information about the UE location.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Area Identity
O

9.2.3.11

YES

Cause
O

9.2.1.4

YES

9.1.29
DATA VOLUME REPORT REQUEST

This message is sent by the CN to request unsuccesfully transmitted data volumes for specific RABs.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs Data Volume Report

1 to <maxnoofRABs>


EACH

   RAB ID
M

0

-

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

9.130
DATA VOLUME REPORT
This message is sent by the RNC and informs the CN about unsuccesfully transmitted data volumes for requested RABs.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

RABs Data Volume Report

1 to <maxnoofRABs>


EACH

   RAB ID
M

9.2.1.2

-

   Data Volume

0 to <maxnoofVol>


-

      Unsuccessfully Transmitted DL Data Volume
M

9.2.3.13

-

      Data Volume Reference
O

9.2.3.14

-

Criticality Diagnostics
O

9.2.1.35

YES

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

MaxnoofVol
Maximum no. of reported data volume for one RAB. (value is 2)

9.1.31
INITIAL UE MESSAGE

This message is sent by the RNC to transfer the radio interface initial layer 3 message to the CN.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

CN Domain Indicator
M

9.2.1.5

YES

LAI
M

9.2.3.7

YES

RAC
C - ifPS

9.2.3.8

YES

SAI
M

9.2.3.10

YES

NAS-PDU
M

9.2.3.6

YES

Condition
Explanation

ifPS
This IE is only present for RABs towards the PS domain.

9.1.32
DIRECT TRANSFER

This message is sent by both the CN and the RNC and is used for carrying NAS information over the Iu interface

Direction: RNC ( CN and CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

NAS-PDU
M

9.2.3.6

YES

LAI
C – ifPS2CN

9.2.3.7

YES

RAC
C – ifPS2CN

9.2.3.8

YES

SAPI
C – ifDL 

9.2.3.9

YES

Condition
Explanation

IfPS2CN
This IE is only present if the message is directed to the PS domain.

IfDL
This IE is always used in downlink direction.

9.1.33
CN INFORMATION BROADCAST REQUEST

This message is sent by the CN and includes information to be broadcasted to all users.

Direction: CN ( RNC

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

CN Domain Indicator
M

9.2.1.5

YES

CN Broadcast Information piece

1 to <maxnoofPieces>


EACH

   NAS Broadcast Information
M

9.2.3.5

-

   Area Identity
M

9.2.3.11

-

   Categorisation Parameters
M

9.2.1.15

-

Range bound
Explanation

maxnoofPieces
Maximum no. of Broadcast Information Pieces in one message. Value is 16.

9.1.34
CN INFORMATION BROADCAST CONFIRM

This message is sent by the RNC as a successful response to CN INFORMATION BROADCAST REQUEST.

Direction: RNC ( CN

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

CN Domain Indicator
M

9.2.1.5

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.35
CN INFORMATION BROADCAST REJECT

This message is sent by the RNC as a unsuccessful response to CN INFORMATION BROADCAST REQUEST.

Direction: RNC ( CN

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

CN Domain Indicator
M

9.2.1.5

YES

Cause
M

9.2.1.4

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.36
OVERLOAD
This message is sent by both the CN and the RNC to indicate that the node is overloaded.

Direction: RNC ( CN and CN ( RNC

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Number of steps
O

9.2.1.32

YES

9.1.37
RESET

This message is sent by both the CN and the RNC and is used to request that the other node shall be reset.

Direction: RNC ( CN and CN ( RNC

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
M

9.2.1.4

YES

CN Domain Indicator
M

9.2.1.5

YES

9.1.38
RESET ACKNOWLEDGE

This message is sent by both the CN and the RNC as a response to RESET.

Direction: RNC ( CN and CN ( RNC

Signalling bearer mode: Connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

CN Domain Indicator
M

9.2.1.5

YES

Criticality Diagnostics
O

9.2.1.35

YES

9.1.39
ERROR INDICATION

This message is sent by both the CN and the RNC and is used to indicate that some error has been detected in the node.

Direction: RNC ( CN and CN ( RNC

Signalling bearer mode: Connection oriented or connectionless.

IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality

Message Type
M

9.2.1.1

YES

Cause
C-ifalone

9.2.1.4

YES

Criticality Diagnostics
C-ifalone

9.2.1.35

YES

CN Domain Indicator
O

9.2.1.5

YES

Transport Layer Address
O

9.2.2.1

YES

Iu Transport Association
O

9.2.2.2

YES

Condition
Explanation

C_ifalone
At least either of Cause IE or Criticality Diagnostics IE shall be present.
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