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Other 
comments:
chapter 8.1

It is proposed to remove the last paragraph describing the interaction between EP’s, as the exceptions are described within the chapters of the respective EP’s.

chapter 8.2.2

The list containing the parameters for the setup- or modify list contains DL-N-PDU twice.

The 2nd sentence within the 5th paragraph after the bullets for the release list description should be deleted, as this would cause the need to split the setup/modify list into to separat lists, which should be avoided.

chapter 8.3.2 and 8.4.2

It is proposed to delete the last sentence, as sending an appropriate cause value, unless the cause value is explicitly stated, is an implementation specific issue. If this cannot be agreed, it is proposed to delete at least “(TBD)”.

chapter 8.7.2 and 8.8.2

The appearance of “ ‘Hard Handover’ ” should be changed to “ ’UE involved’ ” and

the appearance of “ ‘SRNS Relocation’ ” should be changed to “ ‘UE not involved’ ”.

chapter 8.6.5

1st sentence: reformulated

related to chapter 8.7.5: 9.1.7, 9.1.8 and 9.3.3

As the last bullet states ” The selection of signalling connection utilised for the Target RNC to Source RNC Transparent Container IE in RELOCATION REQUEST ACKNOWLEDGE message need not to be dependent on the signalling connection via which the Source RNC to Target RNC Transparent Container IE in RELOCATION REQUEST message was received.”. Therefore the appearance of the Source RNC to Target RNC Transparent Container IE should be made as conditional as the Target RNC to Source RNC Transparent Container IE which implies changes in chapter 9.1.7, 9.1.8 and 9.3.3.

chapter 9.1.24

key(s) should be changed to key, as, following the procedure description within 22.102, chapter 6.4.5, only one IK or EK is transported.

chapter 9.2.1.11 and 9.2.1.12 and 9.3.4

It is proposed, that the coding of the permitted algorithms is changed to BITSTRING. Further, the coding of UIA and UEA should follow 33.102, chapter 6.5.3 resp. chapter 6.6.3, where the possibility “no encryption” is not forseen and 00002 is assigned to UIA1 resp UEA1.

The coding of chosen integrity/encryption algorithm contains a failure in 9.3.4 (should not be the list of permitted algorithms)

chapter 9.1

The sentence after the NOTE should be deleted, as the receiving entity should be able to receive the IEs in any order, following the ASN.1 definition.
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8
RANAP Procedures

8.1
Elementary Procedures

In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs:

Table 1: Class 1

Elementary Procedure
Initiating Message
Successful Outcome
Unsuccessful Outcome



Response message
Response message


Iu Release
IU RELEASE COMMAND
IU RELEASE COMPLETE



Relocation Preparation
RELOCATION REQUIRED
RELOCATION COMMAND
RELOCATION PREPARATION FAILURE


Relocation Resource Allocation
RELOCATION REQUEST
RELOCATION REQUEST ACKNOWLEDGE
RELOCATION FAILURE


Relocation Cancel
RELOCATION CANCEL
RELOCATION CANCEL ACKNOWLEDGE



SRNS Context Transfer
SRNS CONTEXT REQUEST
SRNS CONTEXT RESPONSE



Security Mode Control
SECURITY MODE COMMAND
SECURITY MODE COMPLETE
SECURITY MODE REJECT


Data Volume Report
DATA VOLUME REPORT REQUEST
DATA VOLUME REPORT



Cn Information Broadcast
CN INFORMATION BROADCAST REQUEST
CN INFORMATION BROADCAST CONFIRM
CN INFORMATION BROADCAST REJECT


Reset
RESET
RESET ACKNOW-LEDGE



Table 2: Class 2

Elementary Procedure
Message

RAB Release Request
RAB RELEASE REQUEST

Iu Release Request
IU RELEASE REQUEST

Relocation Detect
RELOCATION DETECT

Relocation Complete
RELOCATION COMPLETE

SRNS Data Forwarding Initiation
SRNS DATA FORWARD COMMAND

SRNS Context Forwarding from Source RNC to CN
FORWARD SRNS CONTEXT

SRNS Data Forwarding to Target RNC from CN
FORWARD SRNS CONTEXT

Paging
PAGING

Common ID
COMMON ID

CN Invoke Trace
CN INVOKE TRACE

Location Reporting Control
LOCATION REPORTING CONTROL

Location Report
LOCATION REPORT

Initial UE Message
INITIAL UE MESSAGE

Direct Transfer
DIRECT TRANSFER

Overload Control
OVERLOAD

Error Indication
ERROR INDICATION

Table 3: Class 3

Elementary Procedure
Initiating Message
Respone Message

RAB Assignment
RAB ASSIGNMENT REQUEST
RAB ASSIGNMENT RESPONSE x N (N>=1)




8.2
RAB Assignment

8.2.1
General

The purpose of the RAB Assignment procedure is to enable modifications and/or releases of already established RABs and/or the establishment of new RABs for a given UE. The procedure uses connection oriented signaling.

8.2.2
Successful Operation
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Figure 1: RAB Assignment procedure.

The CN shall initiate the procedure by sending a RAB ASSIGNMENT REQUEST message. When sending the RAB ASSIGNMENT REQUEST, the CN shall start the T RABAssgt timer.

The CN may request UTRAN to:

-
establish 

-
modify 

-
release

One or several RABs with one RAB ASSIGNMENT REQUEST message.

The message shall contain the information required by the UTRAN to build the new RAB configuration, such as

-
list of RABs to establish or modify with their bearer characteristics

-
list of RABs to release

For each RAB requested to establish or modify, the message shall contain:

-
RAB ID

-
NAS Binding Information

-
RAB parameters (including e.g. Allocation/Retention Priority)

-
Data Volume Reporting Indication (only for PS)

-
User Plane Mode

-
Transport Layer Address

-
Iu Transport Association

-
DL GTP-PDU sequence number (only in case of handover from GPRS to UMTS)

-
UL GTP-PDU sequence number (only in case of handover from GPRS to UMTS)

-
DL N-PDU sequence number (only in case of handover from GPRS to UMTS)

-
UL N-PDU sequence number (only in case of handover from GPRS to UMTS)

For each RAB request to release, the message shall contain:

-
RAB ID

-
Cause

For each RAB requested to establish the message shall contain:

DL GTP-PDU sequence number (in case of the RAB being established for an existing PDP context or in case of handover from GPRS to UMTS)

UL GTP-PDU sequence number  (in case of the RAB being established for an existing PDP context or in case of handover from GPRS to UMTS)

Upon reception of the RAB ASSIGNMENT REQUEST message UTRAN shall execute the requested RAB configuration. 

The RAB ID shall identify uniquely the RAB over the Iu instance on which the RAB ASSIGNMENT REQUEST message is received. 

The RNC shall pass the NAS Binding Information IE transparently to the radio interface protocol for each RAB requested to establish or modify.

The RNC shall establish the resources according to the values of the Allocation/Retention Priority IE (priority level, pre-emption indication, queuing) and the resource situation as follows:

-
The RNC shall consider the priority level of the requested RAB, when deciding on the resource allocation. 

-
If the requested RAB is allowed for queuing and the resource situation requires, RNC may place the RAB in the establishment queue. 

-
The priority levels and the pre-emption indicators may (singularly or in combination) be used to determine  whether the RAB assignment has to be performed unconditionally and immediately. If the requested RAB is allowed to pre-empt and the resource situation requires, RNC may trigger the pre-emption procedure which may then cause the forced release of a lower priority RAB vulnerable for pre-emption, if no free resource is immediately available.Whilst the process and the extent of the pre-emption procedure is operator dependent, the pre-emption indicators, if given in the RAB ASSIGNMENT REQUEST, shall be treated as follows:

1.
the last received "Pre-emption Vulnerability indicator" and priority levels shall prevail.

2.
if the "Pre-emption Capability indicator" is set, then this allocation request may trigger the running of the pre-emption procedure.

3.
if the "Pre-emption Capability indicator" is not set, then this allocation request may not trigger the pre-emption procedure.

4.
if the "Pre-emption Vulnerability indicator" is set, then this connection is vulnerable and shall be included in the pre-emption process.

5.
if the "Pre-emption Vulnerability" bit is not set, then this connection is not vulnerable to pre-emption and shall not be included in the pre-emption process.

6.
if no priority has been indicated, both "Pre-emption Capability" and "Pre-emption Vulnerability" indicators shall not be considered.

-
The UTRAN pre-emption process shall keep the following rules:

1.
UTRAN shall only pre‑empt RABs with lower priority, in ascending order of priority.

2.
The pre-emption can be done for RABs belonging to the same UE or to other UEs.

UTRAN shall report to CN the outcome of the request by sending RAB ASSIGNMENT RESPONSE message(s).

UTRAN shall report to CN, in one RAB ASSIGNMENT RESPONSE message, the result  for all the requested RABs, such as:

-
List of RABs successfully established 

-
List of RABs successfully modified RABs 

-
List of RABs released

-
List of RABs failed to establish or modify or release
-
List of RABs queued
If none of the RABs have been queued, the CN shall stop timer T RABAssgt. And the RAB Assignment procedure terminates. In that case, the procedure shall also be terminated in UTRAN.

When the request to establish or modify one or several RABs is put in the queue, UTRAN shall start the timer TQUEUING. This timer specifies the maximum time for queuing of the request of establishment or modification.  The same timer TQUEUING is supervising all RABs being queued.

For each RABs that are queued the following outcomes shall be possible:

-
successfully established or modified 
-
failed to establish or modify
-
failed due to expiry of the timer TQUEUING
For the queued RABs, indicated in the first RAB ASSIGNMENT RESPONSE message, UTRAN shall report the outcome of the queuing in the case of TQUEUING expiry, for every RAB individually or for several RABs in subsequent RAB ASSIGNMENT RESPONSE message(s). This is left to implementation. UTRAN shall stop TQUEUING when all RABs have been either successfully established or modified or failed to establish or modify. The RAB Assignment procedure is then terminated both in CN and UTRAN.

When CN receives the response that one or several RABs are queued, CN shall expect UTRAN to provide the outcome of the queuing function for each RAB before expiry of the T RABAssgt timer. In case the timer T RABAssgt expires, the CN shall consider the RAB Assignment procedure terminated and the not reported RABs shall be considered as failed.

In the case the timer TQUEUING expires, the RAB Assignment procedure terminates in UTRAN for all queued RABs, and UTRAN shall respond for all of them in one RAB ASSIGNMENT RESPONSE message. The RAB Assignment procedure shall also be terminated in CN.

UTRAN shall report the outcome of a specific RAB to establish or modify only after the transport network control plane signalling, which is needed for RAB establishment or modification, has been executed. The transport network control plane signalling shall use the Transport Layer Address IE and Iu Transport Association IE.

After reporting the outcome of a specific RAB to establish or modify, the RNC shall initiate the user plane mode as requested by the CN in the User Plane Mode IE. This initialisation is described in ref.[6].

When UTRAN reports unsuccessful modification of RAB configuration the cause value should be precise enough to enable the core network to know the reason for unsuccessful modification. Typical cause values are: "Requested Traffic Class not Available", "Invalid RAB Parameters Value", "Requested Maximum Bit Rate not Available", "Requested Guaranteed Bit Rate not Available", "Requested Transfer Delay not Achievable", "Invalid RAB Parameters Combination", "Condition Violation for SDU Parameters", "Condition Violation for Traffic Handling Priority", "Condition Violation for Guaranteed Bit Rate", "User Plane Versions not Supported", "Iu UP Failure".

8.2.3
Unsuccessful Operation

The unsuccessful operation for this Class 3 Elementary procedure is described under the Successful Operation chapter.

8.2.4
Abnormal Conditions

Interactions with Relocation Preparation:

If the relocation becomes absolutely necessary during the RAB Assignment in order to keep the communication with the UE, the RNC may interrupt the ongoing RAB Assignment procedure and initiate the Relocation Preparation procedure  as follows:

1.
The RNC shall terminate the RAB Assignment procedure indicating unsuccessful RAB configuration modification:

-
for all queued RABs,

-
for RABs not already established or modified and

-
for RABs not already released with the cause 'Relocation triggered'.

2.
The RNC shall terminate the RAB Assignment procedure indicating successful RAB configuration modification:

-
for RABs already established or modified but not yet reported to the CN and

-
for RABs already released but not yet reported to the CN.

3.
The RNC shall report this outcome of the procedure in one RAB ASSIGNMENT RESPONSE message. 

4.
The RNC shall invoke relocation by sending the RELOCATION REQUIRED to the active CN node(s). 

5.
The CN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE message.

8.3
RAB Release Request

8.3.1
General

The purpose of the RAB Release Request procedure is to enable UTRAN to request the release of one or several radio access bearers. The procedure uses connection oriented signalling.

8.3.2
Successful Operation
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Figure 2: RAB  Release Request procedure. Successful Operation.

The RNC shall initiate the procedure by generating a RAB RELEASE REQUEST message towards the CN. The RABs to be released IE shall indicate the list of RABs requested to release and the Cause  IE associated to each RAB shall indicate the reason for the release. 

Upon reception of the RAB RELEASE REQUEST message, the CN shall initiate the appropriate release procedure for the identified RABs in the RAB RELEASE REQUEST message.
8.3.3
Abnormal Conditions

8.4
Iu Release Request

8.4.1
General

The purpose of the Iu Release Request procedure is to enable UTRAN to request the CN to release the Iu connection for a particular UE due to some UTRAN generated reason (e.g. "O&M Intervention", "Unspecified Failure", "RAB pre-empted", "User Inactivity"). The procedure uses connection oriented signalling.

8.4.2
Successful Operation
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Figure 3: Iu Release Request procedure. Successful Operation.

The RNS controlling the Iu connection(s) of that particular UE shall initiate the procedure by generating an IU RELEASE REQUEST message towards the CN. If two Iu connections exist for that particular UE, RNC shall sent an IU RELEASE REQUEST message to both CN domains. The procedure may be initiated for instance when the contact with a particular UE is lost or due to user inactivity. 

The IU RELEASE REQUEST message shall indicate the cause value for the requested Iu connection release.

Interactions with Iu Release:
The CN shall analyse the cause for sending the IU RELEASE REQUEST message, and if accepted, the CN shall initiate the Iu Release procedure. The CN shall pass the cause value indicated in the IU RELEASE REQUEST message unchanged (TBD) in the initiated Iu Release procedure.

8.4.3
Abnormal Conditions

8.5
Iu Release

8.5.1
General

The purpose of the Iu Release procedure is to enable the CN to release the Iu connection and all UTRAN resources related only to that Iu connection to be released.  The procedure uses connection oriented mode signalling.

The Iu Release procedure can be initiated for at least the following reasons:

-
Completion of transaction between UE and CN.

-
UTRAN generated reasons, i.e. reception of IU RELEASE REQUEST.

-
Completion of successful relocation of SRNS.

Cancellation of relocation after succesful Relocation Resource Allocation procedure has already been performed.

8.5.2
Successful Operation
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Figure 4: Iu Release procedure.

The Procedure is initiated by the CN by sending an IU RELEASE COMMAND message to the UTRAN.

After the IU RELEASE COMMAND has been sent, the CN shall not send further RANAP connection oriented messages on this particular connection.

The IU RELEASE COMMAND message shall include a Cause IE, indicating the reason for the release (e.g. "Successful Relocation", "Normal Release", "Release due to UTRAN Generated Reason", "Relocation Cancelled").

When the RNS receives the IU RELEASE COMMAND:

1.
Clearing of the UTRAN resources is initiated. However, the UTRAN shall not clear resources related to other Iu signalling connections the UE might have. The Iu transport bearers for RABs subject to data forwarding and other UTRAN resources used for the GTP-PDU forwarding process, are released by the RNC only when the timer  TDATAfwd expires.

2.
The RNC returns any assigned Iu user plane resources to idle.  Then the RNC sends an IU RELEASE COMPLETE message to the CN. (The RNC does not need to wait for the release of UTRAN radio resources to be completed before returning the IU RELEASE COMPLETE message.) When an IU RELEASE COMPLETE message is sent, the procedure is terminated in the UTRAN.

Reception of an IU RELEASE COMPLETE message terminates the procedure in the CN.

8.5.3
Abnormal Conditions

If the Iu Release procedure is not initiated towards the source RNC from the CN before the expiry of timer TRELOCoverall, the source RNC should initiate the Iu Release Request procedure towards the CN with a cause value "Trelocoverall expiry".

8.6
Relocation Preparation

8.6.1
General

The Purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving UE or without involving UE. Procedure shall be co-ordinated in all Iu signalling connections existing for the UE in order to allow Relocation Co-ordination in the target RNC. The procedure uses connection oriented signalling.

8.6.2
Successful Operation
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Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC shall initiate the procedure by generating RELOCATION REQUIRED message. The source RNC shall decide whether to initiate the intra-system Relocation or the inter-system Relocation. In case of intra-system Relocation the source RNC shall indicate in the Source ID IE the RNC-ID of the source RNC and in the Target ID IE the RNC-ID of the target RNC. In case of inter-system Relocation the source RNC shall indicate in the Source ID IE the Service Area Identifier  and in the Target ID IE the cell global identity of the target system. The source RNC shall indicate the appropriate cause value for the Relocation in the Cause IE.

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of UE. The source RNC shall set the Relocation Type IE accordingly to 'UE involved ' or 'UE not involved '.

The source RNC shall indicate in the RELOCATION REQUIRED message the amount of Iu signalling connections existing for the UE by setting correctly the Number of Iu Instances IE included in the Source to Target RNC Transparent Container IE. This container may also include the necessary information for Relocation co-ordination, security procedures and the handling of UE Capabilities. The container may include the RRC context to be relocated within the RRC Container IE. 

The source RNC shall send the RELOCATION REQUIRED message to CN and the source RNC shall start the timer TRELOCprep.
When the preparation including resource allocation in the target system is ready and CN has decided to continue the relocation of SRNS, CN shall send RELOCATION COMMAND message to the source RNC and the CN shall start the timer TRELOCcompl.

For each RAB originating from the PS domain,  the RELOCATION COMMAND message may contain Iu transport address and Iu transport association to be used for the forwarding of the DL N-PDU duplicates towards the relocation target.

The Relocation Preparation procedure is terminated in CN by transmission of RELOCATION COMMAND message.

If Relocation Type IE was set to 'UE involved ' by the source RNC and if the target system does not support all existing RABs, the RELOCATION COMMAND message shall contain a list of RABs indicating all the RABs that are not supported by the target system. The source RNC shall pass this information to radio protocols.

Upon reception of RELOCATION COMMAND belonging to ongoing Relocation Preparation procedure the source RNC shall stop the timer TRELOCprep , RNC shall start the timer TRELOCOverall and RNC shall terminate the procedure.

When Relocation Preparation procedure is terminated successfully and when the source RNC is ready, the source RNC should trigger the execution of relocation of SRNS.

In case of intersystem handover to GSM the RNC shall include MS Classmark 2 and MS Classmark 3 IEs received from the UE in the RELOCATION REQUIRED message to CN.

Interactions with other procedures:

If, after RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated, the source RNC receives a RANAP message initiating an other connection oriented RANAP class 1 or class 3 procedure (except Iu RELEASE COMMAND, which shall be handled normally) via the same Iu signalling connection, the source RNC shall either:

1.
cancel the Relocation Preparation procedure i.e. execute Relocation Cancel procedure and after successful completion of Relocation Cancel procedure the source RNC shall continue the initiated RANAP procedure.

or

2.
terminate the initiated RANAP procedure without any changes in UTRAN by sending appropriate response message to CN. The source RNC shall then continue the relocation of SRNS.

If, after RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated, the source RNC receives a connection oriented class 2 RANAP message via the same Iu signalling connection (except DIRECT TRANSFER message, which shall be handled normally) and if the source RNC does not decide to cancel the relocation of SRNS by initiating Relocation Cancel procedure, the source RNC shall ignore the received RANAP class 2 message.

After Relocation Preparation procedure is terminated successfully all RANAP messages (except Iu RELEASE COMMAND message, which shall be handled normally) received via the same Iu signalling bearer shall be ignored by the source RNC.

8.6.3
Unsuccessful Operation
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Figure 6: Relocation Preparation procedure. Unsuccessful operation.

If CN or target system is not able to even partially accept the relocation of SRNS or a failure occurs during the Relocation Preparation procedure in the CN or CN decides not to continue the relocation of SRNS, CN shall send RELOCATION PREPARATION FAILURE message to the source RNC.

RELOCATION PREPARATION FAILURE shall contain appropriate value for the Cause IE'.

Transmission of RELOCATION PREPARATION FAILURE terminates the procedure in CN. Reception of RELOCATION PREPARATION FAILURE terminates the procedure in UTRAN.

When Relocation preparation procedure is unsuccessfully terminated the existing Iu signalling connection can be used normally.

If the Relocation Preparation procedure is terminated unsuccessfully, CN shall release the possibly existing Iu signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC by initiating Iu Release procedure towards target RNC with an appropriate value for the Cause IE, e.g. 'Relocation Cancelled'.

Interactions with Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer TRELOCprep  expires in the source RNC, the source RNC shall cancel the Relocation Preparation procedure by initiating the Relocation Cancel procedure with appropriate value for the Cause IE, e.g.  'TRELOCprep expiry'.

8.6.4
Abnormal Conditions

If the target RNC, which was indicated in the RELOCATION REQUIRED message, is not known to the CN:

1.
The CN shall reject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message to the source RNC with Cause IE set to 'Unknown target RNC'.

2.
The CN shall continue to use the existing Iu connection towards the source RNC.

8.6.5
Co-ordination of Two Iu Signalling Connections

If RNC has decided to initiate Relocation Preparation procedure , RNC shall initiate simultaneously Relocation Preparation procedure on all Iu signalling connections existing for the UE.

The source RNC shall not trigger the execution of relocation of SRNS unless it has received RELOCATION COMMAND message from all Iu signalling connections existing for the UE.

If the source RNC receives RELOCATION PREPARATION FAILURE message from CN, RNC shall initiate Relocation Cancel procedure on the other Iu signalling connection for the UE if the other Iu signalling connection exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that Iu signalling connection.

8.7
Relocation Resource Allocation

8.7.1
General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from target RNS for a relocation of SRNS. Procedure shall be co-ordinated in all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

8.7.2
Successful Operation
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Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN shall initiate the procedure by generating RELOCATION REQUEST message. This message shall contain the information (if any)required by the UTRAN to build the new RAB configuration.

CN shall transmit the RELOCATION REQUEST message to target RNC and CN shall start the timer TRELOCalloc.
Upon reception of the RELOCATION REQUEST message target RNC shall initiate allocation of requested resources.  The following information elements received in RELOCATION REQUEST message:

-
RAB-ID

-
User plane mode

-
Priority level, queuing and pre-emption indication 

require special actions in RNC. The actions are the same as specified for the same IEs in the RAB Assignment procedure.

Following additional actions shall be executed in target RNC during Relocation Resource Allocation procedure:

If Relocation Type IE is set to 'UE involved':

-
Target RNC may accept a requested RAB only if:

1.
the RAB can be supported by target RNC and

2.
the radio bearer for the RAB exists or target RNC will establish necessary radio resources for the RAB by Uu interface information to be generated by target RNC and to be included in RELOCATION REQUEST ACKNOWLEDGE message.

-
Other RABs shall be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message with an appropriate value for Cause IE, e.g. 'Unable to Establish During Relocation'.

-
If an existing radio bearer is not related to any RAB that is accepted by target RNC, the corresponding radio bearer shall be ignored by target RNC. No actions to release the radio bearer shall  be taken by target RNC.

If RelocationType IE is set to 'UE not involved':

-
Target RNC may accept a RAB only if the radio bearer for the RAB exists and can be used for the RAB by the target RNC.

-
If an existing radio bearer is not related to any RAB that is accepted by target RNC, the corresponding radio bearer shall be ignored during the relocation of SRNS and the radio bearer shall be released by Uu interface protocols after completion of relocation of SRNS.

After all necessary resources for accepted RABs including the Iu user plane, are successfully allocated, target RNC shall send RELOCATION REQUEST ACKNOWLEDGE message to CN.

The RELOCATION REQUEST ACKNOWLEDGE message sent by the target RNC may optionally contain a transparent container, which  shall be transferred by CN to the source RNC using the RANAP message RELOCATION COMMAND.

Transmission and reception of RELOCATION REQUEST ACKNOWLEDGE message terminates the procedure in UTRAN and CN respectively.

8.7.3
Unsuccessful Operation
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Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If target RNC can not even partially accept the relocation of SRNS or a failure occurs during the Relocation Resource Allocation procedure in the target RNC, the target RNC shall send RELOCATION FAILURE message to CN.

Transmission and reception of RELOCATION FAILURE message terminates the procedure in UTRAN and CN respectively.

Interactions with Iu Release:

When CN has received RELOCATION FAILURE message from target RNC, CN shall stop timer TRELOCalloc and CN shall initiate Iu Release procedure towards target RNC with an appropriate value for the Cause IE, e.g. 'Relocation Cancelled'.

8.7.4
Abnormal Conditions

If after reception of the RELOCATION REQUEST message, the target RNC receives another RELOCATION REQUEST message on the same Iu connection, then target RNC shall discard the latter message and the original Relocation Resource Allocation procedure shall continue normally.

Interactions with Iu Release:

If CN decides to not continue the Relocation Resource Allocation procedure before the Relocation Resource Allocation procedure is completed, the CN shall stop timer TRELOCalloc and CN shall initiate Iu Release procedure towards target RNC with an appropriate value for the Cause IE, e.g. 'Relocation Cancelled'.

8.7.5
Co-ordination of Two Iu Signalling Connections

Co-ordination of two Iu signalling connections during Relocation Resource Allocation procedure shall be executed by target RNC when the Number of Iu Instancies IE received in RELOCATION REQUEST message indicates that two CN domains are involved in relocation of SRNS. 

-
If two CN domains are involved, following actions shall be taken by target RNC.Target RNC shall utilise the Permanent NAS UE Identity IE, received explicitly by each CN domain within RELOCATION REQUEST message, to link both Iu signalling connections together.
-
Target RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE only after all expected RELOCATION REQUEST messages are received and analysed.  

-
Target RNC shall ensure that there is no conflicting information in  Target RNC to Source RNC Transparent Container IE in RELOCATION REQUEST ACKNOWLEDGE messages transmitted via different Iu signalling connections and related to the same relocation of SRNS.  

-
The selection of signalling connection utilised for the Target RNC to Source RNC Transparent Container IE in RELOCATION REQUEST ACKNOWLEDGE message need not to be dependent on the signalling connection via which the Source RNC to Target RNC Transparent Container IE in RELOCATION REQUEST message was received.

8.8
Relocation Detect

8.8.1
General

The purpose of Relocation Detect procedure is to indicate by the RNC the detection of SRNS relocation execution to the CN. Procedure shall be co-ordinated in all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

8.8.2
Successful Operation
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Figure 9: Relocation Detect procedure: Successful operation.

Target RNC shall send  RELOCATION DETECT message to CN when relocation execution trigger is received. 

If the type of relocation of SRNS is 'UE involved', the relocation execution trigger is received from the Uu interface. If the type of relocation of SRNS is 'UE not involved', the relocation execution trigger is the reception of RELOCATION COMMIT message from Iur interface. 

When RELOCATION DETECT message is sent, target RNC shall start SRNC operation. 

Upon reception of RELOCATION DETECT message, CN may switch  the user plane from source RNC to target RNC.

8.8.3
Abnormal Conditions

Interactions with Relocation Complete

If the RELOCATION COMPLETE message is received by CN before the reception of RELOCATION DETECT message CN, shall handle the RELOCATION COMPLETE message normally.

8.8.4
Co-ordination of Multiple Iu Signalling Connections

When Relocation Detect procedure is to be intiated by target RNC, target RNC shall initiate the Relocation Detect procedure on all Iu signalling connections existing for the UE between target RNC and CN.

********           NEXT MODIFIED SECTION           ********

9
Elements for RANAP Communication


9.1
Message Contents

NOTE:
The messages have been defined in accordance to the quidelines specified in UMTS 25.921.


All the RANAP messages are listed in the following table:

Table 1: List of RANAP messages.

Message name
Reference

RAB ASSIGNMENT REQUEST
9.1.1

RAB ASSIGNMENT RESPONSE
9.1.2

RAB RELEASE REQUEST
9.1.3

IU RELEASE REQUEST
9.1.4

IU RELEASE COMMAND
9.1.5

IU RELEASE COMPLETE
9.1.6

RELOCATION REQUIRED
9.1.7

RELOCATION REQUEST
9.1.8

RELOCATION REQUEST ACKNOWLEDGE
9.1.9

RELOCATION COMMAND
9.1.10

RELOCATION DETECT
9.1.11

RELOCATION COMPLETE
9.1.12

RELOCATION PREPARATION FAILURE
9.1.13

RELOCATION FAILURE 
9.1.14

RELOCATION CANCEL
9.1.15

RELOCATION CANCEL ACKNOWLEDGE
9.1.16

SRNS CONTEXT REQUEST
9.1.17

SRNS CONTEXT RESPONSE
9.1.18

SRNS DATA FORWARD COMMAND
9.1.19

FORWARD SRNS CONTEXT
9.1.20

PAGING
9.1.21

COMMON ID 
9.1.22

CN INVOKE TRACE
9.1.23

SECURITY MODE COMMAND
9.1.24

SECURITY MODE COMPLETE
9.1.25

SECURITY MODE REJECT
9.1.26

LOCATION REPORTING CONTROL
9.1.27

LOCATION REPORT
9.1.28

DATA VOLUME REPORT REQUEST
9.1.29

DATA VOLUME REPORT
9.1.30

INITIAL UE MESSAGE 
9.1.31

DIRECT TRANSFER
9.1.32

CN INFORMATION BROADCAST REQUEST
9.1.33

CN INFORMATION BROADCAST CONFIRM
9.1.34

CN INFORMATION BROADCAST REJECT
9.1.35

OVERLOAD
9.1.36

RESET
9.1.37

RESET ACKNOWLEDGE
9.1.38

ERROR INDICATION
9.1.39

All information elements in the message descriptions below are marked mandatory, optional or conditional according to the following table:

Table 2: Meaning of abbreviations used in RANAP messages.

Abbreviation
Meaning

M
IE's marked as Mandatory (M) will always be included in the message.

O
IE's marked as Optional (O) may or may not be included in the message.

C
IE's marked as Conditional (C) will be included in a message only if the condition is satisfied. Otherwise the IE is not included.



********           NEXT MODIFIED SECTION           ********

9.1.7
RELOCATION REQUIRED

This message is sent by the source RNC to inform the CN that a relocation is to be performed.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1


Relocation Type
M

9.2.1.23


Cause
M

9.2.1.4


Source ID
M

9.2.1.24


Target ID
M

9.2.1.25


MS Classmark 2
C - ifGSMtarget

9.2.1.26
Defined in UMTS 24.008 [8].

MS Classmark 3
C - ifGSMtarget

9.2.1.27
Defined in UMTS 24.008 [8].

Source RNC to target RNC transparent container
C – IfNotOtherCN
and
C – 

IfUMTStarget

9.2.1.28


Old BSS to new BSS Information
C – ifGSMtarget

9.2.1.29
Defined in GSM 08.08 [11].

Condition
Explanation

ifGSMtarget
This IE is only present when initiating an inter system handover towards GSM BSS.

IfNotOtherCN
Must be included if not sent via the other CN.

IfUMTStarget
This IE is only present when initiating an SRNS Relocation.

9.1.8
RELOCATION REQUEST

This message is sent by the CN to request the target RNC to allocate necessary resources for a relocation.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1








Permanent NAS UE Identity
C - ifAvail

9.2.3.2


Cause
M

9.2.1.4


CN Domain Indicator
M

9.2.1.5


Source RNC to target RNC transparent container
C – IfNotOtherCN

9.2.1.28


RABs to be setup

0 to <maxnoofRABs>



   RAB ID
M

9.2.1.2


   NAS Binding Information
M

9.2.3.1


   RAB parameters
M

9.2.1.3


   Data Volume Reporting
   Indication
C - ifPS

9.2.1.17


   User Plane Information





      User Plane mode
M

9.2.1.18


      UP Mode Versions
M

9.2.1.19


   Transport Layer Address
M

9.2.2.1


   Iu Transport Association
M

9.2.2.2


Integrity Protection Information
M

9.2.1.11
Integrity Protection Information includes key and permitted algorithms.

Encryption Information
O

9.2.1.12
Encryption Information includes key and permitted algorithms.

Condition
Explanation

ifAvail
This IE is only present if available at the sending side.

IfPS
This IE is only present for RABs towards the PS domain.

IfNotOtherCN
Must be included if not sent via the other CN.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

********           NEXT MODIFIED SECTION           ********

9.1.10
RELOCATION COMMAND

This message is sent by the CN to source RNC to inform that resources for the relocation are allocated in target RNC.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1


Target RNC to Source RNC Transparent Container
C – ifApplNotOtherCN
and

C –

IfUMTSsource

9.2.1.30


L3 Information
C - ifGSMsource

9.2.1.31
Defined in GSM 08.08 [11].

RABs to be released

0 to <maxnoofRABs



   RAB ID
M

9.2.1.2


RABs subject to data forwarding
C - ifPS
0 to <maxnoofRABs>



   RAB ID
M

9.2.1.2


   Transport Layer Address
M

9.2.2.1


   Iu Transport Association
M

9.2.2.2


Criticality Diagnostics
O

9.2.1.35


Condition
Explanation

ifApplNotOtherCN
Must be included if applicable and if not sent via the other CN.

IfUMTSsource
This IE is only present in case of SRNS relocation.

IfGSMsource
This IE is only present when the source of an inter system handover is GSM BSS.

IfPS
This Group is only present for RABs towards the PS domain.

Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE. Value is 256.

********           NEXT MODIFIED SECTION           ********

9.1.24
SECURITY MODE COMMAND

This message is sent by the CN to trigger the integrity and ciphering functions over the radio interface.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1


Integrity Protection Information
M

9.2.1.11
 Integrity information includes key and permitted algorithms.

Encryption Information
O

9.2.1.12
 Encryption information includes key and permitted algorithms.
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9.2.1.11
Integrity Protection Information

This element contains the integrity protection information (key and permitted algorithms).
IE/Group Name
Presence
Range
IE type and reference
Semantics description

Integrity Protection Information











 Permitted Integrity Protection Algorithms
M

BIT STRING (16) ( standard UIA1 (0) )
Range is 0 to 15. Only one value used.

   Integrity Protection Key
M

BIT STRING (128)


9.2.1.12
Encryption Information

This element contains the user data encryption information (key and permitted algorithms) used to control any encryption equipment at the RNC.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Encryption Information











   Permitted Encryption Algorithms
M

BIT STRING (16) (standard UEA1 (0) )
Range is 0 to 15. Only one value used.

   Encryption Key
M

Bit string (128)


9.2.1.13
Chosen Integrity Protection Algorithm

This element indicates the integrity protection algorithm being used by the RNC.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Chosen Integrity Protection Algorithm
M

INTEGER ( standard UIA1 (0) )
Range is 0 to 15. Only one value used.

9.2.1.14
Chosen Encryption Algorithm

This element indicates the encryption algorithm being used by the RNC.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Chosen Encryption Algorithm
M

INTEGER (standard UEA1 (1) )
Range is 0 to 15. Only one value used.

********           NEXT MODIFIED SECTION           ********

9.2.1.20
Chosen UP Version

Chosen UP version IE is an information element that is sent by RNC to CN. It indicates which version of the given UP mode the RNC selected to be used.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Chosen UP Version
M

INTEGER (1..16)


It indicates the version of the UP mode the RNC selected.

Value 1 equals version 1

…

Value 16 equals version 16

********           NEXT MODIFIED SECTION           ********

9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for RANAP.

--

-- **************************************************************

RANAP-PDU-Contents -- { object identifier to be allocated }-- 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


DataVolumeReference,


AreaIdentity,


CN-DomainIndicator,


CategorisationParameters,


Cause,


CriticalityDiagnostics,


ChosenEncryptionAlgorithm,


ChosenIntegrityProtectionAlgorithm,


ChosenUP-Version,


ClassmarkInformation2,


ClassmarkInformation3,


DL-GTP-PDU-SequenceNumber,


DL-N-PDU-SequenceNumber,


DataVolumeReportingIndication,


EncryptionInformation,


IntegrityProtectionInformation,


IuTransportAssociation,


L3-Information,


LAI,


NAS-BindingInformation,


NAS-BroadcastInformation,


NAS-PDU,


NonSearchingIndication,


NumberOfSteps,


OMC-ID,


OldBSS-ToNewBSS-Information,


PagingAreaID,


PagingCause,


PermanentNAS-UE-ID,


RAB-ID,


RAB-Parameters,


RAC,


RelocationType,


RequestType,


SAI,


SAPI,


SourceID,


SourceRNC-ToTargetRNC-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TemporaryUE-ID,


TraceReference,


TraceType,


UnsuccessfullyTransmittedDataVolume,


TransportLayerAddress,


TriggerID,


UE-ID,


UL-GTP-PDU-SequenceNumber,


UL-N-PDU-SequenceNumber,


UP-ModeVersions,


UserPlaneMode

FROM RANAP-IEs


PrivateExtensionContainer{},


ProtocolExtensionContainer{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-Container{},


RANAP-PRIVATE-EXTENSION,


RANAP-PROTOCOL-EXTENSION,


RANAP-PROTOCOL-IES,


RANAP-PROTOCOL-IES-PAIR

FROM RANAP-Containers


maxNrOfErrors,


maxNrOfPieces,


maxNrOfRABs,


maxNrOfVol,


id-AreaIdentity,


id-CN-BroadcastInformationPiece,


id-CN-BroadcastInformationPieceList,


id-CN-DomainIndicator,


id-Cause,


id-ChosenEncryptionAlgorithm,


id-ChosenIntegrityProtectionAlgorithm,


id-ClassmarkInformation2,


id-ClassmarkInformation3,


id-CriticalityDiagnostics,


id-DL-GTP-PDU-SequenceNumber,


id-EncryptionInformation,


id-IntegrityProtectionInformation,


id-IuTransportAssociation,


id-L3-Information,


id-LAI,


id-NAS-PDU,


id-NonSearchingIndication,


id-NumberOfSteps,


id-OMC-ID,


id-OldBSS-ToNewBSS-Information,


id-PagingAreaID,


id-PagingCause,


id-PermanentNAS-UE-ID,


id-RAB-ContextItem,


id-RAB-ContextList,


id-RAB-DataForwardingItem,


id-RAB-DataForwardingItem-SRNS-CtxReq,


id-RAB-DataForwardingList,


id-RAB-DataForwardingList-SRNS-CtxReq,


id-RAB-DataVolumeReportItem,


id-RAB-DataVolumeReportList,


id-RAB-DataVolumeReportRequestItem,


id-RAB-DataVolumeReportRequestList,


id-RAB-FailedItem,


id-RAB-FailedList,


id-RAB-ID,


id-RAB-QueuedItem,


id-RAB-QueuedList,


id-RAB-ReleaseFailedList,


id-RAB-ReleaseItem,


id-RAB-ReleaseList,


id-RAB-ReleasedItem,


id-RAB-ReleasedList,


id-RAB-ReleasedList-IuRelComp,


id-RAB-RelocationReleaseItem,


id-RAB-RelocationReleaseList,


id-RAB-SetupItem-RelocReq,


id-RAB-SetupItem-RelocReqAck,


id-RAB-SetupList-RelocReq,


id-RAB-SetupList-RelocReqAck,


id-RAB-SetupOrModifiedItem,


id-RAB-SetupOrModifiedList,


id-RAB-SetupOrModifyItem,


id-RAB-SetupOrModifyList,


id-RAC,


id-RelocationType,


id-RequestType,


id-SAI,


id-SAPI,


id-SourceID,


id-SourceRNC-ToTargetRNC-TransparentContainer,


id-TargetID,


id-TargetRNC-ToSourceRNC-TransparentContainer,


id-TemporaryUE-ID,


id-TraceReference,


id-TraceType,


id-TransportLayerAddress,


id-TriggerID,


id-UE-ID,


id-UL-GTP-PDU-SequenceNumber

FROM RANAP-Constants;

-- **************************************************************

--

-- Common Container Lists

--

-- **************************************************************

RAB-IE-ContainerList                  { RANAP-PROTOCOL-IES      : IEsSetParam }
::= ProtocolIE-ContainerList     { 1, maxNrOfRABs,   {IEsSetParam} }

RAB-IE-ContainerPairList              { RANAP-PROTOCOL-IES-PAIR : IEsSetParam }
::= ProtocolIE-ContainerPairList { 1, maxNrOfRABs,   {IEsSetParam} }

ProtocolError-IE-ContainerList        { RANAP-PROTOCOL-IES      : IEsSetParam }
::= ProtocolIE-ContainerList     { 1, maxNrOfRABs,   {IEsSetParam} }

CN-BroadcastInfPiece-IE-ContainerList { RANAP-PROTOCOL-IES      : IEsSetParam }
::= ProtocolIE-ContainerList     { 1, maxNrOfPieces, {IEsSetParam} }

-- **************************************************************

--

-- Iu RELEASE ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Iu Release Command

--

-- **************************************************************

Iu-ReleaseCommand ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {Iu-ReleaseCommandIEs} },


protocolExtensions

ProtocolExtensionContainer { {Iu-ReleaseCommandExtensions} } 



OPTIONAL,


...

}

Iu-ReleaseCommandIEs RANAP-PROTOCOL-IES ::= {


{ ID id-Cause




CRITICALITY ignore
TYPE Cause
 



PRESENCE mandatory
},


...

}

Iu-ReleaseCommandExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Iu Release Complete

--

-- **************************************************************

Iu-ReleaseComplete ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {Iu-ReleaseCompleteIEs} },


protocolExtensions

ProtocolExtensionContainer { {Iu-ReleaseCompleteExtensions} }



OPTIONAL,


...

}

Iu-ReleaseCompleteIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-DataVolumeReportList

CRITICALITY ignore
TYPE RAB-DataVolumeReportList 


PRESENCE conditional



-- This group is only present if data volume reporting for PS domain is required --







} |


{ ID id-RAB-ReleasedList-IuRelComp

CRITICALITY ignore
TYPE RAB-ReleasedList-IuRelComp


PRESENCE conditional


-- This group is only present for RABs towards the PS domain when the release was initiated by UTRAN --





} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics  


PRESENCE optional 
},


...

}

RAB-DataVolumeReportList 



::= RAB-IE-ContainerList { {RAB-DataVolumeReportItemIEs} }

RAB-DataVolumeReportItemIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-DataVolumeReportItem

CRITICALITY ignore
TYPE RAB-DataVolumeReportItem


PRESENCE mandatory
},


...

}

RAB-DataVolumeReportItem ::= SEQUENCE {


rAB-ID





RAB-ID,


dl-UnsuccessfullyTransmittedDataVolume

DataVolumeList

OPTIONAL


-- This IE is only present if data volume reporting for PS domain is required --,


iE-Extensions




ProtocolExtensionContainer { {RAB-DataVolumeReportItem-ExtIEs} }


OPTIONAL,


...

}

RAB-DataVolumeReportItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RAB-ReleasedList-IuRelComp



::= RAB-IE-ContainerList { {RAB-ReleasedItem-IuRelComp-IEs} }

RAB-ReleasedItem-IuRelComp-IEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-ID




CRITICALITY ignore
TYPE RAB-ID




PRESENCE mandatory
} |


{ ID id-DL-GTP-PDU-SequenceNumber

CRITICALITY ignore
TYPE DL-GTP-PDU-SequenceNumber


PRESENCE mandatory
} |


{ ID id-UL-GTP-PDU-SequenceNumber

CRITICALITY ignore
TYPE UL-GTP-PDU-SequenceNumber


PRESENCE mandatory
},


...

}

Iu-ReleaseCompleteExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- RELOCATION PREPARATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Relocation Required

--

-- **************************************************************

RelocationRequired ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {RelocationRequiredIEs} },


protocolExtensions

ProtocolExtensionContainer { {RelocationRequiredExtensions} }



OPTIONAL,

        ...

}

RelocationRequiredIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RelocationType



CRITICALITY ignore
TYPE RelocationType 



PRESENCE mandatory
} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause

 


PRESENCE mandatory
} |


{ ID id-SourceID



CRITICALITY ignore
TYPE SourceID
 



PRESENCE mandatory
} |


{ ID id-TargetID



CRITICALITY reject
TYPE TargetID
 



PRESENCE mandatory
} |


{ ID id-ClassmarkInformation2


CRITICALITY ignore
TYPE ClassmarkInformation2


PRESENCE conditional


-- This is only present when initiating an inter system handover towards GSM BSC --







} |


{ ID id-ClassmarkInformation3


CRITICALITY ignore
TYPE ClassmarkInformation3


PRESENCE conditional


-- This is only present when initiating an inter system handover towards GSM BSC --







} |


{ ID id-SourceRNC-ToTargetRNC-TransparentContainer









CRITICALITY reject
TYPE SourceRNC-ToTargetRNC-TransparentContainer PRESENCE conditional


-- Must be included if not sent via the other CN --
    -- This is only present
when initiating an SRNS relocation --












} |


{ ID id-OldBSS-ToNewBSS-Information

CRITICALITY ignore
TYPE OldBSS-ToNewBSS-Information

PRESENCE conditional


-- This is only present when initiating an inter system handover towards GSM BSC --







} ,


...

}

RelocationRequiredExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Relocation Command

--

-- **************************************************************

RelocationCommand ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {RelocationCommandIEs} },


protocolExtensions

ProtocolExtensionContainer { {RelocationCommandExtensions} }



OPTIONAL,


...

}

RelocationCommandIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TargetRNC-ToSourceRNC-TransparentContainer









CRITICALITY reject
TYPE TargetRNC-ToSourceRNC-TransparentContainer PRESENCE conditional



-- Must be included if applicable and if not sent via other CN --











-- This is only present in case of SRNS relocation














-- } |


{ ID id-L3-Information



CRITICALITY ignore
TYPE L3-Information



PRESENCE conditional


-- This IE is only present when the source of an inter system handover is GSM BSS --







} |


{ ID id-RAB-RelocationReleaseList

CRITICALITY ignore
TYPE RAB-RelocationReleaseList 


PRESENCE optional
} |


{ ID id-RAB-DataForwardingList


CRITICALITY ignore
TYPE RAB-DataForwardingList


PRESENCE conditional



-- This group if applicable is only present for RABs towards the PS domain --








} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics 


PRESENCE optional
},


...

}

RAB-RelocationReleaseList 



::= RAB-IE-ContainerList { {RAB-RelocationReleaseItemIEs} }

RAB-RelocationReleaseItemIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-RelocationReleaseItem

CRITICALITY ignore
TYPE RAB-RelocationReleaseItem


PRESENCE mandatory
},


...

}

RAB-RelocationReleaseItem ::= SEQUENCE {


rAB-ID





RAB-ID,


iE-Extensions




ProtocolExtensionContainer { {RAB-RelocationReleaseItem-ExtIEs} }


OPTIONAL,


...

}

RAB-RelocationReleaseItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RAB-DataForwardingList 




::= RAB-IE-ContainerList { {RAB-DataForwardingItemIEs} }

RAB-DataForwardingItemIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-DataForwardingItem


CRITICALITY ignore
TYPE RAB-DataForwardingItem


PRESENCE mandatory
},


...

}

RAB-DataForwardingItem ::= SEQUENCE {


rAB-ID





RAB-ID,


transportLayerAddress



TransportLayerAddress,


iuTransportAssociation



IuTransportAssociation,


iE-Extensions




ProtocolExtensionContainer { {RAB-DataForwardingItem-ExtIEs} }


OPTIONAL,


...

}

RAB-DataForwardingItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RelocationCommandExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Relocation Preparation Failure

--

-- **************************************************************

RelocationPreparationFailure ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {RelocationPreparationFailureIEs} },


protocolExtensions

ProtocolExtensionContainer { {RelocationPreparationFailureExtensions} }


OPTIONAL,

        ...

}

RelocationPreparationFailureIEs RANAP-PROTOCOL-IES ::= {


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics 


PRESENCE optional
},


...

}

RelocationPreparationFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- RELOCATION RESOURCE ALLOCATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Relocation Request

--

-- **************************************************************

RelocationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {RelocationRequestIEs} },


protocolExtensions

ProtocolExtensionContainer { {RelocationRequestExtensions} }



OPTIONAL,


...

}

RelocationRequestIEs RANAP-PROTOCOL-IES ::= {


{ ID id-PermanentNAS-UE-ID


CRITICALITY ignore
TYPE PermanentNAS-UE-ID 


PRESENCE conditional


-- This IE is only present if available at the sending side --










} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
} |


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-SourceRNC-ToTargetRNC-TransparentContainer










CRITICALITY reject
TYPE SourceRNC-ToTargetRNC-TransparentContainer
PRESENCE conditional


-- Must be included if not sent via the other CN --













} |


{ ID id-RAB-SetupList-RelocReq


CRITICALITY ignore
TYPE RAB-SetupList-RelocReq


PRESENCE mandatory
} |


{ ID id-IntegrityProtectionInformation

CRITICALITY ignore
TYPE IntegrityProtectionInformation 

PRESENCE mandatory
} |


{ ID id-EncryptionInformation


CRITICALITY ignore
TYPE EncryptionInformation 


PRESENCE optional
},


...

}

RAB-SetupList-RelocReq 




::= RAB-IE-ContainerList { {RAB-SetupItem-RelocReq-IEs} }

RAB-SetupItem-RelocReq-IEs RANAP-PROTOCOL-IES ::= { 


{ ID id-RAB-SetupItem-RelocReq


CRITICALITY reject
TYPE RAB-SetupItem-RelocReq


PRESENCE mandatory 
},


...

}

RAB-SetupItem-RelocReq ::= SEQUENCE {


rAB-ID





RAB-ID,


nAS-BindingInformation



NAS-BindingInformation,


rAB-Parameters




RAB-Parameters,


dataVolumeReportingIndication


DataVolumeReportingIndication 
OPTIONAL


-- This IE is only present if available at the sending side --,


userPlaneInformation



UserPlaneInformation,


transportLayerAddress



TransportLayerAddress,


iuTransportAssociation



IuTransportAssociation,


iE-Extensions




ProtocolExtensionContainer { {RAB-SetupItem-RelocReq-ExtIEs} }


OPTIONAL,


...

}

RAB-SetupItem-RelocReq-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

UserPlaneInformation ::= SEQUENCE {


userPlaneMode




UserPlaneMode,


uP-ModeVersions




UP-ModeVersions,


iE-Extensions




ProtocolExtensionContainer { {UserPlaneInformation-ExtIEs} }


OPTIONAL,


...

}

UserPlaneInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RelocationRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Relocation Request Acknowledge

--

-- **************************************************************

RelocationRequestAcknowledge ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {RelocationRequestAcknowledgeIEs} },


protocolExtensions

ProtocolExtensionContainer { {RelocationRequestAcknowledgeExtensions} }


OPTIONAL,


...

}

RelocationRequestAcknowledgeIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TargetRNC-ToSourceRNC-TransparentContainer








CRITICALITY ignore
TYPE TargetRNC-ToSourceRNC-TransparentContainer PRESENCE conditional


-- Must be included if applicapble and if not sent via the other CN --









} |


{ ID id-RAB-SetupList-RelocReqAck

CRITICALITY ignore
TYPE RAB-SetupList-RelocReqAck


PRESENCE conditional


-- This Group is only present for RABs towards the PS domain --










} |


{ ID id-RAB-FailedList



CRITICALITY ignore
TYPE RAB-FailedList



PRESENCE conditional


-- This group must be present at least when tno other group is present, i.e. at least one group must be present --



} |


{ ID id-ChosenIntegrityProtectionAlgorithm
CRITICALITY ignore
TYPE ChosenIntegrityProtectionAlgorithm

PRESENCE mandatory
} |


{ ID id-ChosenEncryptionAlgorithm

CRITICALITY ignore
TYPE ChosenEncryptionAlgorithm


PRESENCE optional
} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics 


PRESENCE optional
},


...

}

RAB-SetupList-RelocReqAck 



::= RAB-IE-ContainerList { {RAB-SetupItem-RelocReqAck-IEs} }

RAB-SetupItem-RelocReqAck-IEs RANAP-PROTOCOL-IES ::= { 


{ ID id-RAB-SetupItem-RelocReqAck

CRITICALITY reject
TYPE RAB-SetupItem-RelocReqAck


PRESENCE mandatory 
},


...

}

RAB-SetupItem-RelocReqAck ::= SEQUENCE {


rAB-ID





RAB-ID,


chosenUP-Version



ChosenUP-Version

OPTIONAL,


transportLayerAddress



TransportLayerAddress,


iuTransportAssociation



IuTransportAssociation,


iE-Extensions




ProtocolExtensionContainer { {RAB-SetupItem-RelocReqAck-ExtIEs} }


OPTIONAL,


...

}

RAB-SetupItem-RelocReqAck-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RAB-FailedList 





::= RAB-IE-ContainerList { {RAB-FailedItemIEs} }

RAB-FailedItemIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-FailedItem



CRITICALITY ignore
TYPE RAB-FailedItem



PRESENCE mandatory
},


...

}

RAB-FailedItem ::= SEQUENCE {


rAB-ID





RAB-ID,


cause





Cause,


iE-Extensions




ProtocolExtensionContainer { {RAB-FailedItem-ExtIEs} }


OPTIONAL,


...

}

RAB-FailedItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RelocationRequestAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Relocation Failure

--

-- **************************************************************

RelocationFailure ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {RelocationFailureIEs} },


protocolExtensions

ProtocolExtensionContainer { {RelocationFailureExtensions} }



OPTIONAL,


...

}

RelocationFailureIEs RANAP-PROTOCOL-IES ::= {


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics 


PRESENCE optional
},


...

}

RelocationFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

********           NEXT MODIFIED SECTION           ********

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

RANAP-IEs -- { object identifier to be allocated }-- 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


maxNrOfErrors,


maxNrOfRABs,


maxNrOfPoints,


maxRAB-Subflows,


maxRAB-SubflowCombination

FROM RANAP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM RANAP-CommonDataTypes


ProtocolExtensionContainer{},


RANAP-PROTOCOL-EXTENSION

FROM RANAP-Containers;

-- A

AllocationOrRetentionPriority ::= SEQUENCE {


priorityLevel


PriorityLevel,


pre-emptionCapability

Pre-emptionCapability,


pre-emptionVulnerability
Pre-emptionVulnerability,


queuingAllowed


QueuingAllowed,


iE-Extensions


ProtocolExtensionContainer { {AllocationOrRetentionPriority-ExtIEs} } OPTIONAL,


...

}

AllocationOrRetentionPriority-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

AreaIdentity ::= CHOICE {


sAI



SAI,


geographicalArea

GeographicalArea,


...

}

-- B

BindingID



::= OCTET STRING (SIZE (4))

-- C

CategorisationParameters 

::= INTEGER (0..15)

Cause ::= CHOICE {


radioNetwork


CauseRadioNetwork,


transmissionNetwork

CauseTransmissionNetwork,


nAS



CauseNAS,


protocol


CauseProtocol,


misc



CauseMisc,


non-Standard


CauseNon-Standard,


...

}

CauseMisc ::= INTEGER {


om-intervention (129),


no-resource-available (130),


unspecified-failure (131),


network-optimisation (132)

} (129..256)

CauseNAS ::= INTEGER {


user-restriction-start-indication (81),


user-restriction-end-indication (82),


normal-release (83)

} (81..96)

CauseProtocol ::= INTEGER {


transfer-syntax-error (97)

} (97..112)

CauseRadioNetwork ::= INTEGER {


rab-pre-empted (1),


trelocoverall-expiry (2),


trelocprep-expiry (3),


treloccomplete-expiry (4),


tqueing-expiry (5),


relocation-triggered (6),


unable-to-establish-during-relocation (8),


unknown-target-rnc (9),


relocation-cancelled (10),


successful-relocation (11),


requested-ciphering-and-or-integrity-protection-algorithms-not-supported (12),


ciphering-and-or-integrity-protection-already-active (13),


failure-in-the-radio-interface-procedure (14),


release-due-to-utran-generated-reason (15),


user-inactivity (16),


time-critical-relocation (17),


requested-traffic-class-not-available (18),


invalid-rab-parameters-value (19),


requested-maximum-bit-rate-not-available (20),


requested-guaranteed-bit-rate-not-available (21),


requested-transfer-delay-not-achievable (22),


invalid-rab-parameters-combination (23),


condition-violation-for-sdu-parameters (24),


condition-violation-for-traffic-handling-priority (25),


condition-violation-for-guaranteed-bit-rate (26),


user-plane-versions-not-supported (27),


iu-up-failure (28)

} (1..64)

CauseNon-Standard ::= INTEGER (129..256)

CauseTransmissionNetwork ::= INTEGER {


logical-error-unknown-iu-transport-association (65)

} (65..80)

CriticalityDiagnostics ::= SEQUENCE {


procedureCode


ProcedureCode


OPTIONAL,


triggeringMessage

TriggeringMessage

OPTIONAL,


criticalityResponse

Criticality


OPTIONAL,


iEsCriticalityResponses

CriticalityDiagnostics-IE-List 
OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {CriticalityDiagnostics-ExtIEs} } OPTIONAL,


...

}

CriticalityDiagnostics-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

CriticalityDiagnostics-IE-List ::= SEQUENCE (SIZE (1..maxNrOfErrors)) OF


SEQUENCE {



criticalityResponse

Criticality,



iE-ID



ProtocolIE-ID,



iE-Extensions


ProtocolExtensionContainer { {CriticalityDiagnostics-IE-List-ExtIEs} } OPTIONAL,



...


}

CriticalityDiagnostics-IE-List-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

CGI ::= SEQUENCE {


pLMN-ID



PLMN-ID,


lAC



LAC,


cI



CI,


iE-Extensions


ProtocolExtensionContainer { {CGI-ExtIEs} } OPTIONAL

}

CGI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

ChosenEncryptionAlgorithm 

::= EncryptionAlgorithm
ChosenIntegrityProtectionAlgorithm 
::= IntegrityProtectionAlgorithm
ChosenUP-Version ::= ENUMERATED {


version1,


version2,


...

}

CI




::= OCTET STRING (SIZE (2))

ClassmarkInformation2


::= OCTET STRING

ClassmarkInformation3


::= OCTET STRING

CN-DomainIndicator ::= ENUMERATED { 


cs-domain, 


ps-domain 

}

-- D

DataVolumeReference


::= INTEGER (0..255)

DataVolumeReportingIndication ::= ENUMERATED {


do-report,


do-not-report

}

DeliveryOfErroneousSDU ::= ENUMERATED { 


yes, 


no, 


no-error-detection-consideration

}

DeliveryOrder::= ENUMERATED {


delivery-order-requested,


delivery-order-not-requested

}

DL-GTP-PDU-SequenceNumber

::= INTEGER (0..65535)

-- Reference: xx.xxx

DL-N-PDU-SequenceNumber 

::= INTEGER (0..4095)

-- Reference: xx.xxx

D-RNTI




::= OCTET STRING (SIZE (20))

-- E

EncryptionAlgorithm 


::= INTEGER { standard-UMTS-encryption-algorith-UEA1 (0) } (0..15)

EncryptionInformation ::= SEQUENCE {


permittedAlgorithms

PermittedEncryptionAlgorithms,


key



EncryptionKey,


iE-Extensions


ProtocolExtensionContainer { {EncryptionInformation-ExtIEs} } OPTIONAL

}

EncryptionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

EncryptionKey 



::= BIT STRING (SIZE (128))

-- Reference: 33.102

Event ::= ENUMERATED { 


stop, 


direct, 


change-of-area, 


... 

}

-- F

-- G

GeographicalArea ::= CHOICE {


point



GA-Point,


pointWithUnCertainty

GA-PointWithUnCertainty,


polygon



GA-Polygon,


...

}

GeographicalCoordinates ::= SEQUENCE {


latitudeSign


ENUMERATED { north, south },


latitude


INTEGER (0..8388607),


longitude


INTEGER (-8388608..8388607),


iE-Extensions


ProtocolExtensionContainer { {GeographicalCoordinates-ExtIEs} } OPTIONAL,


...

}

GeographicalCoordinates-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

GA-Point ::= SEQUENCE {


geographicalCoordinates

GeographicalCoordinates,


iE-Extensions


ProtocolExtensionContainer { {GA-Point-ExtIEs} } OPTIONAL,


...

}

GA-Point-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

GA-PointWithUnCertainty ::=SEQUENCE {


geographicalCoordinates

GeographicalCoordinates,


iE-Extensions


ProtocolExtensionContainer { {GA-PointWithUnCertainty-ExtIEs} } OPTIONAL,


uncertaintyCode


INTEGER (0..127)

}

GA-PointWithUnCertainty-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

GA-Polygon ::= SEQUENCE (SIZE (1..maxNrOfPoints)) OF


SEQUENCE {



geographicalCoordinates

GeographicalCoordinates,



iE-Extensions


ProtocolExtensionContainer { {GA-Polygon-ExtIEs} } OPTIONAL,



...


}

GA-Polygon-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

GlobalRNC-ID ::= SEQUENCE {


pLMN-ID



PLMN-ID,


rNC-ID



RNC-ID,


iE-Extensions


ProtocolExtensionContainer { {GlobalRNC-ID-ExtIEs} } OPTIONAL

}

GlobalRNC-ID-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

GTP-TEI




::= OCTET STRING (SIZE (4))

-- Reference: xx.xxx

GuaranteedBitrate


::= INTEGER (0..16000000)

-- Unit is bits per sec

-- H

-- I

IMEI




::= TBCD-STRING (SIZE (8))

-- Reference: 23.003

IMSI




::= TBCD-STRING (SIZE (3..8))

-- Reference: 23.003

IntegrityProtectionAlgorithm

::= INTEGER { standard-UMTS-integrity-algorithm-UIA1 (0) } (0..15)

IntegrityProtectionInformation ::= SEQUENCE {


permittedAlgorithms

PermittedIntegrityProtectionAlgorithms,


key



IntegrityProtectionKey,


iE-Extensions


ProtocolExtensionContainer { {IntegrityProtectionInformation-ExtIEs} } OPTIONAL

}

IntegrityProtectionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

IntegrityProtectionKey


::= BIT STRING (SIZE (128))

IuTransportAssociation ::= CHOICE {


gTP-TEI



GTP-TEI,


bindingID


BindingID,


...

}

-- J

-- K

-- L

LAC




::= OCTET STRING (SIZE (2))

LAI ::= SEQUENCE {


pLMN-ID



PLMN-ID,


lAC



LAC,


iE-Extensions


ProtocolExtensionContainer { {LAI-ExtIEs} } OPTIONAL

}

LAI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

L3-Information



::= OCTET STRING

-- M

MaxBitrate



::= INTEGER (0..16000000)

-- Unit is bits per sec

MaxSDU-Size



::= INTEGER

-- MaxSDU-Size



::= INTEGER (0..32768)

-- Unit is bit

MCC




::= TBCD-STRING (SIZE (2))

-- Reference: 24.008

MNC




::= TBCD-STRING (SIZE (2))

-- Reference: 24.008

-- N

NAS-BindingInformation


::= OCTET STRING (SIZE (2))

NAS-BroadcastInformation 

::= OCTET STRING 

NAS-PDU




::= OCTET STRING

NonSearchingIndication ::= ENUMERATED {


non-searching,


searching

}

NumberOfIuInstances


::= INTEGER (1..2)

NumberOfSteps



::= INTEGER (1..16)

-- O

OldBSS-ToNewBSS-Information

::= OCTET STRING

OMC-ID




::= OCTET STRING (SIZE (3..22))

-- Reference: GSM TS 12.20

-- P

PagingAreaID ::= CHOICE {


lAI



LAI,


rAI



RAI,


...

}

PagingCause ::= ENUMERATED { 


speech-call, 


cs-data-call, 


ps-data-call, 


sms,


...

}

PermanentNAS-UE-ID ::= CHOICE {


iMSI



IMSI,


...

}

PermittedEncryptionAlgorithms ::= BIT STRING { standard-UMTS-encryption-algorith-UEA1 (0) } (SIZE (16))

PermittedIntegrityProtectionAlgorithms ::= BIT STRING { standard-UMTS-integrity-algorithm-UIA1 (0) } (SIZE (16))

PLMN-ID 



::= TBCD-STRING (SIZE (3))

Pre-emptionCapability ::= ENUMERATED {


can-not-trigger-pre-emption,


can-trigger-pre-emption

}

Pre-emptionVulnerability ::= ENUMERATED {


not-vulnerable-to-pre-emption,


vulnerable-to-pre-emption

}

PriorityLevel



::= INTEGER { spare (0), highest (1), lowest (14), no-priority (15) } (0..15)

P-TMSI




::= OCTET STRING (SIZE (4))

-- Q

QueuingAllowed ::= ENUMERATED {


queueing-not-allowed,


queueing-allowed

}

-- R

RAB-ID




::= INTEGER (1..maxNrOfRABs)

RAB-Parameters ::= SEQUENCE {


trafficClass


TrafficClass,


maxBitrate


MaxBitrate,


guaranteedBitRate

GuaranteedBitrate,


deliveryOrder


DeliveryOrder,


maxSDU-Size


MaxSDU-Size,


sDU-Parameters


SDU-Parameters,


transferDelay


TransferDelay,


trafficHandlingPriority

TrafficHandlingPriority,


allocationOrRetentionPriority
AllocationOrRetentionPriority,


sourceStatisticsDescriptor
SourceStatisticsDescriptor,


iE-Extensions


ProtocolExtensionContainer { {RAB-Parameters-ExtIEs} } OPTIONAL,


...

}

RAB-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RAC




::= OCTET STRING (SIZE (1))

RAI ::= SEQUENCE {


lAI



LAI,


rAC



RAC,


iE-Extensions


ProtocolExtensionContainer { {RAI-ExtIEs} } OPTIONAL,


...

}

RAI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RateControlAllowed ::= ENUMERATED {


not-allowed,


allowed

}

RelocationType ::= ENUMERATED { 


ue-not-involved,


ue-involved,


...

}

ReportArea ::= ENUMERATED { 


service-area, 


geographical-coordinates, 


... 

}

RequestType ::= SEQUENCE {


event



Event,


reportArea


ReportArea,


...

}

ResidualBitErrorRatio ::= CHOICE {


notApplicable


NULL,


value



ResidualBitErrorRatioIE

}

ResidualBitErrorRatioIE ::= SEQUENCE {


mantissa


INTEGER (1..9),


exponent


INTEGER (1..8),


iE-Extensions


ProtocolExtensionContainer { {ResidualBitErrorRatioIE-ExtIEs} } OPTIONAL

}

-- ResidualBitErrorRatio = mantissa * 10^-exponent

ResidualBitErrorRatioIE-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RNC-ID




::= INTEGER (0..4095)

-- RNC-ID




::= BIT STRING (SIZE (12))

-- Harmonized with RNSAP and NBAP definitions

RRC-Container



::= OCTET STRING

-- S

SAC




::= OCTET STRING (SIZE (2))

SAI ::= SEQUENCE {


pLMN-ID



PLMN-ID,


lAC



LAC,


sAC



SAC,


iE-Extensions


ProtocolExtensionContainer { {SAI-ExtIEs} } OPTIONAL

}

SAI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SAPI ::= ENUMERATED {


normal-priority,


low-priority,


...

}

SDU-ErrorRatio ::= CHOICE {


notApplicable


NULL,


value



SDU-ErrorRatioIE

}

SDU-ErrorRatioIE ::= SEQUENCE {


mantissa


INTEGER (1..9),


exponent


INTEGER (1..6),


iE-Extensions


ProtocolExtensionContainer { {SDU-ErrorRatioIE-ExtIEs} } OPTIONAL

}

-- ErrorRatio = mantissa * 10^-exponent

SDU-ErrorRatioIE-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SDU-Parameters ::= SEQUENCE (SIZE (1..maxRAB-Subflows)) OF


SEQUENCE {



sDU-ErrorRatio


SDU-ErrorRatio,



residualBitErrorRatio

ResidualBitErrorRatio,



deliveryOfErroneousSDU

DeliveryOfErroneousSDU,



subflowSDU-SizeParameters
SubflowSDU-SizeParameters,



iE-Extensions


ProtocolExtensionContainer { {SDU-Parameters-ExtIEs} } OPTIONAL,



...


}


-- SDU-ErrorRatio is set to notApplicable when DeliveryOfErroneousSDU is 


-- set to no-error-detection-consideration.

SDU-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SourceID ::= CHOICE {


sourceRNC-ID


SourceRNC-ID, -- If UMTS target


sAI



SAI,          -- if GSM target


...

}

SourceRNC-ID 



::= GlobalRNC-ID

SourceRNC-ToTargetRNC-TransparentContainer ::= SEQUENCE {


rRC-Container


RRC-Container,


numberOfIuInstances

NumberOfIuInstances,


relocationType 


RelocationType,


chosenIntegrityProtectionAlgorithm ChosenIntegrityProtectionAlgorithm
OPTIONAL


-- Must be present for intra UMTS Handovers --,


integrityProtectionKey

IntegrityProtectionKey


OPTIONAL


-- Must be present for intra UMTS Handovers --,


chosenEncryptionAlgorithForSignalling ChosenEncryptionAlgorithm

OPTIONAL


-- Must be present for intra UMTS Handovers if ciphering is active --,


cipheringKey


EncryptionKey



OPTIONAL


-- Must be present for intra UMTS Handovers if ciphering is active --,


chosenEncryptionAlgorithForCS
ChosenEncryptionAlgorithm

OPTIONAL


-- Must be present for intra UMTS Handovers if ciphering is active --,


chosenEncryptionAlgorithForPS
ChosenEncryptionAlgorithm

OPTIONAL


-- Must be present for intra UMTS Handovers if ciphering is active --,


d-RNTI



D-RNTI 




OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {SourceRNC-ToTargetRNC-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

SourceRNC-ToTargetRNC-TransparentContainer-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SourceStatisticsDescriptor ::= ENUMERATED { 


na,


speech, 


unknown, 


... 

}

SubflowSDU-Size



::= INTEGER (0..4095)

-- Unit is bit

SubflowSDU-SizeParameters ::= SEQUENCE (SIZE (1..maxRAB-SubflowCombination)) OF


SEQUENCE {



rateControlAllowed

RateControlAllowed,



subflowSDU-Size


SubflowSDU-Size 
OPTIONAL



-- This IE is only present for RABs that have predefined SDU size(s) --,



iE-Extensions


ProtocolExtensionContainer { {SubflowSDU-SizeParameters-ExtIEs} } OPTIONAL,



...


}

SubflowSDU-SizeParameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- T

TargetID ::= CHOICE {


targetRNC-ID


TargetRNC-ID, -- If UMTS target


cGI



CGI,          -- If GSM target


...

}

TargetRNC-ID



::= GlobalRNC-ID

TargetRNC-ToSourceRNC-TransparentContainer ::= SEQUENCE {


rRC-Container


RRC-Container,


iE-Extensions


ProtocolExtensionContainer { {TargetRNC-ToSourceRNC-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

TargetRNC-ToSourceRNC-TransparentContainer-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

TBCD-STRING 



::= OCTET STRING

TemporaryUE-ID ::= CHOICE {


tMSI



TMSI,


p-TMSI



P-TMSI,


...

}

TMSI




::= OCTET STRING (SIZE (4))

TraceReference



::= OCTET STRING (SIZE (2..3))

TraceType



::= OCTET STRING (SIZE (1))

-- Reference: GSM TS 12.08

TrafficClass ::= ENUMERATED { 


conversational, 


streaming, 


interactive, 


background,


...

}

TrafficHandlingPriority 

::= INTEGER { spare (0), highest (1), lowest (14), no-priority-used (15) } (0..15)

TransferDelay 



::= INTEGER (0..65535)

-- Unit is millisecond

UnsuccessfullyTransmittedDataVolume
::= INTEGER (0..4294967295)

TransportLayerAddress 


::= OCTET STRING (SIZE (20))

TriggerID



::= OCTET STRING (SIZE (3..22))

-- U

UE-ID ::= CHOICE {


imsi



IMSI,


imei



IMEI,


...

}

UL-GTP-PDU-SequenceNumber

::= INTEGER (0..65535)

UL-N-PDU-SequenceNumber 

::= INTEGER (0..4095)

UP-ModeVersions



::= BIT STRING (SIZE (16))

UserPlaneMode ::= ENUMERATED { 


transparent-mode, 


support-mode-for-predefined-SDU-sizes, 


... 

}

END
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How to create a CR
Michael Sanders, 3GPP support team, (last updated 2/09/99)

1)
Open the CR cover sheet with MS Word 97. The lastest version of the CR coversheet can be found at:


ftp://ftp.3gpp.org/information/3gCRF-??.DOC


2)
Fill out all areas that are relevant on the CR cover sheet - only the areas that have yellow shading shall be filled out. See Annex A of these instructions for further detail. 


3)
Open the specification to which you wish to make a change. It is very IMPORTANT  to ensure that you are using the latest version of the specification to make the change. The latest versions of all approved 3G specifications is located at:


for the 3GPP:  ftp://ftp.3gpp.org/specifications/      for SMG: http://docbox.etsi.org/tech-org/document/smg/specs

Do a "save as" using a file name related to the tdoc number (e.g. T3-99123.DOC).

4)
If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct document sheet in your MS Word style directory. All 3GPP specification use the style sheet 3GPP_70.DOT. This can be downloaded from:



ftp://ftp.3gpp.org/information/3gpp_70.dot

5)
Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.


6)
Switch to the window in MS word that contains your CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window with the specification to be changed and paste it in.


7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc
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