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1 INTRODUCTION

As currently stated in ch. 9.3 of TS 25.433 and TS 25.423 the setting of the criticality field and on the level on which criticality is set is still to be decided upon. This contribution proposes principles for how the criticality information should be set in Release 99 for RANAP, RNSAP and NBAP.

2 DISCUSSION

Setting of Criticality value

Currently all elements for RNSAP and NBAP are default set to ignore since no discussion on the issue has taken place. With no differentiation used on the criticality it is the same thing as not using it at all. 

Procedure level

On procedure level (message level) there is no difference between ‘Reject’ and ‘Ignore and Notify’ since the receiver can not take any further action on a not understood message except possibly notify the requester that it failed. It should be noted here that for a class 1 and 3 procedure request the receiver of the request can not respond with RESPONSE or FAILURE message since the request was unknown. The setting should here be ‘Reject’. The requesting side could then decide on appropriate action. 

Differentiation should be made on class 1 / 3  and class 2 procedures. Since class 2 procedures are always considered successful a setting of criticality on message level to ‘Reject’ or “Ignore and Notify’ may violate that description and for that reason ‘Ignore’ should be used. Class 1 and 3 procedures should be set on criticality level ‘Reject’ since the requesting side expects a response.

IE group and IE level

If criticality is set on IE groups the criticality of the group shall be of the highest criticality level i.e. if one or several of the included elements are considered as a ‘Reject’ case the group should be set on criticality level ‘Reject’.

Every procedure has a functional part that can be considered as the core functionality. IE groups/IEs in class1 and 3 messages related to this core functionality should be set on criticality level ‘Reject’. IE groups/IEs in class 2 messages should be set to ‘Ignore’.

A future release can always change the criticality value on IE groups/IEs. The setting of criticality on protocol extensions is up to future releases.  

Level to set Criticality on

The complexity of the criticality coding should be considered. One can find different levels:

1. Criticality set on each specific IE

2. Criticality set on each specific IE and on IE groups.

3. Criticality only set on IE groups and IEs outside any IE group.

4. IEs grouped into “Criticality groups”.

The requirement to be able to set criticality value for each specific IE is a generic approach however it gives both complex coding/decoding and may demand an un-proportional amount of processing power for the protocols.

To have criticality set both on IE level (within group) and IE group raises questions about precedence on criticality values etc. this is considered to give a complex situation. However it was recognised at RAN WG3 #9 that “the lowest level of criticality information”  (the most inner criticality applies if a hierarchy applies) defines the criticality of an IE.

The functional grouping today of IEs should remain since it fills a well understood purpose. Currently it seems natural to put a criticality value on a IE group. If the IEs in a group would demand for different criticality values the group could be split into two new IE groups.

Future extensions

At  RAN R3#9 a container was introduced in  RNSAP for all IE groups that  in current release exist of 6 or more IEs.  The container is to be used for future addition of IEs that will not be of the same criticality level as the IE group that they are added to.  The significance of that specific rule can be questioned.  Future additions of IEs  of varying criticality level is anticipated in many different IE groups. We therefore see a general need for this container and there should at least be the possibility to introduce this container in the lower part of a IE group hierarchy.

PROPOSAL

On procedure level it is proposed to have the following principles for criticality setting.

· Class 1 and 3  procedures should have the Criticality value  set to ‘Reject’ unless an exception is identified.

· Class 2 procedures should have the Criticality value  set to ‘Ignore’ unless an exception is identified.

For criticality on IE groups, and IEs outside any IE group, it is proposed to keep the functional grouping as specified today unless there are good reasons for introducing  criticality groups or criticality on each IE.

· IE groups/IEs related to core functionality  within class 1 and 3 procedure messages of type request should have the criticality value set to ‘Reject’ and IE groups/IEs not related to core functionality should be set to ‘Ignore’, unless an exception is identified..

· IE groups/IEs within class 1 and 3 procedure messages of type of other than request should have the criticality value set to ‘Ignore’ unless an exception is identified.

· IE groups within class 2 procedure messages should have the criticality value set to ‘Ignore’ unless an exception is identified.

To support  future extensions of the protocols  regarding criticality the following feature is proposed.

· All IE groups, except on the highest group hierarchy level when a hierarchy exist, should in the ASN.1 description be extended with a container (SEQUENCE OF) that allow for future introduction of IEs with a different criticality within existing IE groups. 
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