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1. Introduction

In RAN WG3 #7 a discussion about version concept/comprehension mechanisms resulted in the statement to proceed with an email discussion. This paper aims to contribute on that.

Extract from Iu SWG report RAN WG3#7: 
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Summary:

 - no version indication

 - comprehension required indication (i.e. compatibility information) on IE basis 

2. Discussion

Principles of compatibility mechanism:

2.1 Definition of respective compatibility actions
Sending node may require from the receiving node to either take

· compatibility action 1: reject the IE (this means comprehension required),

· compatibility action 2: ignore the IE and continue (that means comprehension is not required),

· compatibility action 3: ignore the IE, notify sender and continue (that means comprehension is not required).

2.2. Only message type and additions in future RANAP versions (>R99) may contain compatibility information.

Contrary to last IuSWG report's wording:

"In the context of Iu, the comprehension required principle was understood to mean that for each IE (in this discussion also message type is regarded as an IE) the sender can indicate three alternative actions the receiver shall take if the IE is not understood/comprehended:..."
we propose

2.2.1. to introduce compatibility mechanism for those IEs only, that may be added in future RANAP versions to message definitions of R99. 
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Figure 1: Clarifying example to proposal 2.2.1.

Note: "extension field" and "extension marker" will be explained below

2.2.2. to treat the IE "message type" as a "special" IE and to apply the compatibility mechanism to it. This enables to require comprehension for new messages (defined within releases > R99) as a whole.

RANAP-PDU ::= SEQUENCE {

  messageType
RANAP-PDU-DESCR.&messageType 
({RANAP-PDUs}),

  criticality
RANAP-PDU-DESCR.&criticality 
({RANAP-PDUs}),

  value 

RANAP-PDU-DESCR.&PDUType 
({RANAP-PDUs}{@messageType})

  }

Table 1: Clarifying RANAP PDU layout example to proposal 2.2.2.

2.3. Compatibility mechanism may be applied for single IEs and IE-groups
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Figure 2: Clarifying depiction to 2.3

2.4. There exists the possibility to apply an implicit or an explicit compatibility to additions in every message definition.

2.4.1 Classification of message definition modifications:

Additions to RANAP protocol R99 may be classified with respect to the greatness of changes in message definition:

Major modifications

Major modifications relate to a major functional change of a RANAP EP and may be expressed by e.g.:

1. modification of the whole structure of a message

2. insertion of additional mandatory, optional or default elements into the basic (R99) message definition for future releases

3. change of the length constraint of IEs
e.g.
SIZE (1..10) ( SIZE (1..20)

INTEGER (1..100) (  INTEGER (1..200)

4. etc.

Major modifications require a version handling mechanism.

According to discussions in RAN WG3#7, this kind of modifications is not expected for the RANAP protocol.

Minor modifications

Minor modifications relate to a functional addition within a RANAP EP, which are not essential to performing the basic activity, e.g. information for interception handling. Functional additions are expressed by additional fields that are placed either within an "extension field" or after an "extension marker" (see Figure 1) depending on the required compatibility action. Sending node may require compatibility actions to be taken as described within 2.1.

Minor modifications result either in an implicit compatibility mechanism or an explicit compatibility mechanism:
2.4.2 implicit compatibility mechanism

ASN.1 already provides an inherent compatibility handling of extensions by including an extension marker (refer also to Figure 1) within PDU description (ellipsis – "...").

Following /1/, chapter 6, the decoding process may detect either the absence of expected extensions or the presence of unexpected extensions, but never signals an error. The action(s) to be taken is a matter for the application layer designer.

To fullfill compatibility action 2 (ignore the IE and continue ) it is sufficient to rely on ASN.1 extension mechanism.

2.4.3 explicit compatibility mechanism

Introduction of an explicit compatibility mechanism requires an explicit ASN.1 compatibility framework.

/2/ specifies guidlines for compatibility mechanisms and rules, which are currently applied to e.g. INAP.

One mechanism in /2/ is based on the definition of an "ExtensionField" that is placed at the end of the type definition before the extension marker of ASN.1 (i.e. ellipsis, which is used – as proposed above - for minor changes). This extension field is defined as a set of extensions, where one extension can be of  any type. Each extension is associated with an identification field and a criticality field (compatibility information), that defines whether the receiving node should ignore the field if not comprehended, or reject the message if comprehension is required.

-- definition of ExtensionField

ExtensionField ::= SEQUENCE {


extId

EXTENSION.&id  ({ExtensionSet}),


criticality
EXTENSION.&criticality  ({ExtensionSet })  DEFAULT ignore,


extType

EXTENSION.&ExtensionType  ({ExtensionSet }{@extId})  OPTIONAL}

-- definition of the information object class: EXTENSION

EXTENSION ::= CLASS {


&ExtensionType           ,


&criticality    CriticalityType ,


&id   INTEGER (1..numOfExtensions) }   

numOfExtensions INTEGER ::= 16

CriticalityType  ::= ENUMERATED {ignore (0) ,  reject (1)}

Table 2: ASN.1 definition of ExtensionField

ExampleMessage ::= SEQUENCE {


ie1    TypeIE1,


ie2    TypeIE2,


ie3    TypeIE3 OPTIONAL,


-- extensions: with explicit compatibility information 


extensions  SEQUENCE SIZE (1.. numOfExtensions) OF ExtensionField,


...


-- ellipsis denotes the begin of extensions without explicit compatibility information 

}

Table 3: Example message definition with ExtensionField

2.5. Whether explicit or implicit compatibility mechanism shall be applied to extensions of a certain RANAP message, depends on the class of the related RANAP EP. Explicit compatibility mechanism shall be applied to extensions of class 1 and 3 RANAP EPs only, depending on the functional requirements.

If the functional context requires an explicit compatibility mechanism, the respective RANAP EP shall contain a specific reject message to handle compatibility action 1 properly.

Compatibility action 3 shall be reflected by an IE to be defined within the response message.

2.6. Explicit compatibility mechanism for the message type IE, i.e. for unknown messages, shall be taken by a specific confusion message sent back to sending node containing a diagnostic – IE.

3. Proposal

This chapter contains the proposed text for chapter 10 of 25.413 to be added. It also applies to the RNSAP and NBAP protocols on the Iur and Iub interface.

X. Compatibility mechanisms used for RANAP

This subclause specifies the compatibility mechanisms that shall be used to ensure consistent future versions of RANAP protocol.

X.1.
Definition of compatibility actions

The sending node may require compatibility from the receiving node, that may either take

· compatibility action 1: reject the IE (this means comprehension required),

· compatibility action 2: ignore the IE and continue (that means comprehension is not required),

· compatibility action 3: ignore the IE, notify sender and continue (that means comprehension is not required).

X.2.
Compatibility for information element messageType

This kind of compatibility shall be done over the message header criticality field, where the sending node may require compatibility from the receiving node, that may either take one of the actions described in X.1.

X.3.
Implicit compatibility mechanism:

The extension mechanism marker shall be used for future minor additions to RANAP. This mechanism implements extensions differently by including an "extensions marker" in the type definition. The extensions are expressed by optional or mandatory fields that are placed after the marker. When an entity receives unrecognised parameters that occur after the marker, they are ignored (see ITU-T Recommendation X.68x ).

X.4.
Explicit compatibility mechanism:

This mechanism is based on the ability to explicitly declare fields of any type at the outermost level of a type definition. It works by defining an "ExtensionField" that is placed at the end of the type definition. This extension field is defined as a set of extensions, where an extension can contain any type. Each extension is associated with a value that defines whether the terminating node should ignore the field if unrecognised, or reject the message, similar to the compatibility actions described in chapter X.1. 

X.4.
Changes not allowed:

Following changes of the RANAP protocol descriptions are not allowed by the compatibility mechanism:

1. modification of the whole structure of a message

2. insertion of additional mandatory, optional or default elements into the basic (R99) message definition for future releases

3. change of the length constraints of IEs
e.g.
SIZE (1..10) ( SIZE (1..20)

INTEGER (1..100) (  INTEGER (1..200)

4. References 
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contribution on RANAP Error handling (Lucent): ---C55


Tdoc C55 "RANAP protocol principles and error handling" was presented by Michael Roberts of Lucent. Michael explained that this is more a discussion paper for getting some of the principles agreed before detailed error and version handling can be decided.


It was understood that the R3 plenary had asked this group to consider the principles in this area and if possible make recommendations that would be useful also to Iur and Iub interfaces. It was however agreed that the group will discuss these in the scope of Iu interface first, and the agreements made only apply to Iu.


It was agreed that the forwards and backwards compatibility mechanism in the protocol should be built without the need to version the protocol. Instead these mechanisms shall utilise the comprehension required principle (see definition for comprehension required principle in Iu below).


In the context of Iu, the comprehension required principle was understood to mean that for each IE (in this discussion also message type is regarded as an IE) the sender can indicate three alternative actions the receiver shall take if the IE is not understood/comprehended:


· reject the IE (this means comprehension required),


· ignore the IE and continue (that means comprehension is not required),


· ignore the IE, notify sender and continue (that means comprehension is not required).


If an IE is rejected the receiver continues decoding other IEs, and when all IEs are decoded the receiver rejects the operation and reports the diagnostics (e.g. rejected or ignored IEs). Therefore the requirement for the protocol syntax is that the receiver shall be able to decode the whole message, which means that it knows when it has reached the end of the message. The cases where the end of the message is not reached are considered error cases, for which handling is to be described separately.


The possibility to evolve the EPs from one class to another was not viewed important, and we shall not be a design guideline at this time.


The following considerations were taken for how this could be accomplished were taken (no formal agreement on these was pursued):


· For class 1 and 3 EPs where comprehension is required, if any IE is not comprehended, the outcome can be reported with the normal reject message for that EP.


· For class 1 and 3 EPs where indication is required, if any IE is not comprehended, the outcome can not be reported with the normal reject message for that EP, but perhaps a general Error Indication message could be used to report the outcome (currently it is only connection less, but could be changed to connection oriented).


· For class 2 EPs where either comprehension or indication is required, if any IE is not comprehended, the currently defined error indication could be used to report the outcome.


The group also agreed (more as company positions without detail expertise on Iur and Iub), to recommend that these principles are used for the Iur and Iub interfaces as well.


It was agreed that a study item is created for the remaining issues in error handling. Michael Roberts from Lucent will moderate an e-mail discussion in this study item.



