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1. Introduction
It is agreed that network can avoid resetting MAC during bearer type change, which is captured in an informative table in TS37.340 [1] as follows, where provides an overview on L2 handling for bearer type change in EN-DC, with and without security key change. 
Table A-1: L2 handling for bearer type change with and without security key change

	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB <->

S-KgNB)
	no key change
	with key change
(KeNB <->

S-KgNB)
	no key

change
	with key change
(KeNB <->

S-KgNB)

	MCG
	N/A
	PDCP:

Re-establish

MCG RLC:

Re-establish

MCG MAC:

See Note

SCG RLC:

No action

SCG MAC:

No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:

Re-establish

MCG RLC:

Re-establish

MCG MAC:

See Note

SCG RLC:

Establish

SCG MAC:

Reconfigure
	PDCP:

Recovery
MCG RLC:

Re-est+release
MCG MAC:

Reconfigure
SCG RLC:

Establish
SCG MAC:

Reconfigure
	PDCP:

Re-establish

MCG RLC:

Re-est+release
MCG MAC:

Reconfigure
SCG RLC:

Establish
SCG MAC:

Reconfigure

	Split
	PDCP:

Recovery
MCG RLC:

No action
MCG MAC:

No action
SCG RLC:

Release
SCG MAC:

Reconfigure
	PDCP: 
Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: Release
SCG MAC: Reconfigure
	N/A
	PDCP:

Re-establish
MCG RLC:

Re-establish
MCG MAC:

See Note
SCG RLC: 
Re-establish
SCG MAC: 
See Note
	PDCP: Recovery
MCG RLC:

Re-est+release
MCG MAC:

Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:

Re-establish
MCG RLC:

Re-est+release
MCG MAC:

Reconfigure
SCG RLC: 
Re-establish
SCG MAC: 
See Note

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP:

Re-establish
MCG RLC:

Establish
MCG MAC:

Reconfigure
SCG RLC:

Release
SCG MAC:

Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:

Re-establish
MCG RLC:

Establish
MCG MAC:

Reconfigure
SCG RLC:

Re-establish
SCG MAC: 
See Note
	N/A
	PDCP:

Re-establish

MCG RLC:

No action

MCG MAC:

No action

SCG RLC:

Re-establish

SCG MAC:

See note


NOTE:
MAC behaviour depends on the solution selected by the network, e.g. MAC reset, change of LCID, etc.
From the network point of view, two choices can be made during bearer type change, i.e. resetting MAC or avoiding resetting MAC by changing LCID.  In this contribution, we discuss RLC handling when change of LCID is performed during bearer type change in both LTE and NR side.   

2. Discussion
According to the recent operation agreed for bearer type change in Table A-1 in TS37.340, when MCG to MCG and Split with key change, Split to MCG, Split and SCG with key change, and SCG to Split and SCG with key change, network can decide whether MAC should be reset.  

Upon configuring a bearer, the PDCP entity, RLC entity, and MAC are associated with bearer ID and LCID in both LTE and NR. In LTE, the bearer ID and LCID are bundled when the DRB is added via DRB-ToAddMod as follows.
	RadioResourceConfigDedicated information element

<irrelevant fields removed>…

DRB-ToAddMod ::=
SEQUENCE {


eps-BearerIdentity




INTEGER (0..15)


OPTIONAL,

-- Cond DRB-Setup


drb-Identity





DRB-Identity,


pdcp-Config






PDCP-Config



OPTIONAL,

-- Cond PDCP


rlc-Config






RLC-Config



OPTIONAL,

-- Cond SetupM


logicalChannelIdentity



INTEGER (3..10)


OPTIONAL,

-- Cond DRB-SetupM


logicalChannelConfig



LogicalChannelConfig
OPTIONAL,

-- Cond SetupM


...,

<irrelevant fields removed>…


In NR, the bearer ID and LCID are bundled with the RLC entity in RLC-BearerConfig as follows. To configure a radio bearer, i.e., which bearer corresponds to which logic channel, each RLC identified by a LCID links to a radio bearer (e.g., SRB or DRB) ID in the lastest ASN.1 in TS 38.331[2] as follows.
	RLC-BearerConfig information element

<irrelevant fields removed>…

RLC-BearerConfig ::=





SEQUENCE {


logicalChannelIdentity





LogicalChannelIdentity,


servedRadioBearer






CHOICE {



srb-Identity







SRB-Identity,



drb-Identity







DRB-Identity


}


























OPTIONAL,
-- Cond LCH-SetupOnly


reestablishRLC







ENUMERATED {true}











OPTIONAL, 
-- Need R


rlc-Config








RLC-Config













OPTIONAL,
-- Cond LCH-Setup


mac-LogicalChannelConfig




LogicalChannelConfig










OPTIONAL,
-- Cond LCH-Setup


...


}

<irrelevant fields removed>…




When network decides to reset MAC (i.e. not changing the LCID) during the bearer type change, all related MAC variables and timers should be reset and HARQ buffer will be cleared, as the MAC PDUs could be with the old key. In this case, the buffered data to be transmitted in the RLC entities associated with the MAC entity should also be discarded as they are using the old key. At the same time, the received data which has not been delivered to upper layers should be delivered to PDCP in this case to avoid data loss. Therefore, if LCID is not changed, MAC should be reset, and RLC entity associated with the bearer should be re-established.

Observation 1: 
During bearer type change for a bearer, if LCID is not changed, MAC should be reset and RLC entity of the bearer should be re-established.

When the network decides not to reset MAC during bearer type change for a bearer, the network can select to change the LCID to another one and the data to be transmitted with the old LCID can be transmitted and discarded by the receiver according to the LCID. 

The RLC behavior given in the table above is to re-establish RLC regardless of whether to reset MAC. However, in SCG/NR side for EN-DC, if the network selects to change the LCID for the bearer, it should not be to re-establish SCG RLC entity, as re-establishment of the SCG RLC entity cannot serve the purpose of changing the logicalChannelIdentity according to configuration of IE RLC-BearerConfig above. Instead, the network should add a new SCG RLC bearer with a new LCID and release the old one.

Observation 2:
 During bearer type change for a bearer in EN-DC, when SCG MAC is not reset, re-establishing SCG RLC cannot serve the purpose to change LCID for the bearer. Instead, the UE should add a new SCG RLC bearer with a new LCID and release the old one

Proposal 1:
Correct SCG RLC behavior in table A-1 in TS 37.340:

NOTE 2:
RLC behaviour depends on the solution selected by the network, e.g. no change of LCID (i.e. RLC re-establishment), change of LCID (i.e. RLC release and add), etc.

3. Conclusion
In this contribution, we discussed the issues about L2 handling for RLC during bearer type change:

Observation 1: 
During bearer type change for a bearer, if LCID is not changed, MAC should be reset and RLC entity of the bearer should be re-established.

Observation 2:
 During bearer type change for a bearer in EN-DC, when SCG MAC is not reset, re-establishing SCG RLC cannot serve the purpose to change LCID for the bearer. Instead, the UE should add a new SCG RLC bearer with a new LCID and release the old one

Proposal 1:
Correct SCG RLC behavior in table A-1 in TS 37.340:

NOTE 2:
RLC behaviour depends on the solution selected by the network, e.g. no change of LCID (i.e. RLC re-establishment), change of LCID (i.e. RLC release and add), etc.
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