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START OF THE CHANGE

5.3.13.3	Actions related to transmission of RRCResumeRequest message
The UE shall set the contents of RRCResumeRequest message as follows:
1>	if field useFullResumeID is signalled in SIB1ystemInformationBlockType2:
2>	set the resumeIdentity to the stored I-RNTI value;
1>	else:
Editors Note: How to truncate is FFS and to be confirmed
2>	set the truncated-i-RNTI to include the 12 MSB and the 12 LSBs of the stored I-RNTI- valueResumeID to include bits in bit position 9 to 20 and 29 to 40 from the left in the stored I-RNTI value.
1>	set the resumeCause in accordance with the information received from upper layers or from AS layer;
Editor’s Note: FFS Whether more aspects related to resumeCause is needed to be captured (e.g. RNA update due to mobility, RNA periodic update, etc.). 
Editor’s Note: FFS Whether any update is needed based on outcme of the MSG.3 size discussion.. 
1>	set the resumeMAC-I to the 16 least significant bits of the MAC-I calculated:
2>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarResumeMAC-Input;
2>	with the KRRCint key and the previously configured integrity protection algorithm; and
2>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
Editor’s Note: FFS Additional input to VarResumeMAC-Input (replay attacks mitigation).
1>	restore the RRC configuration and security context from the stored UE AS context:
1>	update the KgNB key based on the current KgNB or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key;
  

1. restore the PDCP state and re-establish PDCP entities for SRB1;
1>	resume SRB1;
1> submit the RRCResumeRequest message to lower layers for transmission;
1>	configure lower layers to resume integrity protection for all radio bearers except SRB0 using the previously configured algorithm and the KRRCint key and KUPint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
NOTE 1:	Only DRBs with previously configured UP integrity protection shall resume integrity protection.
1>	configure lower layers to resume ciphering for all radio bearers except SRB0 and to apply the previously configured ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
If lower layers indicate an integrity check failure while T319 is running, perform actions specified in 5.3.13.5.
The UE shall continue cell re-selection related measurements as well as cell re-selection evaluation. If the conditions for cell re-selection are fulfilled, the UE shall perform cell re-selection as specified in 5.3.3.5.


END OF THE CHANGE

NEXT CHANGE

–	SIB1
Editor’s Note: Targeted for completion in September 2018. Not used in EN-DC.
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=		SEQUENCE {
	cellSelectionInfo					SEQUENCE {
		q-RxLevMin							Q-RxLevMin,
		q-RxLevMinSUL						Q-RxLevMin			OPTIONAL, 		-- Need N
		q-QualMin							Q-QualMin			OPTIONAL		-- Need N
	}																				OPTIONAL,
	cellAccessRelatedInfo				CellAccessRelatedInfo,
	connectionEstablishmentFailureControl	ConnectionEstablishmentFailureControl		OPTIONAL,
	si-SchedulingInfo					SI-SchedulingInfo							OPTIONAL,
	servingCellConfigCommon				ServingCellConfigCommonSIB					OPTIONAL,
	useFullResumeID							ENUMERATED {true}						OPTIONAL,
	ims-EmergencySupport					ENUMERATED {true}							OPTIONAL,
	eCallOverIMS-Support					ENUMERATED {true}							OPTIONAL, -- Cond Absent
	ue-TimersAndConstants				UE-TimersAndConstants						OPTIONAL,

	uac-BarringInfo 						SEQUENCE {
		uac-BarringForCommon					UAC-BarringPerCatList			OPTIONAL,
			uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List			OPTIONAL,
			uac-BarringInfoSetList				UAC-BarringInfoSetList
	}									OPTIONAL,

	lateNonCriticalExtension			OCTET STRING															OPTIONAL,
	nonCriticalExtension				SEQUENCE{}																OPTIONAL 
}

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex					INTEGER (1..maxPLMN),
		uac-barringPerCatList				UAC-BarringPerCatList
}

UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::= SEQUENCE {
	    zccessCategory             		INTEGER (1..maxAccessCat-1),
	    uac-barringInfoSetIndex  	    INTEGER (1..maxBarringInfoSet)
}

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {
	uac-BarringFactor			ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
}

-- TAG-SIB1-STOP
-- ASN1STOP
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	SIB1 field descriptions

	q-QualMin
Parameter “Qqualmin” in TS 38.304 [4], applicable for serving cell. If the field is not present, the UE applies the (default) value of negative infinity for Qqualmin.  

	q-RxLevMin
Parameter “Qrxlevmin” in TS 38.304 [4], applicable for serving cell.

	q-RxLevMinSUL
Parameter “QrxlevminSUL” in TS 38.304 [4], applicable for seeerving cell

	useFullResumeID
This field indicates if the UE indicates full I-RNTI of 40 bits in RRCConnectionResumeRequest.

	uac-BarringForCommon 
Common access control parameters for each access category. Common values are used for all PLMNs, unless overwritten by the PLMN specific configuration provided in uac-BarringPerPLMN-List, The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList)

	uac-BarringPerPLMN-List 
Access control parameters for each access category valid only for a specific PLMN.

	uac-barringInfoSetIndex
Index of the entry in field uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on.

	uac-BarringInfoSetList 
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, and so on. Value 0 means that access attempt is allowed for the corresponding access identity.
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	Explanation

	Absent
	The field is not used in this version of the specification, if received the UE shall ignore.





END OF THE CHANGE
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