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1. Introduction

The EN-DC is supported in R15 NR, but the other MR-DC modes are dropped due to the time in R15. 
In this paper, we will discuss the open issues and scope for MR-DC.

2. Discussion

Issue 1: the PDCP version for the SRBs and DRB
In EN-DC, the PDCP version for split SRB1/2 is NR-PDCP. The PDCP version for Non-split SRB1/2 can be configured as NR-PDCP or LTE-PDCP by the network. LTE-PDCP is used for SRB1 at the initial connection establishment from idle state.
For MR-DC except EN-DC, the master node will connected to the 5GC, so NR-PDCP can be always used and no need to change the PDCP version to LTE PDCP version.

Proposal 1: the NR-PDCP is always used for MR-DC except for EN-DC case and no need to change the PDCP version to LTE PDCP version.

Issue 2: SDAP configuration and remapping handling due to bearer type change

For MR-DC except EN-DC, the MN will be connected to the 5GC and the SDAP should be configured for the PDU session. For the bearer type change, the Qos flow can be offloaded to the SN side. There are 3 options to offload the Qos flow:
Option 1: the Qos flow offloading is by PDU session level.

Option 2: the Qos flow offloading is by DRB level.

Option 3: the Qos flow offloading is by Qos flow level.

In TS23.501, it indicates that the Qos flows from one PDU session can be transmitted in MN and/or SN. It is also beneficial to control the data offloading in Qos level.
“For some other PDU Sessions of an UE: Direct the DL User Plane traffic of some QoS Flows of the PDU Session to the Secondary (respectively Master) RAN Node while the remaining QoS Flows of the PDU Session are directed to the Master (respectively Secondary) RAN Node. In this case there are, irrespective of the number of QoS Flows, two N3 tunnel terminations at the RAN for such PDU Session.”
Proposal 2: the Qos flow offloading in bear type change is Qos flow level. There are 2 SDAP entity for one PDU session, on in MN side and another in SN side.
Proposal 3: In-order delivery should be ensured during Qos flow re-mapping due to the bearer type change.
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Figure 1: the Qos flow offloading option 1/2/3

Issue 3: security 
In EN-DC, the key is configured per bearer and is one of the KeNB and S-KgNB. The S-KgNB will be based on the KeNB and COUNTER configured by the MN. So the security architecture of EN-DC is baseline for NR-NR DC, NG-EN-DC and NE-DC case.
In EN-DC, RAN2 agreed that the NR security capability will not be reported in the LTE RRC and LTE NAS. There is a relationship between the LTE security capability and NR security capability.
“EN-DC UE shall support the NR algorithms (nea0/1/2/3 and nia0/1/2/3) corresponding to the LTE algorithms (eea0/1/2/3 and eia 0/1/2/3) signalled at NAS. This agreement does not apply to future algorithms that may be added to LTE or NR.”
However, consider future NR and LTE algorithm evolution independently, it is better to report the LTE security capability and NR security capability respectively in the NAS.

For MR-DC except EN-DC, the NAS is NR NAS, so it is feasible to include both the LTE security capability and NR security capability in NR NAS.

Proposal 4: both the LTE security capability and NR security capability are reported in NR NAS For MR-DC except EN-DC.

In EN-DC, the DRB IP is not supported and there is no security policy as PDU session security policy in NR. The security control is per UE and the key is configured per UE not per DRB.

For MR-DC except EN-DC, the CN is 5GC and the PDCP is NR PDCP. So there is security policy from SMF. So it is feasible to support the DRB-IP for eLTE connected 5GC.

For MR-DC except EN-DC, the DRB IP can be supported, and the security control for IP and cipher should be DRB level and can be configurable by the network according to the security policy from SMF.
For MR-DC, the security policy should be forwarded to the SN if the SN is allowed to control the DRB security enable or not enable.
Proposal 5: the DRB IP should be supported For MR-DC except EN-DC and the security control for IP and cipher is per DRB level.
In EN-DC, the security control for one DRB (e.g. change the DRB IP for one DRB from enable to not enable) in NR is based on the reconfiguration with sync. It means that the PDCP and RLC are re-established and MAC is reset and it will bring the data loss. So it is beneficial to study the activation and deactivation of the DRB IP or DRB cipher on the fly.
Proposal 6: study the activation and deactivation of the DRB IP or DRB cipher on the fly in MR-DC.

Issue 4: RRM coordination and measurement for MR-DC

In EN-DC, there is a signalling to coordinate the number of frequency layer to be used in MN and SN. The MN indicates the number of frequency layers that can be used in the SN and re-negotiation is not supported in Rel-15. The MN and SN can configure the two independent measurement configurations on the same frequency. The UE will report the measurement result to the node who generates the measurement configuration. So in this case, the UE will report the measurement result for the same measurement results twice in the air interface. So it is beneficial for the MN and SN to configure one measurement object once form signaling overhead and UE powering saving point of view, and the measurement result can be reported to MN or SN or both depending the indication form the network and the Xn interface can be used to forward the measurement results if the another node also requires the measurement results. 
Proposal 7: study the harmonization of the measurement configuration for MN and SN and re-negotiation from SN is supported for MR-DC.

In MR-DC, both MN and SN can configure independent s-Measures towards UE, with s-Measure configured by MN referring to PCell, and the s-Measure configured by SN referring to PSCell.
However, the measurement configuration may be based on the measurement requirements from another node and the S-measure will stop all non-serving measurements as long as the RSRP of the Spcell meet the threshold no matter where the measurement requirements come from. 

All the MR-DC modes are supported by the UE, and the DC modes can be changed each other during the mobility. The measurement requirement from MN node can be used for MN HO, e.g. there is no eLTE coverage and only NR coverage and vice versa. So the UE can not control the measurement only based on the Pscell RSRP or PCell RSRP. In some case, the SN will perform the measurement on non-serving cell even though the RSRP of the PScell is above the threshold.

Option 1: If there are measurement requirements from other node, the S-measure can work only if the S-measure in another node works.
Option 2: if the measurement results of serving cell and non-serving cell are below one threshold then trigger the UE to perform the measurement on non-serving cell configured by another node even though the RSRP of Spcell is above the RSRP threshold.
Proposal 8: the S-Measure mechanism should be Re-considered in MR-DC.
Issue 5: System information reception and update

In EN-DC, the system information of the serving cell except the pcell is configured by the dedicated RRC signalling. Upon change of the relevant system information of a configured Scell, the network releases and subsequently adds the concerned Scell (with updated system information), via one or more RRC reconfiguration messages sent on SRB1 or SRB3, if configured. So the system information update for the PSCell will go to reconfiguration with sync procedure. We should study reconfiguration without sync procedure for the system information update for the PSCell.

Proposal 9: study reconfiguration without sync procedure for the system information update for the PSCell.

Issue 6: RLF and SCG RLF

In EN-DC, the MCG RLF will trigger the RRC connection re-establishment and SCG RLF will trigger one report of SCG failure indication from UE to network. Any enhancement for the SCG failure and MCG failure can be moved to the MR-DC WI.
Proposal 10: the EN-DC is baseline for the MCG failure and SCG failure.

Issue 7: inactive state for MR-DC
The inactive state is not supported in EN-DC because the LTE does not support the inactive state. However the NR and eLTE support the inactive state. So the inactive state should be supported in the other MR-DC cases in order to support the DC recovery.
Proposal 11: the inactive state is supported in the For MR-DC except EN-DC.
Issue 8: Network capability coordination

Before SN addition for NE-DC, the NR node will configure the SN based on the measurement results. Furthermore, the NR also should know if the target eLTE support the EN-DC or not. So it is better to make the NR gNB know the capability of MR-DC for the target eLTE in order to configure a qualified SN.

Proposal 12: the network capability coordination for MR-DC should be supported.
Issue 9: DRB ID range and allocation

In NR, the DRB identity range is (1..32) and the LCID range used for the DRB and SRB is (000001–100000). The number of DRB is 16 as agreed in RAN2.
In LTE R15, the LCID is extend from 10 to 10+7, and the number of the DRB is 15.

So for MR-DC with eLTE as MN or SN, the eLTE node should be based on the extended LCID and DRB number.
For NE-DC, the NR shouhld configure the DRB ID for eLTE according to the network capability of the LCID range and DRB number.

Proposal 13: The eLTE node should be based on the extended LCID and DRB number for NE-DC and NG-EN-DC.
3. Conclusions:

In this contribution, we discuss some open issues for MR-DC, we propose:
Proposal 1: the NR-PDCP is always used for MR-DC except for EN-DC case and no need to change the PDCP version to LTE PDCP version.

Proposal 2: the Qos flow offloading in bear type change is Qos flow level. There are 2 SDAP entity for one PDU session, on in MN side and another in SN side.

Proposal 3: In-order delivery should be ensured during Qos flow re-mapping due to the bearer type change.

Proposal 4: both the LTE security capability and NR security capability are reported in NR NAS For MR-DC except EN-DC.

Proposal 5: the DRB IP should be supported For MR-DC except EN-DC and the security control for IP and cipher is per DRB level.

Proposal 6: study the activation and deactivation of the DRB IP or DRB cipher on the fly in MR-DC.

Proposal 7: study the harmonization of the measurement configuration for MN and SN and re-negotiation from SN is supported for MR-DC.

Proposal 8: the S-Measure mechanism should be Re-considered in MR-DC.

Proposal 9: study reconfiguration without sync procedure for the system information update for the PSCell.

Proposal 10: the EN-DC is baseline for the MCG failure and SCG failure.

Proposal 11: the inactive state is supported in the For MR-DC except EN-DC.
Proposal 12: the network capability coordination for MR-DC should be supported.
Proposal 13: The eLTE node should be based on the extended LCID and DRB number for NE-DC and NG-EN-DC.
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