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Introduction
This offline discussion:
R2-1809791	Full Configuration during Resume and Re-establishment (I310)	Intel Corporation	discussion	NR_newRAT-Core
P1
-	Ericsson think that the reconfig used in the re-establishment case can already include the full config. Qualcomm think if SA3 agree the alternative approach then this can work.
-	Intel explain the main issue here is what configuration is used for MSG4.
=>	To be progressed offline (Offline discussion #12, Intel)

The following points are to be discussed:
1) Whether to support Full config in during re-establishment/Resume procedure (note that this is referring to for re-establishment procedure and the Full config flag may be in the reestablishment message or first reconfiguration after reestablishment)..
2) Whether to allow SRB1 reconfiguration in reestablishment message

Discussion
Full config
Full config is supported in re-establishment in LTE.  We can use callback now in NR.  There is some benefit in supporting Full config over fallback as it possible to re-use the NG connection context.  
Q1: Should Full configuration be supported for during re-establishment and Resume procedure?
(note that this is referring to for re-establishment procedure and the Full config flag may be in the reestablishment message or first reconfiguration after reestablishment)


	Company
	Yes/No
	Comments (if any)

	Vivo
	Yes
	If we use RRC fallback instead of full configuration approach to solve the issue that target node doesn’t understanding the configuration by source node, the security need to be activated and then establish SRBs and DRBs, which would cause some additional latency in data transmission for the UE. 

	Intel Corporation
	Yes
	

	Mediatek 
	Yes
	Full configuration may be applicable for the case that the target node can’t support the configuration of the source node but can fetch the UE context. 

	Nokia, Nokia Shanghai Bell
	Yes
	Since we don’t allow rejecting re-establishment, it must be possible for network to provide a clean configuration in response as the fallback mechanism.
Strictly speaking, it might not be needed for resume, since RRCReject can be used, but it seems reasonable to align both procedures. 

	LG
	
	We don’t have a strong view on this, but we could not find a big motivation to support full configuration especially for the resume procedure. We already agreed to support fall-back procedure to resolve the problematic case. I think that it will be rare for the network to use full configuration instead of fall-back.

	Ericsson
	Yes
	We think that full configuration is useful (even thought in Resume fallback could be used)

Additional question: if we go for fullconfig in RRCResume, this implies that default configuration of RLC/PDCP/logical channel is used for reception of RRCResume?  There was FFS on this.




SRB1 configuration in re-establishment

In LTE reestablishment is sent over SRB0. Re-establishment includes minimal configuration to establish SRB1 and rest of the configuration is sent in a subsequent reconfiguration message.  For NR, re-establishment is sent unciphered over SRB1 and we already have a configuration for SRB1 that is in use to receive the re-establishment.  Hence it is not essential to provide SRB1 configuration information in re-establishment itself but can be done in the subsequent reconfiguration message that provides the rest of the configuration.   
There are two options possible:
1) SRB1 reconfiguration is not supported in reestablishment message.  Re-establishment message only includes Security key derivation information.  Subsequent ciphered reconfiguration will provide SRB1 reconfiguration (if necessary) along with the rest of the configuration.  This is similar to the SMC+reconfiguration handling.
2) SRB1 reconfiguration is supported in reestablishment message along with Security key derivation information.  Subsequent ciphered reconfiguration will provide the rest of the configuration.  This looks a bit similar to what is in LTE but as noted above, in LTE reestablishment is sent over SRB0 and hence it was essential to send SRB1 configuration in reestablishment, which is not the case for NR.  
The current specification uses option 1 in the ASN.1 and option 2 in the procedural text.  So a decision needed and both sections should be aligned.
Note that this discussion is based on the current specification and does not consider the other option to send re-establishment message ciphered that is pending SA3 feedback.  Based on SA3 feedback, we may introduce ciphered re-establishment message and then this agreement won’t be valid.  
In summary: small pros and cons with both options and a decision is needed to align the specification.
Q2: Should SRB1 reconfiguration be supported in reestablishment message?  (option 1: No, Option 2: yes)
	Company
	No (option 1)/Yes (option 2)
	Comments (if any)

	vivo
	option 1: No
	We prefer to do SRB1 reconfiguration in RRC message (i.e. RRCReconfiguration) that fulfil both integrity protection and ciphering requirement by SA3.  

	Intel Corporation
	Option 1: No
	There is not much benefit in reconfiguring SRB1 already in reestablishment. SRB1 can be reconfigured along with others in subsequent RRC reconfiguration.

	Mediatek
	Option 1: No
	Just as rapporteur said, the conclusion here may be invalid if harmonization between resume and re-establishment are supporting, which is pending on SA3 feedback. 
We can keep one FFS note saying that the conclusion is subject to change due to SA3 feedback on ciphering on re-establishment message. 

	Nokia, Nokia Shanghai Bell
	Yes (option 2)
	We prefer to do the security setup as fast as possible: Making the re-establishment slower will not help performance in the end.

	LG
	Option 1: No
	To my understanding, regardless of which option is used, the followed reconfiguration is required to configure SRB2 and DRBs. Thus, we do not see the need to support option 2.

	Ericsson
	Option 2: yes (slight preference)
	We have slight preference to follow LTE baseline. Note that in LTE, also L1 can be configured in the RRCConnectionReestablishment. If we go to option 2, we prefer to follow LTE.



Summary and proposals
[TBD]
Proposal 1: Full configuration is supported for re-establishment and Resume procedures
[bookmark: _GoBack]Proposal 2: SRB1 reconfiguration is not provided in reestablishment message
