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[bookmark: _Ref178064866]Introduction
The RLF may occur on wireless backhaul link. However, RAN2 has not discussed how to handle the RLF on the wireless backhaul link. Thus, in this contribution, we show our views on the handling of the RLF on the wireless backhaul link. In addition, we propose a solution to prevent the packet loss in case of RLF on the wireless backhaul link.
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Since the IAB node is connected based on wireless backhaul link, the RLF can occur from time to time even though wireless backhaul connection would be stable. In general, the quick recovery from the RLF on wireless backhaul link should be guaranteed because the loss of wireless backhaul link may cause the service interruption to all UEs connected to the IAB node. Therefore, RAN2 should discuss how to handle the RLF in the IAB node. 


Figure 1 RLF between IAB nodes
In our understanding, since the protocol stack would not be different with the UE and the IAB node, the legacy RLF procedure, i.e., RRC Connection Re-establishment, can be used for handling the RLF on the wireless backhaul link. Moreover, if new procedure for handling the RLF is defined for wireless backhaul link, it would cause a huge impact on the specification. Therefore, we propose that the legacy RLF procedure is used for handling the RLF on the wireless backhaul link.
Proposal 1. The legacy RLF procedure is used for handling of the RLF on wireless backhaul link.

If the IAB node performs the legacy RLF procedure when the RLF on wireless backhaul occurs, the packet loss may occur. This is because legacy RLF procedure performs the release and setup procedure to all configured RBs. In addition, a UE may consider the packets which are lost in the IAB node are successfully transmitted to the donor IAB node. Therefore, the UE cannot retransmit the lost packets by itself since the UE cannot identify the lost packets. 
To prevent the packet loss, the straightforward solution is that the PDCP data recovery procedure is used. However, the PDCP data recovery procedure must be instructed by the donor IAB node. 
But the donor IAB node does not know whether the RLF occurs in the IAB node. It means that the donor IAB node cannot instruct the PDCP data recovery to UEs associated with packet loss in the IAB node. Therefore, the IAB node that the RLF occurs should report the RLF occurrence to the donor IAB node.
Proposal 2. To prevent the packet loss due to the RLF on wireless backhaul link, the PDCP data recovery procedure is used.
Proposal 3. The IAB node reports the RLF occurrence to the donor IAB node. 

If the donor IAB node receives the RLF occurrence from the IAB node, the donor IAB node can instruct the PDCP data recovery procedure to all UEs associated with packet loss. However, in the current specification, the PDCP data recovery procedure is only applicable to the AM DRBs, while not only the packets mapped with AM DRBs but also the packets mapped with SRBs and UM DRBs can be lost. 
As we know, the delay sensitive service is mapped with UM DRBs. Thus, even if the UE retransmits the packets by supporting the PDCP data recovery procedure to the UM DRBs, the retransmitted packet may be useless. On the contrary, the successful transmission of the signalling packet should be ensured. This is because if the packet mapped with SRB is lost, the UE may perform the RRC Connection Re-establishment, and it leads to a huge impact on user experience. Thus, we propose that the PDCP data recovery procedure is also applied to the SRBs.
Proposal 4. The PDCP data recovery procedure is applied to the SRBs as well as AM DRBs.
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[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]In this contribution, we show our view on the handling of the RLF on the wireless backhaul link and discuss how to prevent the packet loss. Based on the above discussion, we propose followings.
Proposal 1. The legacy RLF procedure is used for handling of the RLF on wireless backhaul link.
Proposal 2. To prevent the packet loss due to the RLF on wireless backhaul link, the PDCP data recovery procedure is used.
Proposal 3. The IAB node informs the RLF occurrence to the donor IAB node. 
Proposal 4. The PDCP data recovery procedure is applied to the SRB as well as AM DRBs.
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