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[bookmark: _Ref174151459][bookmark: _Ref189809556]1	Introduction
In RAN2#102, there was a discussion on the L2 handling for bearer type change illustrated in table A-1 in Annex A of 37.340 [1]. The following was noted in the Chairman minutes:
R2-1807464	CR to L2 handling for bearer type change	Huawei, HiSilicon	CR	Rel-15	37.340	15.1.0	0019	-	F	NR_newRAT-Core
-	ZTE is ok with the change but the RLC should be described in more detail, e.g. change the note
-	Nokia think the CR is not needed.
-	LG think that RLC should be re-established even for the case that LCID is changed, so the CR is not correct. Ericsson have the same view and think it was discussed and we agreed to re-establish. We have the new bit to trigger this.
-	Intel think a release and add of the RLC bearer does cause a re-establishment.
=>	Not pursued
=>	CR to tidy up this section could be seen at a future meeting.

In associated discussion paper [3], it was explained that the reason for the required change in table A-1 was that in the current ASN.1, RLC re-establishment would not cover the case where logical channel change is performed on MAC. Instead, the correct action would be to release the RLC bearer and add a new one. 
In this contribution, we revisit the discussion around bearer type changes and the original purpose of the Note in the table. 
[bookmark: _Ref178064866]2	Discussion
Table A-1 in [1], copied below for reference, summarizes the L2 actions for different bearer type changes, with and without security key change.
Table A-1: L2 handling for bearer type change with and without security key change
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB <->
S-KgNB)
	no key change
	with key change
(KeNB <->
S-KgNB)
	no key
change
	with key change
(KeNB <->
S-KgNB)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
Re-establish
MCG MAC:
See Note
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
Re-establish
MCG MAC:
See Note
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: Release
SCG MAC: Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
Re-establish
MCG MAC:
See Note
SCG RLC: 
Re-establish
SCG MAC: 
See Note
	PDCP: Recovery
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC: 
Re-establish
SCG MAC: 
See Note

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Re-establish
SCG MAC: 
See Note
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Re-establish
SCG MAC:
See note



NOTE:	MAC behaviour depends on the solution selected by the network, e.g. MAC reset, change of LCID, etc.

As highlighted, a note was added in some cases where the MAC behaviour is dependent on the solution selected by the network. For these cases, the network can select between traditional MAC reset, in which case the RLC is re-established. In addition, it was discussed and agreed that it is also possible to handle these transitions by a changing the LCID of RLC bearer without resetting MAC. In this way, it is ensured that packets ciphered with the old security key are not received by the RLC entity after the key change. To trigger the RLC re-establishment, a new reestablishRLC bit was added in RLC-BearerConfig, see below (highlighted in green). When this bit was agreed, also release and add was discussed but some companies wanted to avoid additional RRC signalling overhead due to release of RLC entity and setting it back again. 
–	RLC-BearerConfig
The IE RLC-BearerConfig is used to configure FFS
RLC-BearerConfig information element
-- ASN1START
-- TAG-RLC-BEARERCONFIG-START

RLC-BearerConfig ::=						SEQUENCE {
	logicalChannelIdentity						LogicalChannelIdentity,
	servedRadioBearer							CHOICE {
		srb-Identity								SRB-Identity,
		drb-Identity								DRB-Identity
	}																											OPTIONAL,	-- Cond LCH-SetupOnly

	reestablishRLC								ENUMERATED {true}												OPTIONAL, 	-- Need R
	rlc-Config									RLC-Config														OPTIONAL,	-- Cond LCH-Setup

	mac-LogicalChannelConfig					LogicalChannelConfig											OPTIONAL,	-- Cond LCH-Setup
	...	
}

-- TAG-RLC-BEARERCONFIG-STOP
-- ASN1STOP

	RLC-BearerConfig field descriptions

	logicalChannelIdentity
ID used commonly for the MAC logical channel and for the RLC bearer.

	servedRadioBearer
Associates the RLC Bearer with an SRB or a DRB. The UE shall deliver DL RLC SDUs received via the RLC entity of this RLC bearer to the PDCP entity of the servedRadioBearer. Furthermore, the UE shall advertise and deliver uplink PDCP PDUs of the uplink PDCP entity of the servedRadioBearer to the uplink RLC entity of this RLC bearer unless the uplink scheduling restrictions ('moreThanOneRLC' in PDCP-Config and the restrictions in LogicalChannelConfig) forbid it to do so.



A note was added in table A-1 of 37.340 to indicate that logical channel ID change can be used alternatively to MAC reset when changing the key for one bearer.
reestablishmentRLC was added in RLC-BearerConfig in order to trigger RLC re-establishment for the case where LCID is changed

In [3] it was pointed out that with the current ASN.1 structure in RLC-BearerConfig, it is not possible to change the LCID for a RLC-BearerConfig. This is because the LCID is used to identify the RLC-Bearer, so the only way to change the LCID would be to add a new RLC-Bearer with the new LCID, and release the old one, for the same DRB ID. 
With current situation, we see four options for way forward:
1. [bookmark: _GoBack]State in the RRC specifications that if the new logical channel is signalled, the UE checks first if there is RLC bearer associated with the same DRB as configured with RLC-BearerAddMod. If so, the UE keeps old RLC bearer together with parameters associated with except that logical channel ID is changed. One problem of this solution is that this may does not work for duplicate bearers where there are two RLC bearers associated with the same bearer.
2. Add a new field in RLC-BearerConfig to indicate change of logical channel ID. The field could be added as an extension to RLC-BearerConfig in a backwards compatible manner. The field would be optional, need N. Upon receiving this, the UE will assign the newLogicalChannelIdentity for the RLC bearer. The network will also set the reestablishRLC field, in order to trigger RLC re-establishment. Example ASN.1 of changes needed to RLC-BearerConfig shown below:
-- ASN1START
-- TAG-RLC-BEARERCONFIG-START

RLC-BearerConfig ::=						SEQUENCE {
	logicalChannelIdentity						LogicalChannelIdentity,
	servedRadioBearer							CHOICE {
		srb-Identity								SRB-Identity,
		drb-Identity								DRB-Identity
	}																											OPTIONAL,	-- Cond LCH-SetupOnly

	reestablishRLC								ENUMERATED {true}												OPTIONAL, 	-- Need R
	rlc-Config									RLC-Config														OPTIONAL,	-- Cond LCH-Setup

	mac-LogicalChannelConfig					LogicalChannelConfig											OPTIONAL,	-- Cond LCH-Setup
	...	[[
		newLogicalChannelIdentity		LogicalChannelIdentity 		OPTIONAL	-- Need N
		]]

}

-- TAG-RLC-BEARERCONFIG-STOP
-- ASN1STOP

3. Change the table A-1 in 37.340 so that RLC is always released and added when LCH-ID is changed. This is also what was proposed in [2], but the CR was not sufficiently clear. As there is a dependency between the MAC and RLC actions, it needs to be clear from the note that the solutions selectable by the network are to either perform MAC reset and RLC re-establishment, or alternatively change of logical channel ID and RLC release and add. There is also a dependency between the MCG and SCG actions in case MAC reset is performed on MCG, then MAC reset is also required on SCG, since MAC reset in LTE is always associated with security key refresh, and if KeNB is refreshed, then S-KgNB is always also refreshed. With this option, the reestablishRLC bit becomes obsolete, since it is not needed anymore. We have provided a more detailed CR with the required additions in [4].
4. Remove the Note from table A-1 in 37.340 and require always MAC-reset when security key is changed for a DRB. This would be the simplest option ahead, but goes against earlier agreements to leave MAC operation to network decision for the cases with the note. It would also mean that changing the key for one bearer, e.g. while changing network termination point, would require MAC reset and thus affect all other bearers setup for the same user.
We don’t have a strong preference among the above options. Options 1 and 2 have the benefit that they follow the original indent for adding the note in table A-1. Option 3 has the benefit that it has no direct impact on the ASN.1 in 38.331, though it does leave the reestablishRLC field obsolete. Option 4 is a simplification, but goes against earlier agreements.
[bookmark: _Toc347823621][bookmark: _Toc347824073][bookmark: _Toc347824246][bookmark: _Toc517372475]RAN2 to discuss the best way forward.

Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN2 to discuss the best way forward.
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