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1 Introduction
In NG-RAN, there are several cases of handover, e.g. intra-NR HO, HO between NR and E-UTRA (connected to EPC or 5GC), intra-E-UTRA connected to 5GC HO and HO between E-UTRA connected to 5GC and E-UTRA connected to EPC. The former two cases are in the scope of NR WI, and the latter two are in the scope of LTE connectivity to 5GC WI. Considering that the above HO cases are related to each other, in this paper we will discuss them together, and provide unified HO procedures covering all HO cases related to NG-RAN. 
2 Discussion
For HO, there are a lot discussion in both of NR WI and LTE connectivity to 5GC WI. The following agreements are achieved.
Agreements for inter-RAT HO from E-UTRA to NR:
1
Modify the legacy MobilityFromEUTRACommand to allow transfer of NR RRC message e.g. RRCReconfiguration to enable inter-RAT handover to NR (applicable to LTE/EPC and LTE/5GC)

2
Inter-system, inter-RAT handover from E-UTRA/EPC to NR will require a full configuration to reset the radio bearers.

3
In order to keep the SDAP and PDCP configurations during intra-system, inter-RAT handover from E-UTRA/5GC to NR, delta-configuration for the radio bearer configuration can be used.

4
Align the handling of PDCP/SDAP and security parameters in all intra-5GC handover scenarios (i.e. intra-NR, intra-E-UTRA, and inter-RAT where both source and target node use 5GC).

Agreements for inter-RAT HO from NR to E-UTRA:
1
MobilityFromNRCommand allows transfer of LTE RRC message e.g. RRCConnectionReconfiguration to enable inter-RAT handover to LTE (applicable to handover to LTE/EPC and LTE/5GC)

2
For inter-system inter-RAT handover from NR to E-UTRA/EPC, the UE is configured via the RRCConnectionReconfiguration message (full configuration) carried by NR, as in legacy inter-RAT handover procedure.

3
In order to keep the SDAP and PDCP configurations during intra-system, inter-RAT handover from NR to E-UTRA/5GC, delta-configuration for the radio bearer configuration can be used.

4
Security procedures for inter-system handover to E-UTRA/EPC should follow legacy inter-RAT handover procedures i.e. be configured with 36.331 SecurityConfigHO.

Agreements:

1
RAN2 understand that the source eNB/ng-eNB decides handover procedure to trigger (e.g. via the same CN type or to the other CN type)

2
UE has to know the target CN type from the handover command during intra-LTE inter-system HO, intra-LTE intra-system HO

FFS: Stage 3 detail whether this is an explicit indication or can be inferred from other imformation.

Agreements

1
For eLTE system, during configuration of NR PDCP for any RB using NR RadioBearerConfig IE, do not use Optional NR securityAlgorithmConfig IE having NR only code points.

2
For eLTE AS Security Algorithms configuration use LTE SMC Signalling with LTE Code Points and during HO Signalling use LTE securityConfigHO IE with LTE Code Points.

3
NR code points would not be extended, in future, to indicate any LTE only algorithms

Firstly, the summary of HO scenarios related to NG-RAN is listed as below:

· Case1: HO from NR to EUTRA/EPC;

· Case2: HO from EUTRA/EPC to NR;

· Case3: HO from NR to EUTRA/5GC;

· Case4: HO from EUTRA/5GC from NR;

· Case5: HO from EUTRA/EPC to EUTRA/5GC;

· Case6: HO from EUTRA/5GC to EUTRA/EPC.

· Case7: HO from EUTRA/5GC to EUTRA/5GC.

We can see when the target cell is E-UTRA cell, UE needs to know which CN type is linked with the target cell, EPC or 5GC. After that, UE could apply security scheme according to TS33.401 or TS33.501. In addition, there is different UP handling behaviour in UE side for different HO cases, therefore the UE behaviour should be captured in the reasonable place in the specification. Hence, there are 3 key issues to be addressed for HO related to NG-RAN.

· Issue1: How to indicate CN type for HO to E-UTRA;
· Issue2: How to handle security during HO;

· Issue3: How to handle UP in UE side, e.g. for HO between NR and E-UTRA connected to 5GC.
2.1 How to indicate CN type for HO to E-UTRA
In legacy LTE, for HO from E-UTRA to other RATs, the UE will know the target RAT type from HO command received in the source E-UTRA cell, which is mobilityfromEUTRACommand with a targetRAT-MessageContainer inside. The target RAT type is indicated by targetRAT-Type IE which is outside of targetRAT-MessageContainer to assist the UE to build the radio link with the target RAT; for HO to E-UTRA from other RATs, UE will receive the RRCConnectionReconfiguration message via source cell, and the security related parameter used in target cell is contained in the RRCConnectionReconfiguration message as inter RAT part of securityConfigHO IE. 
At RAN2 #102 meeting, for HO from E-UTRA/EPC to E-UTRA/5GC, 2 options to indicate target CN type is discussed and has been continued in Email discussion 101#66.

· Option1: using mobilityfromEUTRACommand with RAT type as eutra to explicitly indicates UE to perform an inter-system intra E-UTRA HO and implicitly indicates the HO direction of the source and target CN type;

· Option2: using RRCConnectionReconfiguration with full configuration to indicate target CN type in an explicit way or implicit way.

Considering for HO from NR to E-UTRA and HO from E-UTRA/5GC to E-UTRA, UE also need to know target CN type of E-UTRA. In order to keep the specification simple and clear, it is preferred to have unified solution for both cases with the principle of not change the existing E-UTRA RRC. .
For option 2, it seems simpler than option 1. At RAN2 #102 meeting, we try to use 5GC specific configuration IE to indicate CN type implicitly, i.e. SDAP-config. However, for HO from NR to E-UTRA/5GC, it is agreed that in order to keep the SDAP and PDCP configurations during intra-system, inter-RAT handover from NR to E-UTRA/5GC, delta-configuration for the radio bearer configuration can be used, which means for intra-5GS HO no matter inter-RAT or intra-RAT, the SDAP-config is not necessarily present. Therefore, if option 2 is chosen, an explicit CN type indicator needs to be introducing in E-UTRA RRCConnectionReconfiguration message. This is an impact to the legacy LTE message. That is, it impacts the UE behaviour to recognize target CN type for the HO cases including HO from E-UTRA/EPC to E-UTRA/EPC, HO from E-UTRA/EPC to E-UTRA/5GC, HO from E-UTRA/5GC to E-UTRA/EPC and HO from E-UTRA/5GC to E-UTRA/5GC, in the TS36.331 section “5.3.5.4 Reception of an RRCConnectionReconfiguration including the mobilityControlInfo by the UE (handover)”. On the other side, if the Option 1 is decided to be used, the CN type indicator need to be introduced into mobilityfromEUTRACommand, i.e. “eutra”. Considering anyway the targetRAT-Type IE needs to be extended to include “nr”, then it could be considered as there is little more impact on implementation to introduce “eutra”. Therefore, we propose to use option 1 for all the inter system HO cases, then if UE receive an RRCConnectionReconfiguration message with mobilitycontrolinfo, it should consider the CN is not changed. The components of HO command in all the HO cases is listed in Table 1 following Option 1. For similar reason, in the case of mobility from NR, in order to let the UE know the target E-UTRA CN type without touching the E-UTRA RRCConnectionReconfiguration message, we suggest to use the targetRAT-Type in mobilityfromNRCommand to also indicate the CN type of E-UTRA. The UE decodes this information and use it in E-UTRA procedure.
Table 1: HO command design
	TargetSource      
	NR
	E-UTRA connected to 5GC
	E-UTRA connected to EPC

	NR
	RRCReconfiguration(NR RRC message)
	mobilityfromNRCommand including eutra5GC as targetRAT-Type and targetRAT-MessageContainer (RRCConnectionReconfiguration)
	mobilityfromNRCommand including eutraEPC as targetRAT-Type and targetRAT-MessageContainer (RRCConnectionReconfiguration)

	E-UTRA connected to 5GC
	mobilityfromEUTRACommand including nr as targetRAT-Type and targetRAT-MessageContainer (RRCReconfiguration which could be delta configuration)
	E-UTRA RRC message: RRCConnectionReconfiguration
	mobilityfromEUTRA including eutra as targetRAT-Type and targetRAT-MessageContainer (RRCConnectionReconfiguration which should be full configuration)

	E-UTRA connected to EPC
	mobilityfromEUTRACommand including nr as targetRAT-Type and targetRAT-MessageContainer (RRCReconfiguration which should be full configuration)
	mobilityfromEUTRACommand including eutra as targetRAT-Type and targetRAT-MessageContainer (RRCConnectionReconfiguration which should be full configuration)
	RRCConnectionReconfiguration(E-UTRA RRC message)


Proposal 1: Use mobilityfromEUTRACommand to indicate CN type for inter-system intra E-UTRA HO.

Proposal 2: Introduce “eutraEPC” and “eutra5GC” into mobilityfromNRCommand to indicate CN type for HO from NR to E-UTRA.
2.2 How to handle security during HO
In legacy LTE, the security related handling follows TS33.401. For 5GS, the security mechanism is defined in TS33.501, which also includes security of interworking between EPS and 5GS. According to the latest version of TS33.501 [1], the HO from EPS to 5GS is align with N2 based HO, so for HO from E-UTRA/EPC to NR, the security related parameters in NAS container could be carried in RRCConnectionReconfiguration message which could be also used for HO from E-UTRA/5GC to E-UTRA/5GC.
In the latest CR on TS38.331 [2], the KeyFefresh IE is included in RadioBearerConfig IE which is used to indicate UE to update AS keys. There are 3 IEs included, one is keySetChangeIndicator which is used to indicator UE to update KgNB based on KAMF, the second one is nextHopChainingCount which is used to indicate UE to perform horizontal key derivation or vertical key derivation, and the third one is nas-SecurityParamToNGRAN which is a AS to NAS transparent NAS container used during EPS to 5GS HO and defined in TS33.501. But according to TS33.501 [1], this NAS container could be present in HO command in the case of NG based HO for KAMF horizontal derivation or NAS security algorithm change. In case of KAMF horizontal derivation, the KeyChangeIndiacator(i.e. keySetChangeIndicator) should be set to be true by target cell. Therefore, we update the 5.3.5.7 of TS38.331, and provide the TP in [3], which should apply to both intra-system HO and inter-system HO from E-UTRA to NR.
In TS36.331, how to derive AS key for HO from E-UTRA/5GC to E-UTRA/5GC could be captured in 5.3.5.4 with a similar way as NR’s which could apply for HO from NR to E-UTRA/5GC. However, since at RAN2 #102 meeting, it was agreed that for eLTE system, during HO Signalling use LTE securityConfigHO IE (instead of using Optional NR securityAlgorithmConfig IE). Since the securityConfigHO IE is present anyway during any case of HO to E-UTRA, other security relate parameters used during HO could be also included in the securityConfigHO IE, e.g. the NAS container. 
Proposal 3: Introduce a NAS container in RRCConnectionReconfiguration message for HO to E-UTRA connected to 5GC.
Proposal 4: Reuse legacy securityConfigHO with extension to contain the NAS container in RRCConnectionReconfiguration message for HO to E-UTRA.
As discussed above, in case of intra-system HO, the UE uses securityConfigHO by going intra-LTE branch, and for HO from 5GS to EPS, since the target MME will see the source AMF as a MME, then the security config is similar with intra LTE HO, so the UE should use securityConfigHO by going intra-LTE branch too.
2.3 UP handling in UE side for intra 5GS HO
In legacy LTE, once UE receives a mobilityfromEUTRACommand from eNB, it applies configuration based on targetRAT-MessageContainer and then accesses the target cell. Upon UE complete the HO successfully, it perform leaving RRC_CONNECTED to delete all the radio resources including RLC entity and PDCP entity.
In case of HO between NR and E-UTRA/5GC, since it an intra 5GS HO and the lossless HO should be guaranteed, for the DRBs admitted by target cell, the SDAP entity and PDCP entity established in source cell could be delta configured. This is different from legacy inter-RAT HO, and should be clarified in the section of 5.4.2
Handover to E-UTRA in TS36.331 and 5.4.2
Handover to NR in TS38.331. 
Proposal 5: For intra-system inter-RAT HO, delta configuration on SDAP and NR PDCP should be clarified in TS36.331 section 5.4.2 Handover to E-UTRA, and TS 38.331 section 5.4.2 Handover to NR. 
3 Conclusion

In this paper, in order to address the key issues for HO related to NG-RAN and provide a unified solution, we propose as follows:
Proposal 1: Use mobilityfromEUTRACommand to indicate CN type for inter-system intra E-UTRA HO.

Proposal 2: Introduce “eutraEPC” and “eutra5GC” into mobilityfromNRCommand to indicate CN type for HO from NR to E-UTRA.

Proposal 3: Introduce a NAS container in RRCConnectionReconfiguration message for HO to E-UTRA connected to 5GC.
Proposal 4: Reuse legacy securityConfigHO with extension to contain the NAS container in RRCConnectionReconfiguration message for HO to E-UTRA.
Proposal 5: For intra-system inter-RAT HO, delta configuration on SDAP and NR PDCP should be clarified in the section of 5.4.2
Handover to E-UTRA in TS36.331 and 5.4.2
Handover to NR in TS38.331.
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