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1	Introduction
During the RAN2#102 meeting pros and cons of using end to end RLC ARQ operation versus hop by hop RLC ARQ were discussed. The outcome of this discussion is expressed in the TP, which was agreed in [1]. It contains, among other, the following statement:
	End-to-end reliability requires further study.


 
This contribution elaborates this topic.
2	Discussion
It was mentioned in [2] that:
	With hop-by-hop RLC ARQ, the acknowledgement comes from the next node which only tells that the RLC PDU has passed that single hop. This is especially harmful over the access link, since the UE does not know about multiple hops and will deliver the acknowledgement to PDCP layer which will discard the PDCP SDU. Thus, if the RLC PDU is lost in some of the backhaul hops, for instance due to blockage, there is no guarantee that the packet will be delivered. 



During the discussions some companies mentioned that this can be resolved by PDCP status report being configured for the UE. According to [3], status report is triggered in two situations, i.e. when upper layer requests a PDCP entity re-establishment or when upper layer requests a PDCP data recovery. 
It is therefore worth having a closer look at how PDCP entity re-establishment and PDCP data recovery procedures work. These procedures are triggered when UE receives RRC Reconfiguration message containing either reestablishPDCP or recoverPDCP fields for one of its established radio bearers. In the case in question for IAB, i.e., in case topology modification occurs, one of these procedures would have to be triggered for each RLC AM DRB configured in all Access UEs, which are affected by the topology change to make sure PDCP SDUs are not lost when this happens. Ordering all of those UEs to perform PDCP entity re-establishment does not seem to be a viable option, it is used to update the security keys during HO procedure as well as perform retransmission or transmission of all the PDCP PDUs, which have not yet been confirmed by lower layers. It also requires the UE to perform a set of additional actions for all of its radio bearers as described in [3], all of which seem unnecessary in the scenario being discussed. This leaves us with the PDCP status report being sent upon data recovery request from gNB, which is specified as follows in [3]
Observation 1: PDCP re-establishment is not a suitable action to trigger PDCP status report to ensure PDCP SDUs are not lost in case IAB topology is updated.
	[bookmark: _Toc510395175]5.5	Data recovery
For AM DRBs, when upper layers request a PDCP data recovery for a radio bearer, the transmitting PDCP entity shall:
-	perform retransmission of all the PDCP Data PDUs previously submitted to re-established or released AM RLC entity in ascending order of the associated COUNT values for which the successful delivery has not been confirmed by lower layers.
After performing the above procedures, the transmitting PDCP entity shall follow the procedures in subclause 5.2.1.



It can be seen that already after data recovery procedure, the UE would already automatically perform PDCP PDUs retransmissions, but only for those PDUs “for which the successful delivery has not been confirmed by lower layers”. In case of hop by hop RLC ARQ, such confirmation from lower layers would be sent already after the first hop acknowledges successful reception of the PDCP PDU, which does not necessarily mean that it was successfully received by the Donor.
Observation 2: PDCP data recovery retransmits only those PDCP PDUs, which were not confirmed by lower layers as successfully transmitted. In IAB scenarios, this does not necessarily mean that all non-retransmitted PDCP PDUs were successfully received by the Donor.
Therefore, it can be seen that for UL packets, there is no possibility to ensure lossless data delivery in case hop by hop RLC ARQ is used.
Observation 3: Current PDCP data recovery procedure cannot ensure lossless data delivery in uplink during IAB topology changes.
For a DL DRB, upon data recovery request, PDCP status report will be triggered, thus gNB will get to know all the PDCP SDUs, which were not yet received by the UE and will be able to retransmit those. However, this can be only achieved in case it may be ensured that the gNB still has the PDCP SDUs. Similarly, the gNB may send PDCP status report to the UE, so that UE knows, which of the packets were received by the gNB. However, the only action performed by the receiving entity when PDCP status report is received, is to discard confirmed PDCP SDU, there is no retransmission action specified. The latter is only triggered in case data recovery is requested, but as mentioned above in this case only those PDCP PDUs not confirmed by lower layers are retransmitted. 
Observation 4: PDCP status report from the UE to gNB may ensure data lossless delivery in DL direction in case gNB does not discard PDCP SDUs earlier. 
Observation 5: PDCP status report from gNB to the UE is only used by the UE to determine which PDCP SDUs to discard, but does not trigger any retransmission, so it may not be used to ensure data lossless delivery in UL. 
Furthermore, it was indicated by some companies that according to PDCP specifications UE would only discard the PDCP SDU in case either discard timer expires or PDCP status report is received. However, the discard procedure as described in [3] does not restrict the UEs to discard the packets only to those two cases:
	[bookmark: _Toc510395171]5.3	SDU discard
When the discardTimer expires for a PDCP SDU, or the successful delivery of a PDCP SDU is confirmed by PDCP status report, the transmitting PDCP entity shall discard the PDCP SDU along with the corresponding PDCP Data PDU. If the corresponding PDCP Data PDU has already been submitted to lower layers, the discard is indicated to lower layers.
(…)



It just mentions when PDCP entity shall discard the packets, meaning that upon discard timer expiry or PDCP status report confirming reception of a PDCP SDU, this PDCP SDU has to be discarded by the UE. However, it does not preclude UE from discarding some packets earlier, e.g. upon receiving confirmation of its successful delivery from RLC layer. In our understanding, this is how many UEs are implemented nowadays. It has to be noted that this cannot be deemed bad UE implementation, since this is well justified in order to properly manage UE buffer and it does not cause real issues in case of traditional, non-relayed communications.
Observation 6: UE is not forbidden from discarding PDCP SDUs in cases other than discard timer expiry or PDCP status report reception. 
This leads us to a conclusion that current PDCP specification cannot ensure data lossless delivery when topology changes are done and some enhancements to address this issue would have to be developed in case hop by hop RLC ARQ is used in IAB scenarios neither in DL nor UL direction.
Observation 7: Current PDCP specification cannot ensure data lossless delivery when IAB topology changes are performed in case hop by hop RLC ARQ is used in neither UL nor DL direction.
In [1] it is also currently captured that:
	Configuration complexity
	RLC timers are not dependent on hop-count.
	RLC timers become hop-count dependent. 



It has to be noted that similar issue pertains to PDCP discard and reordering timer configuration, which needs to be adjusted based on the number of hops and it holds for both RLC ARQ options
Observation 8: In case of both end to end and hop by hop RLC, PDCP discard and reordering timer is hop-count dependent.
3	Summary
In this paper we discussed end to end reliability issues, which occur in case hop by hop RLC ARQ is applied for IAB. Some impacts on PDCP layer were also identified. The following observations were made:
Observation 1: PDCP re-establishment is not a suitable action to trigger PDCP status report to ensure PDCP SDUs are not lost in case IAB topology is updated.
Observation 2: PDCP data recovery retransmits only those PDCP PDUs, which were not confirmed by lower layers as successfully transmitted. In IAB scenarios, this does not necessarily mean that all non-retransmitted PDCP PDUs were successfully received by the Donor.
Observation 3: Current PDCP data recovery procedure cannot ensure lossless data delivery in uplink during IAB topology changes.
Observation 4: PDCP status report from the UE to gNB may ensure data lossless delivery in DL direction in case gNB does not discard PDCP SDUs earlier. 
Observation 5: PDCP status report from gNB to the UE is only used by the UE to determine which PDCP SDUs to discard, but does not trigger any retransmission, so it may not be used to ensure data lossless delivery in UL. 
Observation 6: UE is not forbidden from discarding PDCP SDUs in cases other than discard timer expiry or PDCP status report reception. 
Observation 7: Current PDCP specification cannot ensure data lossless delivery when IAB topology changes are performed in case hop by hop RLC ARQ is used in neither UL nor DL direction.
Observation 8: In case of both end to end and hop by hop RLC, PDCP discard and reordering timer is hop-count dependent.
We propose those observations to be captured in the TR within the analysis of different RLC ARQ options.
[bookmark: _GoBack]Proposal 1: Capture the observations made in this paper in the TR within the analysis of different RLC ARQ options.
References
[1] [bookmark: _Ref75086397]R2-1809142 U-plane aspects of architecture group 1 - Qualcomm Incorporated
[2] R2-1807718 End-to-end vs hop-by-hop RLC for L2 relaying - Nokia, Nokia Shanghai Bell
[3] TS 38.323 NR; Packet Data Convergence Protocol (PDCP) specification



