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Introduction
In RAN2#101, the following agreements were made pertaining to support of larger 5G-S-TMSI in LTE connected to 5GC [1]. 
For the handover case of LTE inter-RAT inter-system, it was agreed in RAN2#99bis that [1]:
Agreements:
1	RAN2 understand that the source eNB/ng-eNB decides handover procedure to trigger (e.g. via the same CN type or to the other CN type)
2	UE has to know the target CN type from the handover command during intra-LTE inter-system HO, intra-LTE intra-system HO
FFS: Stage 3 detail whether this is an explicit indication or can be inferred from other information.

During RAN2#101 it was agreed that [2]:
4	Security procedures for inter-system handover to E-UTRA/EPC should follow legacy inter-RAT handover procedures i.e. be configured with 36.331 SecurityConfigHO.

An offline discussion #29 was held during RAN2#102 Busan meeting to understand the best approach available to signal the inter-system intra-LTE HO while conveying the CN indication as agreed earlier. 
Two options were discussed to support inter system mobility between E-UTRA cells and also indicating the CN to the UE during handover. 

Option 1: Use mobiltyfromEUTRACommand
Option 2: Use full configuration 

It was highlighted by HTC that there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round. 
An email discussion [2] was assigned to discuss the potential solution for signaling inter system handover while considering the asymmetric exchange of NAS security parameters. 
[bookmark: _Hlk514829905]
[102#66][NR and LTE/5GC] inter system handover (Ericsson)
	Email discussion with scope as described in R2-1809120. Can also identify questions that need to be asked to other groups.
	Intended outcome: Report to next meeting (ad hoc)
	Deadline:  Thursday 2018-06-14 
Discussion
During the online discussion, two options were discussed to support inter system mobility between E-UTRA cells while indicating the CN to the UE during handover. 

Option 1: Use mobiltyfromEUTRACommand
Option 2: Use full configuration 

Text Proposals for both Approaches were discussed including a possibility to
· implicitly indicate the CN to the UE.  
· asymmetric exchange of NAS security parameters

CN Indication to the UE
Both Approach provide an option to implicitly indicate the CN to the UE. 

[bookmark: _Toc514986326][bookmark: _Toc514964249][bookmark: _Toc514986559][bookmark: _Toc516185859][bookmark: _Toc516185885][bookmark: _Toc517363900]Both Approach provide an option to implicitly indicate the CN to the UE. 

Forward Compatible with inter system mobility to NR from E-UTRA: 
Option 1 is also consistent with support for inter RAT inter system HO (E-UTRA - NR) that we have not discussed yet. Option 1 needs to be adopted anyways for inter RAT scenario and it would be much nicer to have an upgradable solution already from intra EUTRA scenario. 
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Asymmetric Security Parameters exchange
[bookmark: _Hlk514986557][bookmark: _Hlk516185884]Based on the text in 33.501, there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round. 
“The source AMF shall select the EPS NAS algorithms identifiers (it has stored) to be used in the target MME at interworking handover to EPS, for encryption and integrity protection.”
NOTE 2: A legacy target MME is expecting to receive the selected EPS NAS algorithms identifiers over N26 from the source AMF as the target MME belives the source AMF is another MME. The source AMF has therefore provisioned the EPS NAS security algorithms identifiers to be used at interworking handover to EPS to the UE in the 5G NAS SMC in 5G access as described in clause 6.7.2.  The target MME could re-select different EPS NAS algorithms though to be used with the UE by running a NAS SMC in the following Tracking Area Update procedure.

[bookmark: _Toc514986328][bookmark: _Toc516185887][bookmark: _Toc516185861][bookmark: _Toc514986561][bookmark: _Toc517363902]Based on the text in 33.501, there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round. 
Both the options support asymmetric exchange of NAS security parameters between 5GS and EPC.
Handover to/from Legacy eNB
There was a concern shown by Sony that we should be careful if the solution could work with the legacy eNB for intra LTE case. It not possible to support inter system HO with legacy eNB in a symmetric manner without upgrade of legacy eNB since we have the agreement: 
· RAN2 understand that the source eNB/ng-eNB decides handover procedure to trigger (e.g. via the same CN type or to the other CN type)
Source RAN node should be aware about 5GC if it needs to select the handover procedure. Since legacy eNB is not aware about 5GC, it would not be able to handle this trigger during inter system handover from legacy eNB to NG-RAN node. 
Also from deployment point of view, it would not be common to have legacy eNB and ng-eNB coexisting/ng-eNB deployed in a spotty manner. 
Thus, none of options 1 or 2 would be able to support Handover from legacy eNB to a 5GC connected eNB. 

[bookmark: _Toc517363903]It not possible to support inter system HO with legacy eNB in a symmetric manner without upgrade of legacy eNB
Companies Input: 
If there is any other option that companies think should be brought up for discussion, kindly add in the table. 


	Potential 
Solution
	Explanation
	Supporting Companies 

	Option 1 
	Enhance the mobiltyfromEUTRACommand to include E-UTRA as a target RAT and include the full config inside the target RAT container. 
	Ericsson, Sharp, Huawei, HiSilicon, Nokia, QC, ZTE, Intel

	Option 2 
	Perform changes in 36.331 specs and perform full config in the RRC connection reconfiguration message
	

	
	
	



Companies comments on options: 
	Ericsson
	We think that Approach 1 is simple since it has minimum impacts on the 36.331 specs as well as forward compatible with inter system handover between EUTRA and NR.
From CN indication point of view and asymmetric exchange of nas security parameters, both approach works equally well. 

	Sharp
	We share the view from Ericsson and prefer to have a unique way to deal with inter system handover, either for intra RAT or inter RAT.

	Huawei, HiSilicon
	We acknowledge that both option 1 and option 2 are doable. Technically the option 1 is slightly better for implementation. Therefore, we finally decide to vote for option 1. We are also fine if majority of the companies prefer to adopt option 2. If we decide to adopt option 1, we need to be careful with the specification. Since this case is intra-RAT – it is a special case of intra-E-UTRA HO, we need to make sure current inter-RAT section can accommodate this intra-RAT inter-system HO case without causing conflict/confusion. 

	Nokia
	We think that Option 1 is cleaner and more aligned with HO between LTE and NR. However, option 2 is also acceptable

	Sony
	We think both options can work from UE point of view and it may be good idea to align the solution for both intra LTE and LTE-NR inter system handover. 
However, we should be careful if the solution could work with the legacy eNB for intra LTE case. In our opinion, option 1 does not work e.g. when source eNB is legacy eNB.

	QC
	We also think both options will work. If we adopt Option1, Option 1 can also be used as common solution for both Intra RAT and Inter RAT , Inter System HO cases. 

	ZTE
	We think both Option 1 and Option 2 can work. Since Option 1 is cleaner and forward compatible with inter system handover between EUTRA and NR, we prefer Option 1.

	Intel
	Both options can work. As company said, option 1 could be reused for inter system HO covering both intra LTE, and LTE/NR, we are fine to go for this approach. 



Based on companies input, all companies except Sony agree to adopt option 1 for intra LTE inter system HO since it is forward compatible with inter system handover between NR and E-UTRA as well. 
Proposal 1	Adopt the CR R2-1810197 [4] using mobiltyfromEUTRACommand for supporting intra LTE inter system handover.  

Conclusion
In section 2 we made the following observations:
Observation 1	Both Approach provide an option to implicitly indicate the CN to the UE.
Observation 2	option 1 is consistent with support for inter RAT inter system HO (E-UTRA - NR)
Observation 3	Based on the text in 33.501, there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round.
Observation 4	It not possible to support inter system HO with legacy eNB in a symmetric manner without upgrade of legacy eNB
 In section 2 we made the following proposals:
Proposal 1	Adopt the CR R2-1810197 [4] using mobiltyfromEUTRACommand for supporting intra LTE inter system handover.  
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