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Introduction
In the latest version of the TP on Connection Control to 38.331 there is an FFS regarding exceptional cases leading to that the UE release the RRC connection without being ordered by the network.
Editor’s Note: FFS Details on exceptional cases where the UE (instead of the network) initiates RRC release e.g. action leading to NAS recovery. 
An issue has been raised during ASN.1 review to address that FFS. This contribution aims at addressing the UE behavior in these cases. 
Scenarios when UE enters RRC_IDLE without being ordered by the network
There are several cases when the UE transition to IDLE without being ordered by the network. The following are currently captured in the latest version of the TP on connection control for 38.331 [1]:
· UE is paged with a CN identifier;
· UE experience an RLF prior to activation of AS security;
· UE experience an integrity check failure while when receiving an RRCReestablishment message, or while timer T319 is running;
· T311 expiry;
· T301 expiry or selected cell no longer suitable;
· Expiry of DataInactivityTimer.
Additionally, it was agreed at last RAN2 meeting related to 38.304 discussion that the UE should enter RRC_IDLE when it leaves “camped normally” state, meaning that the UE is out of coverage.
[bookmark: _Toc513712051]There are events both in 38.331 and 38.304 where the UE goes to IDLE without being ordered by the network.
UE behaviour in these cases
In our view the UE should always notify upper layer when it leaves RRC_INACTIVE or RRC_CONNECTED and enters RRC_IDLE. This will cause the NAS layer to initiate NAS recovery. Doing this is important since there is a need to clean out the old UE context in the RAN and ensure that UE is again reachable for incoming services. As in LTE, UE shall never be allowed to enter RRC_IDLE by itself for power saving reasons.
[bookmark: _Toc513641177][bookmark: _Toc513712047][bookmark: _Toc513712108][bookmark: _Toc516663821]If UE enters RRC_IDLE it shall inform upper layer making it possible to trigger NAS recovery.
[bookmark: _Toc513641178][bookmark: _Toc513712048][bookmark: _Toc513712109][bookmark: _Toc516663822]NAS recovery shall always be performed when UE returns to a suitable cell since it is needed to clear out old UE RAN context and to ensure UE is again reachable for network services.
[bookmark: _Toc513641179][bookmark: _Toc513712049][bookmark: _Toc513712110][bookmark: _Toc516663823]As in LTE the UE shall not be allowed to enter RRC_IDLE by itself for power saving reasons.
[bookmark: _Toc513641180][bookmark: _Toc513712050][bookmark: _Toc513712111][bookmark: _Toc516663824]To agree on the update to the running TP to 38.331 in section 6 to capture the proposals above.
Notice that the additions in the TP has been suggested as a solution in the ASN.1 review.
Conclusion
In section 2 we made the following observations:
Observation 1	There are events both in 38.331 and 38.304 where the UE goes to IDLE without being ordered by the network.

Based on the discussion in section 2-3 we propose the following:
Proposal 1	If UE enters RRC_IDLE it shall inform upper layer making it possible to trigger NAS recovery.
Proposal 2	NAS recovery shall always be performed when UE returns to a suitable cell since it is needed to clear out old UE RAN context and to ensure UE is again reachable for network services.
Proposal 3	As in LTE the UE shall not be allowed to enter RRC_IDLE by itself for power saving reasons.
Proposal 4	To agree on the update to the running TP to 38.331 in section 6 to capture the proposals above.
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Updates to running TP on Connection Control
[bookmark: _Toc503259927]5.3.1.1	RRC connection control
RRC connection establishment involves the establishment of SRB1. The network completes RRC connection establishment prior to completing the establishment of the NGconnection, i.e. prior to receiving the UE context information from the 5GC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the network may configure the UE to perform measurement reporting, but the UE only sends the corresponding measurement reports after successful security activation. However, the UE only accepts a re-configuration with sync message when security has been activated.
[bookmark: _GoBack]Upon receiving the UE context from the 5GC, the RAN activates AS security (both ciphering and integrity protection) using the initial security activation procedure. The RRC messages to activate security (command and successful response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate security is not ciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs) are both integrity protected and ciphered. After having initiated the initial security activation procedure, the network initiates the establishment of SRB2 and DRBs, i.e. the network may do this prior to receiving the confirmation of the initial security activation from the UE. In any case, the network will apply both ciphering and integrity protection for the RRC reconfiguration messages used to establish SRB2 and DRBs. The network should release the RRC connection if the initial security activation and/ or the radio bearer establishment fails.
The release of the RRC connection normally is initiated by the network, however there are exception cases defined in TS 38.304 [21] and in this specification when the UE initiates the transition to RRC_IDLE by itself. In these exception cases the UE will always inform NAS layer leading to NAS recovery. The UE is not allowed to transition to RRC_IDLE for power saving purposes. The RRC release procedure may be used to re-direct the UE to an NR frequency or an EUTRA carrier frequency. 
Editor’s Note: FFS Details on exceptional cases where the UE (instead of the network) initiatesRRC release e.g. action leading to NAS recovery.
The suspension of the RRC connection is initiated by the network. When the RRC connection is suspended, the UE stores the UE AS context and the I-RNTI, and transits to RRC_INACTIVE state. The RRC message to suspend the RRC connection is integrity protected and ciphered.
The resumption of a suspended RRC connection is initiated by upper layers when the UE needs to transit from RRC_INACTIVE state to RRC_CONNECTED state or by RRC layer to perform a RNA update or by RAN paging from NG-RAN. When the RRC connection is resumed, network configures the UE according to the RRC connection resume procedure based on the stored UE AS context and any RRC configuration received from the network. The RRC connection resume procedure re-activates security and re-establishes SRB(s) and DRB(s).
In response to a request to resume the RRC connection, the network may resume the suspended RRC connection and send UE to RRC_CONNECTED, or reject the request to resume and send UE to RRC_INACTIVE(with a wait timer), or directly re-suspend the RRC connection and send UE to RRC_INACTIVE, or directly release the RRC connection and send UE to RRC_IDLE, or instruct the UE discard the stored context and initiate NAS level recovery (in this case the network sends an RRC setup message).
Editor’s Note	FFS NE-DC, NR-NR-DC related aspects.
[bookmark: _In-sequence_SDU_delivery]
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