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1	Introduction
This contribution is related to the ASN.1 review issue we raised in E120:
"For the provisioning of establishment cause and access category, CT1 has now defined two options in latest TS 24.501."
The necessary changes are included in the draft CR [3].
[bookmark: _Ref178064866]2	Discussion
According to the approved version of the NAS protocol specification TS 24.501 [1] (a change introduced by [2]), two UE options are now allowed for the AS-NAS interaction for the provisioning of RRC establishment cause:
· Providing RRC establishment cause, and trigger RRC Connection Establishment / RRC Resume, after successful access barring check (here referred to as option 1)
· Providing RRC establishment cause along with access category and access identities, and trigger both access barring check and RRC Connection Establishment / RRC Resume (here referred to as option 2)
While option 2 is used in e.g. LTE for legacy access control, we note that when allowing this option also in the RRC specification, we need to consider:
1. There are exceptions, controlled by NAS, where access barring check is skipped. In that case, we assume that neither access category nor any access identities are provided to RRC.
2. In RRC_CONNECTED, when an access attempt is identified in NAS that requires an access barring check, there is no need to provide an RRC establishment cause to RRC. 
We think that the above to examples clearly illustrates that while a UE implementation option 2 needs to be supported in the specs, the unified access control procedure and RRC Connection Establishment / RRC Resume procedures should be kept independent in the RRC specifications.
For illustration purpose only, for each of the two options 1 and 2, the cases of access barring check and the case of skipping access barring check are provided below in Figure 1- Figure 4.
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[bookmark: _Ref516493281][bookmark: _Hlk516493011]Figure 1. Option 1 (Providing RRC establishment cause, and trigger RRC Connection Establishment / RRC Resume, after successful access barring check)
In Figure 1, the option 1 is illustrrated for the normal case when access barring check is first requested by NAS, and then when the access attempt is allowed, NAS requests RRC to transit to RRC_CONNECTED, passing an establishment cause. This case is well covered in the RRC specification.
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[bookmark: _Ref516746385]Figure 2. Option 1 (Providing RRC establishment cause, skip access barring check)
Figure 2 illustrates also option 1, and for the case when NAS skips access barring check and can direclt request the RRC to setup / resume the connection. This case is also well covered in the RRC specification.


[image: ]
[bookmark: _Ref516746477][bookmark: _Hlk516493087]Figure 3. Option 2 (Providing RRC establishment cause along with access category and access identities, and trigger both access barring check and RRC Connection Establishment / RRC Resume)
In Figure 3 a possible way to model option 3 is illsutrated, for the normal case when access barring check should be performed. Here NAS provides access category, access identity and also establishment cause (not waiting for access barring check) which would trigger both access barring check and establishment of RRC connection. The RRC layer needs to await for access barring check before proceeding with RRC connection establishment.
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[bookmark: _Ref516493288]Figure 4. Option 2 (Providing RRC establishment cause, skip access barring check)
In Figure 4 also option 2 is illustrated, for the case when NAS determines to skip access barring check, and only provides the establishment cause to RRC, which directly proceeds with RRC connection establishment / resume.
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[bookmark: _Ref516493312]Figure 5. Option1+2: Access barring check in RRC_CONNECTED
In Figure 5 the case of performing access barring check in 5GMM-CONNECTED is illustrated – here there would be no difference between option 1 and option 2 as no establishment cause is provided.

By comparing the examples in figures 1-5, we observe that:
[bookmark: _Toc517324948]To support option 1 and also access barring check in RRC_CONNECTED, NAS should be able to independently request RRC to perform access barring check (without at the same time trigger RRC connection setup/resume).
[bookmark: _Toc517324949]To support option 2 on the other hand, RRC connection establishment / resume procedures need to if access category + access identiti(es) are provided from NAS: trigger access barring check and only after successful access barring check proceed with establishment / resume.
The current UAC procedure, RRC connection establishment and RRC resume procedures reflects option 1. In order to keep RRC as an unambigious specification and be consistent with different UE implementation options supported by the NAS specification, we propose that:
[bookmark: _Toc517324950]Update the UAC procedure, RRC connection establishment and RRC resume procedures to support also option 2.
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3	Conclusion
In the previous sections we made the following observations: 
Observation 1	To support option 1 and also access barring check in RRC_CONNECTED, NAS should be able to independently request RRC to perform access barring check (without at the same time trigger RRC connection setup/resume).
Observation 2	To support option 2 on the other hand, RRC connection establishment / resume procedures need to if access category + access identiti(es) are provided from NAS: trigger access barring check and only after successful access barring check proceed with establishment / resume.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Update the UAC procedure, RRC connection establishment and RRC resume procedures to support also option 2.
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