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Introduction
RAN2 agreed to the introduction of an NR UE to indicate Safe-Mode operation (i.e., temporary capability restrictions).  The UE may apply this to a certain capability or a group of capabilities due UE-based or related conditions. 
[bookmark: _GoBack]In this paper, we introduced a description on how the UE may behave autonomously in such condition such that the UE can operate safely and with some coordination with the network. 
[bookmark: _Ref178064866]Discussion
At RAN2-97 the following agreements were made:
	Agreements:
1: following issues should be considered in NR design (e.g. capabilities) with general solution:
	Issue 1: Hardware sharing between NR and other things, e.g. WLAN, BT, GPS, etc 
	Issue 2: Interference between NR and other things, e.g. WLAN, BT, GPS, etc; 
	Issue 3: Exceptional UE issues (e.g. overheating problems)

2:	The UE radio access capabilities are static and the change is just to temporarily (e.g. under network control) limit the availability of some capabilities, e.g. due to hardware sharing, interference or overheating. 
FFS To which capabilities it may apply and how the limitation is expressed to the gNB.
3: The temporary capability restrict should be transparent to the NG core, i.e. only static capability is stored in the NG core.
4: The UE signals the temporary capability restriction request to the gNB.



Observation 1:  UE is the one that reports its capability upon gNB request, and only the can detect local condition and local events (processing overloading, overheating, ..etc.)

Observation 2:      The UE can inform the gNB with its abnormal condition, however, the gNB can only prevent the UE from scaling (upgrading) up its capabilities,

Observation 3:      The gNB should not deny the UE operating in a safe mode from downgrading its capabilities and/or operations.  If the UE is not capable of supporting certain operations or procedures due to internal issues, it is not rational for gNB to deny its Safe-mode operation.
Observation 4:   The UE is supporting many processes and applications that are local which the network have no control over such as Pictures, Calendar, Recorders, Camera, …etc.

Observation 5:  The UE operating in a Safe-Mode should be able to minimize the signalling with the gNB as much as possible.

Observation 6:  The UE is the one which is capable of detecting that abnormal conditions are over and hence it should be able to revert back to normal mode of operation.

Observation 7:  The UE should inform the network when it revert back to normal mode of operations

 
The UE shall, upon detection of abnormal operational conditions, be able to autonomously declare a Safe-Mode of operation without a permission from the network.
The UE shall be able to determine the Safe-Mode level (e.g., Level-1, Level-2, Level-3, ..etc) depending on the severity of local condition.  These levels can be configured or can be left for implementations.
Safe-Mode level should be associated with a list or a group of capabilities or features supported by the UE.  
The UE operating in Safe-Mode shall be able to suspend the group or list of capabilities associated with the Safe-Mode Level without gNB permission. 
UE operating in a Safe-Mode shall be able to start with suspending local applications and processes (lowest Safe-Mode Level) without informing the gNB at all.    
There should be a list of capabilities that the UE suspend without informing gNB in order to minimize over the air signalling. 
The UE operating in Safe-Mode shall be able to disable inactive capabilities without informing gNB as long as it is not affecting active capabilities/features.
The UE shall indicate Safe-Mode operation only when attempting to down-grade or release existing active capabilities and/or establishing a new service while operating in a Safe-Mode.
The gNB may deny the down-grading of certain features/capabilities and instructs the UE to release the service.
The UE while operating in Safe-Mode can reject the re-configuration or establishment of new services and indicate to the network that it is in Safe-Mode operation with optional information about the severity level or a list of supported capabilities (or supported capability groups).
The network may request additional capability information from the UE when it receives the Safe-Mode indication.
The UE shall inform the network of its Normal-Mode of operation once the Safe-mode condition(s) is(are) alleviated.
  
Conclusion
[bookmark: _In-sequence_SDU_delivery]Based on the discussion in section 2 we propose the following: The UE shall, upon detection of abnormal operational conditions, be able to autonomously declare a Safe-Mode of operation without a permission from the network.
The UE shall be able to determine the Safe-Mode level (e.g., Level-1, Level-2, Level-3, ..etc) depending on the severity of local condition.  These levels can be configured or can be left for implementations.
Safe-Mode level should be associated with a list or a group of capabilities or features supported by the UE.  
The UE operating in Safe-Mode shall be able to suspend the group or list of capabilities associated with the Safe-Mode Level without gNB permission. 
UE operating in a Safe-Mode shall be able to start with suspending local applications and processes (lowest Safe-Mode Level) without informing the gNB at all.    
There should be a list of capabilities that the UE suspend without informing gNB in order to minimize over the air signalling. 
The UE operating in Safe-Mode shall be able to disable inactive capabilities without informing gNB as long as it is not affecting active capabilities/features.
The UE shall indicate Safe-Mode operation only when attempting to down-grade or release existing active capabilities and/or establishing a new service while operating in a Safe-Mode.
The gNB may deny the down-grading of certain features/capabilities and instructs the UE to release the service.
The UE while operating in Safe-Mode can reject the re-configuration or establishment of new services and indicate to the network that it is in Safe-Mode operation with optional information about the severity level or a list of supported capabilities (or supported capability groups).
The network may request additional capability information from the UE when it receives the Safe-Mode indication.
The UE shall inform the network of its Normal-Mode of operation once the Safe-mode condition(s) is(are) alleviated.
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