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1. Introduction

The beam failure detection and recovery procedure has been developed for NR MAC Specification. In this contribution, based on the latest version of NR MAC Specification [1], we further elaborate the issues related to the reset of beam failure detection (BFD) counting for beam failure recovery (BFR) procedure and propose possible solutions.
2. Discussion

According to RAN2 #102 meeting minutes, [2], the email discussion [102#70][NR UP] Reset of BFD is handled with the target to identify all cases and arrive at an agreeable CR/TP. In the email discussion, about capturing the agreements related to “the CR for the configuration of RadioLinkMonitoringConfig” [3], it is addressed as “Reconfiguration of BFD thresholds and resources by RRC” and the discussion is based on the latest agreed CR for RRC [7], which is quoted below.
================================ Quotation Start =================================
–
RadioLinkMonitoringConfig
The RadioLinkMonitoringConfig IE is used to configure radio link monitoring for detection of beam- and/or cell radio link failure. See also 38.321, section 5.1.1.
RadioLinkMonitoringConfig information element
-- ASN1START

-- TAG-RADIOLINKMONITORINGCONFIG-START

RadioLinkMonitoringConfig ::=

SEQUENCE {


failureDetectionResourcesToAddModList
SEQUENCE (SIZE(1..maxNrofFailureDetectionResources)) OF RadioLinkMonitoringRS
OPTIONAL,
-- Need N


failureDetectionResourcesToReleaseList
SEQUENCE (SIZE(1..maxNrofFailureDetectionResources)) OF RadioLinkMonitoringRS-Id
OPTIONAL,
-- Need N


beamFailureInstanceMaxCount


ENUMERATED {n1, n2, n3, n4, n5, n6, n8, n10}









OPTIONAL,
-- Need S


beamFailureDetectionTimer
ENUMERATED {pbfd1, pbfd2, pbfd3, pbfd4, pbfd5, pbfd6, pbfd8, pbfd10}

OPTIONAL,
-- Need R


...

}

RadioLinkMonitoringRS ::=

SEQUENCE {


radioLinkMonitoringRS-Id


RadioLinkMonitoringRS-Id,


purpose



ENUMERATED {beamFailure, rlf, both},


detectionResource


CHOICE {



ssb-Index



SSB-Index,



csi-RS-Index



NZP-CSI-RS-ResourceId


},


...

}

-- TAG-RADIOLINKMONITORINGCONFIG-STOP

-- ASN1STOP
	RadioLinkMonitoringConfig field descriptions

	beamFailureDetectionTimer
Timer for beam failure detection (see 38.321, section FFS_Section). See also the BeamFailureRecoveryConfig IE. Value in number of "periods of Beam Failure Detection" Reference Signal. Value pbfd1 corresponds to 1 period of Beam Failure Detection Reference Signal, value pbfd2 corresponds to 2 periods of Beam Failure Detection Reference Signal and so on. When the network reconfigures this field, the UE resets on-going beamFailureDetectionTimer and the counter related to beamFailureInstanceMaxCount.

	beamFailureInstanceMaxCount
This field determines after how many beam failure events the UE triggers beam failure recovery (see 38.321, section 5.17). Value n1 corresponds to 1 beam failure instance, n2 corresponds to 2 beam failure instances and so on. When the network reconfigures this field, the UE resets on-goingbeamFailureDetectionTimer and the counter related to beamFailureInstanceMaxCount. If the field is absent, the UE does not trigger beam failure recovery.

	failureDetectionResourcesToAddModList
A list of reference signals for detecting beam failure and/or cell level radio link failure (RLF). The network configures at most two detectionResources per BWP for the purpose "beamFailure" or "both". If no RSs are provided for the purpose of beam failure detection, the UE performs beam monitoring based on the activated TCI-State for PDCCH. However, if the activated TCI state refers to an aperiodic or semi-persistent CSI-RS, the gNB configures the failure detection resources explicitly (FFS_RAN1: TBC by RAN1). If no RSs are provided in this list at all (neither for Cell- nor for Beam-RLM), the UE performs also Cell-RLM based on the activated TCI-State of PDCCH (FFS_RAN1: TBC by RAN1). When the RS(s) for RLF is reconfigured by the network, the UE resets T310 and the counters related to N310 and N311. When the RS(s) for beam failure detection (BFD) is reconfigured by the network, the UE resets the on-going beamFailureDetectionTimer and the counter related to beamFailureInstanceMaxCount.


	RadioLinkMonitoringRS field descriptions

	detectionResource
A reference signal that the UE shall use for radio link monitoring. 

	purpose
Determines whether the UE shall monitor the associated reference signal for the purpose of cell- and/or beam failure detection.


================================= Quotation End =================================
It can be observed that there is difference between the reset of RLF related parameters and BFD related parameters. The RLF related timers and counters are handled by RRC but the BFD related timer and counter are handled by MAC. When RRC reconfigures the value of beamFailureDetectionTimer and the value of beamFailureInstanceMaxCount, MAC can know the change since there is indication from RRC to MAC. But when RRC reconfigures the failureDetectionResourcesToAddModList, it is between RRC and PHY, so MAC does not know the change unless there is indication from RRC or PHY.
Observation 1:
To reset the BFD counter when the RS(s) for BFD is reconfigured by the network, an indication from RRC or PHY to MAC is needed.
According to the discussion about beam failure detection during BWP switch [4] in RAN2 #101bis, it was agreed to fix the issue of switching to BWP with different configuration with a minimal fix, e.g. change ’=’ to ’>=’ and keeping BF detection and BWP switching independent. In our understanding, it implies making the assumption that no matter which kind of BWP switching, the previous BFD counting based on the BWP before the switching is always valid. In some cases, like the BWP switching for power saving, e.g. BWP1 to BWP2 in Fig. 1, the RS(s) for BFD, e.g. cell-defining SSB, are the same or quite similar before and after the BWP switching. Such that, the BFD counting based on the BWP before the switching should be considered as valid. However, in other cases, like the BWP switching for avoiding the interference in frequency domain, e.g. BWP1 to BWP3 in Fig. 1, the RS(s) for BFD may be quite different before and after the BWP switching and the BFD counting based on the BWP before the switching may become meaningless. In these cases, one more beam failure instance indication form lower layer can trigger the BFR procedure. The phenomenon is quite similar to the early triggering issue mentioned in [5], which is also discussed in the email discussion [102#70][NR UP] Reset of BFD.
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Fig. 1: an example of BPW switching for power saving and for avoiding interference 
The same solution, reset the BFD counting, can be applied to solve the issue described above. However, only layer 1 can compare the RS(s) for BFD before and after the BWP switching and judge the BFD counting based on the BWP before the switching is valid or not. Therefore, an indication from layer 1 to MAC for the reset of BFD counting is needed. Besides, the procedure for BFD is still independent to the procedure for BWP operation.
Proposal 1:
It is beneficial to have BFD counting reset indication provided from lower layers to MAC.
Proposal 2:
Reset the BFD counting when the reset indication has been received from lower layers.
3. Conclusion

In this contribution, we make the following observation and proposals:
Observation 1:
To reset the BFD counter when the RS(s) for BFD is reconfigured by the network, an indication from RRC or PHY to MAC is needed.
Proposal 1:
It is beneficial to have BFD counting reset indication provided from lower layers to MAC.
Proposal 2:
Reset the BFD counting when the reset indication has been received from lower layers.
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Annex: Text proposals for TS 38.321

TP 1 (for Proposal 2):

Start of changes
5.17
Beam Failure Detection and Recovery procedure
The MAC entity may be configured by RRC with a beam failure recovery procedure which is used for indicating to the serving gNB of a new SSB or CSI-RS when beam failure is detected on the serving SSB(s)/CSI-RS(s). Beam failure is detected by counting beam failure instance indication from the lower layers to the MAC entity.
RRC configures the following parameters in the BeamFailureRecoveryConfig for the Beam Failure Detection and Recovery procedure:
-
beamFailureInstanceMaxCount for the beam failure detection;

-
beamFailureDetectionTimer for the beam failure detection;

-
beamFailureRecoveryTimer for the beam failure recovery procedure;

-
rsrp-ThresholdSSB: an RSRP threshold for the beam failure recovery;

-
powerRampingStep: powerRampingStep for the beam failure recovery;

-
preambleReceivedTargetPower: preambleReceivedTargetPower for the beam failure recovery;

-
preambleTransMax: preambleTransMax for the beam failure recovery;

-
ra-ResponseWindow: the time window to monitor response(s) for the beam failure recovery using contention-free Random Access Preamble;

-
prach-ConfigIndex: prach-ConfigIndex for the beam failure recovery;

-
ra-ssb-OccasionMaskIndex: ra-ssb-OccasionMaskIndex for the beam failure recovery;

-
ra-OccasionList: ra-OccasionList for the beam failure recovery.

The following UE variables are used for the beam failure detection procedure:
-
BFI_COUNTER: counter for beam failure instance indication which is initially set to 0.
The MAC entity shall:
1>
if beam failure instance indication has been received from lower layers:

2>
start or restart the beamFailureDetectionTimer;

2>
increment BFI_COUNTER by 1;

2>
if BFI_COUNTER >= beamFailureInstanceMaxCount:

3>
if beamFailureRecoveryConfig is configured:

4>
start the beamFailureRecoveryTimer, if configured;

4>
initiate a Random Access procedure (see subclause 5.1) on the SpCell by applying the parameters powerRampingStep, preambleReceivedTargetPower, and preambleTransMax configured in beamFailureRecoveryConfig.

3>
else:

4>
initiate a Random Access procedure (see subclause 5.1) on the SpCell.

1>
if the beamFailureDetectionTimer expires:

2>
set BFI_COUNTER to 0.

1>
if the Random Access procedure is successfully completed (see subclause 5.1):

2>
stop the beamFailureRecoveryTimer, if configured;

2>
consider the Beam Failure Recovery procedure successfully completed.

1>
if beam failure detection reset indication has been received from lower layers:

2>
set BFI_COUNTER to 0.
End of changes
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