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1. Introduction
In RAN2#101bis, the following agreements were achieved:
	Agreements for NR
1	All access control info will be contained in SIB1. (We need to find a way to ensure the size is constrained)
Working assumption for NR and LTE/5GC
2 Support an encoding option 2b from the mail discussion (AC are explicitly indicated). ASN.1 for this approach will be included in the CR for SA. Further optimisations can still be considered next meeting,
Agreements for NR and LTE/5GC
1: There are 8 barring configuration parameters sets.
2: Barring factor and barring times take same values as LTE.


In this contribution, we would like to discuss the methods to reduce the size of access barring information.
2. Discussion
In [1], the rough size needed to advertise for access barring information in worst case is: L*M*log2(N)
· L: Number of PLMNs
· M: Number of Access Categories
· N: Number of sets of barring parameters 
In NR, L is 12 and M is 63 based on SA1/CT1 LS. And N was agreed to 8. The rough size for access barring information in worst case is 12*63*8=6048. RAN1 had agreed that a max TB size of 3000 bits is proposed by numerous companies for PDSCH carrying RMSI/OSI/Paging for NR [2]. Considering there are another parameters contained in SIB1 (probably 1700bis) and some bits needs to be reserved for future extension, reducing the size of access barring information needs to be considered.  
Based on the formula for the size of access barring information (12*63*8), the main factor is the number of access categories (63) for each PLMN. There are two possible options to further reduce the size for access barring information.
Option 1: Access categories are divided into several groups. 
In order to reduce the MSG3 size, the limited number of cause value (maximum to 16) for NR was agreed and the mapping between access categories/access identities and establishment cause value is defined. Some access categories may have the same requirements on access control. Hence, the similar principle can be reused. Access categories are further divided into several groups (K is the number of access category groups). RAN informs UE the relationship between access categories and AC groups. In addition, RAN informs UE the relationship between AC groups per PLMN with the index of access barring information sets. 
For example:
1) RAN informs UE the relationship between each access category and each AC group:
Access category_1 belongs to Access group_1;
Access category_2 belongs to Access group_3;
…
Access category_m belongs to Access group_4;
…
Access category_63 belongs to Access group_1;
The size for broadcasting the relationship between each access category and each AC group is 63*Ceiling(log2(K)).
2) In addition, RAN informs UE the relationship between AC groups per PLMN with the index of access barring information sets.
PLMN_1, Access group_1 uses barring info set S_2,
PLMN_1, Access group_2 uses barring info set S_1,
…
PLMN_2, Access group_1 uses barring info set S_1,
PLMN_2, Access group_2 uses barring info set S_3,
…
PLMN_L Access group_1 uses barring info set S_2,
PLMN_L, Access group_2 uses barring info set S_1,
…
The size for broadcasting the relationship between AC groups per PLMN with the index of access barring information sets is L*K*log2(N).

Figure 1 is the example of access barring information which needs to be broadcasted. And based on the information, the UE can determine the barring information set for a certain access category of a certain PLMN.


Figure 1 Access barring infomation with introduction of access groups
The total rough size for access barring information together with the size for grouping access categories becomes: L*K*log2(N) + 63*Ceiling(log2(K)). Table 1 is the rough size of access barring information in worst case with different value of K.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Table 1 the rough size of access barring information in worst case with different K
	K
	16
	12
	8

	Total rough size 
	828
	684
	477



Option 2: Limit the number of access categories and/or limit the number of PLMNs.
 As 12(the number of PLMN)*63(the number of access categories) is large, option 2 introduces some limitations on the number of access categories and/or the number of PLMNs for access barring information, e.g. the supported max number of access categories is limited to 15, or the max number of PLMNs for access category is limited to 6, etc. 
It is obvious that the size for access barring information with option 2 is reduced. However, option 2 is not extensible in future, e.g. the max number of access categories may be larger than 15 in the future. And we also need to inform SA1/CT1 if we decide to limit the max number of access categories. Option 1 is more flexible and extensible without other groups’ impact.
Proposal 1: In order to reduce the size for access barring information, access categories are further divided into several groups with limited size.
In section 5, we annex the ASN.1 of option 1(access categories are divided into several groups and access category groups are explicitly indicated). The formula of the overhead for access barring information in worst case is also provided. 
In RAN2#102 meeting, we agreed ACs are explicitly indicated. However, if access category group is introduced, the number of access category groups is limited. Hence, the index of access category group can be implicitly indicated. The network will list the barring info set index for each access category group per PLMN. If the barring info set index for a certain access category group of one PLMN is absent, it means that the access attempt for the certain access category group of one PLMN is allowed. The corresponding ASN.1 and the formula of the size for access barring information are also provided in section 5. 
The total overhead for access barring information with different number (K) of access category groups is provided in table 2.
Table 2 The size of access barring information in worst case with ASN.1 in section 5
	K(access category groups)
	16
	12
	8

	Total size with access category group indicated explicitly
	2007
	1655
	1286

	Total size with access category group indicated implicitly
	1239
	1079
	898



Considering that the number of barring information sets is 8 and the number of supported access categories in R15 is 8, we slightly prefer to adopt the max number of access category groups is 12. With K=12, each access category can be configured with a different barring information set in R15. When the number of supported access categories is larger than 8, the network can also configure a different barring information set for each standardized access category.
[bookmark: _GoBack]Proposal 2: The max number of access category groups is 12.
3. Conclusion
We analyze two options to further reduce the size for access control parameters. Considering the extensibility and the impact on other groups, we propose:
Proposal 1: In order to reduce the size for access barring information, access categories are further divided into several groups with limited size.
Proposal 2: The max number of access category groups is 12.
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5. Annex
1) Access category groups are explicitly indicated
uac-BarringInfo 						SEQUENCE {
		uac-BarringForCommon					UAC-BarringPerCatGroupList			OPTIONAL,
			uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List			OPTIONAL,
			uac-BarringInfoSetList				UAC-BarringInfoSetList,
			uac-AccessCatGroupList					UAC-AccessCatGroupList
	}									OPTIONAL,

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex					INTEGER (1..maxPLMN),
		uac-barringPerCatGroupList				UAC-BarringPerCatGroupList
}

UAC-BarringPerCatGroupList ::= SEQUENCE (SIZE (1..maxAccessCatGroup)) OF UAC-BarringPerCatGroup

UAC-BarringPerCatGroup ::= SEQUENCE {
	    zccessCategory             accessCatGroupIndex             		INTEGER (1..maxAccessCatGroup-1),
	    uac-barringInfoSetIndex  	    INTEGER (1..maxBarringInfoSet)
}

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {
	uac-BarringFactor			ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
}

UAC-AccessCatGroupList ::= SEQUENCE (SIZE(1..maxAccessCatGroup)) OF UAC-AccessCatGroup

UAC-AccessCatGroup ::= SEQUENCE {
	uac-CatGroupIndex		INTEGER (1.. maxAccessCatGroup),
	uac-AccessCatList		SEQUENCE (SIZE(1..maxAccessCat-1)) OF AccessCategory
}

AccessCategory ::= 			INTEGER (1..maxAccessCat-1)


Assume K is the max number of access category groups. The size for access barring information in worst case is:
Size of UAC-BarringPerPLMN= 4+Ceiling(log2(K)) + K*(Ceiling(log2(K))+3)
Size of UAC-BarringPerPLMN-List = 4+12*Size of UAC-BarringPerPLMN
Size of UAC-BarringInfoSetList = 3+8*(4+3+7)= 115;
Size of UAC-AccessCatGroupList = Ceiling(log2(K)) + K*Ceiling(log2(K))+63*6
Size of uac-BarringInfo (total size of access barring info) =Size of UAC-BarringPerPLMN-List+115+ Size of UAC-AccessCatGroupList +2= 547+13* Ceiling(log2(K))+13* K* Ceiling(log2(K))+36*K
2)Access category groups are implicitly indicated
uac-BarringInfo 						SEQUENCE {
		uac-BarringForCommon					UAC-BarringPerCatGroupList			OPTIONAL,
			uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List			OPTIONAL,
			uac-BarringInfoSetList				UAC-BarringInfoSetList,
			uac-AccessCatGroupList					UAC-AccessCatGroupList
	}									OPTIONAL,

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex					INTEGER (1..maxPLMN),
		uac-barringPerCatGroupList				UAC-BarringPerCatGroupList
}

UAC-BarringPerCatGroupList ::= SEQUENCE (SIZE (maxAccessCatGroup)) OF UAC-BarringPerCatGroup

UAC-BarringPerCatGroup ::= SEQUENCE {
	    uac-barringInfoSetIndex  	    INTEGER (1..maxBarringInfoSet)		OPTIONAL
}

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {
	uac-BarringFactor			ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
}

UAC-AccessCatGroupList ::= SEQUENCE (SIZE(1..maxAccessCatGroup)) OF UAC-AccessCatGroup

UAC-AccessCatGroup ::= SEQUENCE {
	uac-CatGroupIndex		INTEGER (1.. maxAccessCatGroup),
	uac-AccessCatList		SEQUENCE (SIZE(1..maxAccessCat-1)) OF AccessCategory
}

AccessCategory ::= 			INTEGER (1..maxAccessCat-1)

Assume K is the max number of access category groups. The size for access barring information in worst case is:
Size of UAC-BarringPerPLMN= 4+Ceiling(log2(K)) + K*3
Size of UAC-BarringPerPLMN-List = 4+12*Size of UAC-BarringPerPLMN
Size of UAC-BarringInfoSetList = 3+8*(4+3+7)= 115;
Size of UAC-AccessCatGroupList = Ceiling(log2(K)) + K*Ceiling(log2(K))+63*6
Size of uac-BarringInfo (total size of access barring info) =Size of UAC-BarringPerPLMN-List+115+ Size of UAC-AccessCatGroupList +2= 547+13* Ceiling(log2(K))+ K* Ceiling(log2(K))+36*K
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