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1. Introduction
In 3GPP RAN2#97bis meeting, SI request was discussed and the following agreements were made in [1].
Agreements for on demand request of broadcast SI transmission.

1:
For idle and inactive mode, there will be network control whether MSG1 or MSG3 can be used to transmit SI request .

2: 
If the PRACH preamble and/or PRACH resource specific to each SIB or set of SIBs which the UE needs to acquire is included in minimum SI then SI request is indicated using MSG 1. 

3:  If the PRACH preamble and/or PRACH resource specific to each SIB or set of SIBs which the UE needs to acquire is not included in minimum SI then SI request is included in MSG3.

FFS Error handing in case SI is not received

FFS whether the request delivered in MSG 3 can be used for unicast delivery or for delivery of SI by dedicated signalling after a transition into connected, or other options

In 3GPP RAN2#98 meeting, SI request was discussed and the following agreements were made in [2].
Agreements for On demand request for broadcast delivery

1
On demand SI request will maximise commonality with the RACH procedure

2
Network sends an acknowledgement in MSG2 to the UE’s SI request sent in Msg1 
FFS
Network sends an acknowledgement in MSG4 to the UE’s SI request sent in Msg3

Agreements

1
Only progress on the two agreed approaches for delivering on-demand system information (via dedicated signalling to RRC_CONNECTED UEs; via SI-Message broadcast to RRC_IDLE and RRC_INACTIVE UEs) and refrain from introducing additional solution variants.
And only some brief agreements on access control were made in [2][3].
Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE
4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
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In this contribution, we discuss the access control of SI request. 
2. Discussion
There are no related agreements on the access control of on demand SI request till now. According to the agreements, for the IDLE and INACTIVE UEs, the on demand SI request is maximize commonality with the RACH procedure. Then the SI request must be triggered and transmitted with the RACH procedure. There may be a large number of requests during some period, which needs a lot of UL resources. Correspondingly, a large number of DL resources are needed to respond the requests. While the legacy RACH is controlled by the mechanism of access control. From the view of resource utilization and the consistency of UE implementation, it is better to apply the unified access control on the SI request. On another case, the load of the network is heavy. Even if the number of SI request is not very large, it is better for the network to apply the unified access control on the SI request.   
Proposal 1: RAN2 to discuss and decide whether to apply the unified access control on the SI request.
If the access control of SI request is decided, the principles and mechanism are needed. From the view of unified access control, the mapping of the SI request to one or more access identities and access category are needed to perform, and some more details as well. 
Proposal 2: RAN2 to discuss the principles and mechanism on how to apply the unified access control on the SI request, if the unified access control is decided.
3. Conclusion
In this contribution, we discuss the access control of SI request with the following proposals:
Proposal 1: RAN2 to discuss and decide whether to apply the unified access control on the SI request.
Proposal 2: RAN2 to discuss the principles and mechanism on how to apply the unified access control on the SI request, if the unified access control is decided.
References
[1] RAN2 #97bis Chairman’s Notes.
[2] RAN2 #98 Chairman’s Notes.
[3] RAN2 AH#1 Chairman’s Notes.[image: image1.png]



