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1. Introduction
In the last meeting, it was agreed to include an indication from the SN to MN to enable the SN to request the MN to perform PDCP data recovery. However, there is no similar indication for the MN to request SN of PDCP data recovery.  

In this contribution, we discussed the need for an indication from the MN to SN to enable request of PDCP data recovery (synchronous reconfiguration without security key refresh) from the SN. 
2. Discussion
In MR-DC protocol architecture, SN generates the radio configuration for the SN while the MN generates the radio configuration for the MN. Intra-MN HO is performed with PDCP data recovery at the MN considering that the location of PDCP is not changed and hence the security key doesn’t need to be refreshed. For example, in EN-DC, the MN can be configured with NR PDCP where PDCP recovery can be enabled for intra- MN HO. When PDCP recovery is performed at the MN for HO, PDCP recovery could also be performed at the SN in order for the lower protocol layers to use synchronous reconfiguration without security key refresh. 
Proposal 1: If PDCP data recovery (i.e. synchronous reconfiguration without security key refresh) is used at MN, PDCP data recovery could also be used at SN for intra-MN HO with the same SN.
Even though, the current description/procedure handles the intra-MN HO while SN configured with SN security key change, the procedure for intra-MN HO without SN security key change cannot be realised with the current procedures. In order to enable PDCP recovery at the SN (as per Proposal 1), an indication is required from the MN to the SN requesting the PDCP data recovery at the SN. The PDCP data recovery trigger is to be signalled from the MN to the SN via the inter node messages between the MN and SN. 
Proposal 2: It is required to introduce an indication from the MN to SN to enable request of PDCP data recovery (i.e. synchronous reconfiguration without security key refresh) from the SN. 
As proposal 2 requires inter node message between the MN and SN, a LS should be sent to RAN3 informing the RAN2 decision on requirement on PDCP data recovery indication from the MN to SN. 
Proposal 3: RAN2 is requested to send a LS to inform RAN3 the requirement on PDCP data recovery (i.e. synchronous reconfiguration without security key refresh) indication from the MN to SN.

3. Conclusion
In this contribution, we discussed the need for PDCP data recovery (i.e. synchronous reconfiguration without security key refresh) indication from the MN to the SN requesting synchronous reconfiguration at SN without security key change. The following proposals were made:
Proposal 1: If PDCP data recovery is used at MN, PDCP data recovery could also be used at SN for intra-MN HO with the same SN.
Proposal 2: It is required to introduce an indication from the MN to SN to enable request of PDCP data recovery from the SN. 
Proposal 3: RAN2 is requested to send a LS to inform RAN3 the requirement on PDCP data recovery indication from the MN to SN.




