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1 Introduction
In RAN#99bis, one e-mail discussion about NR access Control was organized to clarify the requirements from SA1 based on the LS from SA1[1].  During e-mail discussion, whether and how to perform access control for on-demand SI request is raised by OPPO and other companies but this was not included in the proposed questions as LS to SA1 because some companies think this should be firstly discussed in RAN2.

For On-demand SI request, there are some agreements in previous meetings.  In RAN2 NR Ad Hoc #2 in June 2017, the following agreements are achieved on MSG1 and MSG3 based SI request.
Agreements for Msg1 based SI request method:

1:
RAPID is included in Msg2.

2: 
Fields Timing Alignment Information, UL grant and Temporary C-RNTI are not included in Msg2.

3:
RACH procedure for SI requests is considered successful when Msg2 containing a RAPID corresponding to the transmitted preamble is received.
4:
Msg2 reception uses RA-RNTI that corresponds to the Msg1 transmitted by the UE (details of RA-RNTI selection left to UP discussion)

5:
UE retransmits RACH preamble according to NR RACH power ramping

6: 
Msg1 for SI request re-transmission is continued until reaching max preamble transmissions. Thereafter, a Random Access problem to upper layers is indicated. (depending on the NR RACH procedure design)
FFS: Upper layer actions when MAC reports Random Access problem. To be discussed in CP session.

7:
Back off is applicable for Msg1 based SI requests but no special Back off subheader/ procedure is required.

Agreements for Msg3 based SI request method:
1: 
UE determines successful Msg3 based on reception of Msg4 

FFS Details of the Msg4 content used to confirm successful Msg3. To be discussed initially CP.

2:
Preamble(s) for SI request using Msg3 based Method are not reserved.

3:
RRC signalling is used for SI request in Msg3.

FFS: RRC signalling how to indicate the requested SI/SIB details left to ASN.1 work.
5:
Temporary C-RNTI received in Msg2 is used for Msg4 reception

In RAN2#98, the following agreements are reached for both MSG1 and MSG3 based SI request.
Agreements for On demand request for broadcast delivery

1
On demand SI request will maximize commonality with the RACH procedure

2
Network sends an acknowledgement in MSG2 to the UE’s SI request sent in Msg1 

FFS
Network sends an acknowledgement in MSG4 to the UE’s SI request sent in Msg3
So far, there has been no discussions on whether and how access control can be applied to on-demand SI request.  In this contribution, we discuss the necessity and potential solution to perform access control for on-demand SI.
2 Discussions and Proposals

2.1 Necessity of Access Control for On-Demand SI Request
In LTE system there is no On-Demand SI mechanism and LTE AC mechanisms for MO signalling only apply to idle mode UE.  In NR, for RRC_IDLE and RRC_INACTIVE UEs, On-Demand SI request may consume RACH resource or CCCH resources or DCCH uplink resources.  Considering potential huge number of UE in NR system, we think it is necessary for RAN2 to discuss how to enable access control mechanism for on-demand SI.

Proposal 1 RAN2 to discuss how to enable access control mechanism for on-demand SI.

According the agreements reached in RAN2, On-Demand SI request can be performed via MSG1, MSG3 or dedicated RRC signalling and three approaches are applicable for UEs in different RRC states.  MSG1 and MSG3 based request is suitable for RRC_IDLE and RRC_INACTIVE UEs.  Dedicated RRC signalling based request is only applicable to RRC_CONNECTED UEs.  In general, we think that access control for SI request is more demanding for RRC_IDLE and RRC_INACTIVE state UEs because gNB have more control on radio resource usage of the RRC_CONNECTED UEs.

Observation 1
Access control for On-Demand SI request are more demanding for RRC_IDLE and RRC_INACTIVE UEs

In the rest part of this contribution, we discuss how to perform access control for MSG1, MSG3 and dedicated RRC signalling based SI request.
2.2 Access Control for MSG1 based SI Request

According to the agreements cited in section 1, for MSG1-based On-Demand SI request is related to RACH mechanism design for NR. RAN2 has agreed that “Back off is applicable for Msg1 based SI requests but no special Back off subheader/ procedure is required”. To enable access control for MSG1 based SI request, we think there are two discussion points.
The first one is whether to consider if the RACH backoff parameters can be differentiated for MSG1 when it contain SI request.  We think that different backoff value is a simple way to prioritize a RACH access attempt for SI request.  Thus we propose:

Proposal 2 RAN2 to discuss whether RACH backoff value can be different for MSG1 when it contains SI request.

The second one is the content of MSG2 as the acknowledgement to MSG1 based SI request. AS has been agreed, “Network sends an acknowledgement in MSG2 to the UE’s SI request sent in Msg1”,  “RACH procedure for SI requests is considered successful when Msg2 containing a RAPID corresponding to the transmitted preamble is received”.  Here, it can be observed that RAN2 only agrees the successfully acknowledgement of MSG1 base SI but have not agreed the unsuccessful acknowledgement yet.  If the gNB rejects the SI request, independent with the Proposal 2 i.e. no matter if RACH backoff timer is not differentiated, we think gNB should inform the cause why SI request is rejected, e.g., RACH overload or requested SI not available.  Here, we think if access control is enabled, such cause can be clearly included.  With this indication, UE can know whether to continue to send SI request or not.  In brief, if On-Demand SI request is not successful due to access control, UE should be made aware so that UE doesn’t misunderstand that gNB can not provide the request SI so that UE can try On-Demand SI again.
Proposal 3 RAN2 to agree that gNB can provide unsuccessful acknowledgement to UE’s SI request with the cause value for SI request failure.  Detailed IEs in MSG2 can be left for stage-3.
2.3 Access Control for MSG3-based On-Demand SI Request

MSG3 based On-Demand SI request which is triggered in RRC layer and there is no NAS layer defined cause value.  Therefore, it seems not straight forward to regard MSG3 based SI request as MO signalling and map the access attempt to the Access Category.  Basically, we think that if RRC layer can not provide a cause value then it is possible to map the access attempt with an access category.  
Proposal 4 RAN2 to agree that for MSG3-based On-Demand SI request, RRC layer can provide a cause value (i.e. SI request) in order to map the access attempt with an access category.

So far, SA1 CR is not so clear whether RRC triggered RRC signalling should be mapped to the same Access Category or not i.e. as MO signalling triggered by NAS.  We think that as On-Demand SI request are very crucial for UE so if access control is applied and if the On-Demand SI request is rejected due to access control then UE should be aware of the cause.
Proposal 5 RAN2 to agree that for MSG3-based On-Demand SI request, if the request is not fulfilled due to access control UE should be aware of the cause.  Detailed IEs in MSG4 is can be left for stage-3.
2.4 Access Control for Dedicated RRC Signalling based SI Request
For dedicated RRC Signalling based On-Demand SI request, so far RAN2 has not decided whether access control is applicable for UE in RRC connected mode.  In our view, dedicated signalling containing on-demand SI request should be prioritized if access control is applied.  And, similar to idle and inactive state UEs, if on-demand SI request is not fulfilled, UE should be aware of the cause.  If gNB rejects the SI request, gNB should provide the corresponding cause value.

Proposal 6 RAN2 to agree that if access control for RRC connected mode UE is applied, access control for RRC signalling of On-Demand SI request should be prioritized.  If the SI request is rejected by gNB, UE should be informed about the cause.
3 Conclusion

In this contribution, we discuss access control for On-Demand SI request and we have the following proposals.

Observation 1
Access control for On-Demand SI request are more demanding for RRC_IDLE and RRC_INACTIVE UEs

Proposal 1 RAN2 to discuss how to enable access control mechanism for on-demand SI.

Proposal 2 RAN2 to discuss whether RACH backoff value can be different for MSG1 when it contains SI request.

Proposal 3 RAN2 to agree that gNB can provide unsuccessful acknowledgement to UE’s SI request with the cause value for SI request failure.  Detailed IEs in MSG2 can be left for stage-3.
Proposal 4 RAN2 to agree that for MSG3-based On-Demand SI request, RRC layer can provide a cause value (i.e. SI request) in order to map the access attempt with an access category.

Proposal 5 RAN2 to agree that for MSG3-based On-Demand SI request, if the request is not fulfilled due to access control UE should be aware of the cause.  Detailed IEs in MSG4 can be left for stage-3.
Proposal 6 RAN2 to agree that if access control for RRC connected mode UE is applied, access control for RRC signalling of On-Demand SI request should be prioritized.  If the SI request is rejected by gNB, UE should be informed about the cause.
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