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1. Introduction

This paper intends to derive a few basic agreements to support NR access control in RRC_Idle.
2.
Discussion
2.1 ACDC in LTE
LTE ACDC can be a good baseline for NR access control. Figure 1 describes the current ACDC concept. The mapping info between application and category, i.e. ACDC Management Object (MO) is specified outside 3GPP. The information is provided to UE NAS via USIM or OMA DM. UE NAS maps an access attempt to a corresponding category, and delivers the Service Request together with the mapped category to UE AS. The eNB broadcasts per-category ACDC barring configuration over System Information. UE AS performs ACDC barring check based on the barring configuration corresponding to the mapped category. If the corresponding ACDC barring configuration is not provided from eNB, UE AS skips the ACDC barring check.
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Figure 1
ACDC in LTE
2.2 Access Identities and Access Categories in NR
In [1], SA1 defined both Access Identities and Access Categories for NR access control. SA1 described that 

In unified access control, each access attempt is categorized into one or more of the Access Identities and one of the Access Categories. Based on the access control information applicable for the corresponding Access Identity and Access Category of the access attempt, the UE performs a test whether the actual access attempt can be made or not.
Table 1 Access Identities
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:
a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.
NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:
a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.
NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Table 2
Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.
NOTE 2:
When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category.


2.3 Unified Access Control Framework for RRC_Idle
At least for RRC_Idle, we can follow the ACDC framework as a baseline, i.e.

· UE NAS only maps one access attempt to one Access Category.
· UE AS performs the barring check based on Access Category and the corresponding barring configuration.

One difference is to consider the Access Identities in addition. It is reasonable for UE NAS to also map the access attempt to one or more of Access Identities. According to the SA1 requirement, the access attempt is categorized into one or more of the Access Identities and one of the Access Categories. Since UE NAS can absolutely categorize some specific services such as MMTEL and SMS, it is no benefit to allow the application layers (e.g. IMS layer) to map to Access Identity and Access Category, but it would result in complexity because the information used for mapping has to be delivered to the application layers. Therefore, it is proposed that
Proposal 1: UE NAS only maps one access attempt to one or more of Access Identities and one of Access Categories, and asks UE AS to perform the actual barring check. 
Considering both one or more of Access Identities and one Access Category, UE AS performs the barring check. It is assumed that the Access Identities are prioritized upon performing the barring check because they are involved with specific Access Class, MPS and MCS. If the access is allowed at least with the one or more of the mapped Access Identities except for the Access Identity of ‘0’, the barring check with the mapped Access Category is available no longer. Otherwise, the barring check with the mapped Access Category is performed further as in Figure 2. The barring check procedure prioritizing the special Access Class is conceptually same as in LTE. 
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Figure 2
The barring check procedure
Proposal 2: Upon the barring check, the Access Identities are prioritized over the Access Category, i.e. If the access is allowed at least with the one or more of the mapped Access Identities, the barring check with the mapped Access Category is skipped. FFS on detailed procedure.
In LTE, the mobile terminated calls are always allowed without any barring check. 
In [1], SA1 also mentioned that 

Access Category 0 shall not be barred, irrespective of Access Identities.

NOTE:
The network can control the amount of access attempts relating to Access Category 0 by controlling whether to send paging or not.

Proposal 3: According to SA1 requirement, the access with Access Category 0 (i.e. mobile terminated call) is always allowed without any barring check.
As in LTE, the network broadcasts the barring configuration of both Access Identities and Access Categories. Then the RMSI can be used to carry the configuration.
Proposal 4: The network provides the barring configuration of Access Identities and Access Categories over RMSI. FFS on the formats of the barring configuration.
3. Conclusion
It is proposed that
Proposal 1: UE NAS only maps one access attempt to one or more of Access Identities and one of Access Categories, and asks UE AS to perform the actual barring check.  

Proposal 2: Upon the barring check, the Access Identities are prioritized over the Access Category, i.e. If the access is allowed at least with the one or more of the mapped Access Identities, the barring check with the mapped Access Category is skipped. FFS on detailed procedure.

Proposal 3: According to SA1 requirement, the access with Access Category 0 (i.e. mobile terminated call) is always allowed without any barring check.
Proposal 4: The network provides the barring configuration of Access Identities and Access Categories over RMSI. FFS on the formats of the barring configuration.
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