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Introduction

An LS on requirements on unified access control for 5GS [1] has been sent from CT1 to both SA1 and RAN2. CT1 asked RAN2 the following question:
“Will the NR RRC layer provide the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261) to the layers(s) in charge of access category decision?”

Although, SA1 has updated the stage-1 requirements in the meanwhile, during SA1#80, similar problem still exists for the Access Category 1 (delay tolerance) defined in the latest CR [2] agreed during SA1#80 meeting.

In this paper, we analyze the requirements for Access category 1 defined in the latest CR from SA1 in order to give an answer to the question from CT1. Possible access control procedures for UEs configured for delay tolerant services are also discussed.
Discussion

SA1’s latest requirements for unified access control specifies the following access identities (Table 1) and access categories (Table 2).

Table 1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Table 2: Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

NOTE 2:
When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category.


For Access Category 1 defined in Table 2, the following NOTE applies:

NOTE 1:The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:

a) UEs that are configured for delay tolerant service;

b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;

c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

In our understanding, UE has to check whether the access control applies before mapping the access attempt into category 1. As indicated in NOTE 1, the information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs is included in the barring configuration. Thus, regarding the question from CT1, such information should be provided by RRC layer to the layers(s) in charge of access category decision. And the following access control procedure works for Access Category 1.
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Figure 2 Access control procedure for UEs configured for delay tolerance (assuming barring check at AS)

(1)The barring configuration via system information for access category 1 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs. 
(2)UE AS passes on the information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs to NAS.
(3)If access control applies, NAS maps the access attempt into category 1. Otherwise, NAS categorizes the access attempt based on other criteria into an access category other than access category 1 and indicates the access category along with the service request to AS where further barring check is performed prior to sending the connection request.

Thus, we have the following observations:
Observation 1: To enable the unified access control mechanism for access category 1, the network (i.e. gNB/eNB) needs to provide (via the system information – e.g. in RMSI), the information on whether the access control (i.e. barring parameters for category 1) applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN or other PLMNs.
Observation 2: For Access Category 1, the RRC layer needs to provide the information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs to the layers(s) in charge of access category decision.
Based on the above observations, we make the following proposal: 

Proposal 1: RAN2 should adopt the above frame work for access category 1 and reply to CT1 that the necessary signaling to enable the above can be specified in RAN specs – per the draft in [3].
Conclusion and proposals

To give an answer to the question from CT1, we have the following observations.

Observation 1: To enable the unified access control mechanism for access category 1, the network (i.e. gNB/eNB) needs to provide (via the system information – e.g. in RMSI), the information on whether the access control (i.e. barring parameters for category 1) applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN or other PLMNs.
Observation 2: For Access Category 1, the RRC layer needs to provide the information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs to the layers(s) in charge of access category decision.
Based on the above observations, we make the following proposal: 

Proposal 1: RAN2 should adopt the above frame work for access category 1 and reply to CT1 that the necessary signaling to enable the above can be specified in RAN specs – per the draft in [3].
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