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Introduction 

Unified access control mechanism is an essential function in NR. At SA1#80 meeting, SA1 agreed a CR [1] on the requirements for access control. In this paper, we discuss the function split between AS and upper layers based on the requirements from SA1.
Discussions
According to SA1’s requirements [1], the unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request). A unified access control model applicable for all RRC states will be discussed in this paper.

In NR, a new access attempt could be triggered by any of the following layers:

Upper layer not under 3GPP control (such as application, operating system, or connection manager), which detects that a certain application has started and informs NAS about this;
IMS client when an IMS voice/video call is initiated or an SMS over IMS transfer;

NAS layer, e.g. when an EMM procedure is initiated, such as, due to mobility (TAU) or due to a request from ESM, or from the RABM (UL packet in the user plane pending);

AS layer, e.g. RNA update procedure in RRC_INACTIVE.
In unified access control, each access attempt will be categorized into one or more of the Access Identities and one of the Access Categories. The 5G network broadcasts barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in one or more areas of the RAN. As proposed in [2], at least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.  Based on the barring parameters applicable for the corresponding Access Identity and Access Category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. 
Considering the function split of AS layer and upper layers in unified access control, we may have three options.

Option 1:NAS layer determines the access category while AS performs barring check.
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And the following access control procedure works for option 1.

The layer triggering the access attempt (i.e.upper layer not under 3GPP control, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.

UE AS passes on the access category selection assistance information for category 1 to NAS (this is the information that defines whether the access category applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN or other PLMNs per NOTE1 in Table 6.22.2.3-1 in SA1’s CR [1]).

NAS maps the access attempt into the corresponding access category. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be informed to AS layer.

AS layer performs barring check based on the mapped access category, UE’s access identity and the corresponding barring configuration for the current RRC state via system information. The barring check result will be informed to the layer triggering the access attempt (i.e. upper layer not under 3GPP control, IMS client or NAS layer).

After knowing the barring check result, the layer (i.e. upper layer not under 3GPP control, IMS client, NAS layer or AS layer) can decide to perform the access attempt or block it.

Option 2:NAS layer determines the access category and performs barring check.
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And the following access control procedure works for option 2.

(1)The layer triggering the access attempt (i.e.upper layer not under 3GPP control, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.
(2)UE AS passes on the barring configuration for the current RRC state, along with the access category selection assistance information for access category 1, to NAS layer. 

(3)NAS maps the access attempt into the corresponding category and performs barring check based on UE’s access identity and the barring configuration from AS layer. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be used to perform barring check.

(4)The barring check result will be informed to the layer triggering the access attempt (i.e. upper layer not under 3GPP control, IMS client or AS layer).

(5)After knowing the barring check result, the layer (i.e. upper layer not under 3GPP control, IMS client, NAS layer or AS layer) can decide to perform the access attempt or block it.

Option 3:AS layer determines the access category and performs barring check.
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And the following access control procedure works for option 3.

(1)The layer triggering the access attempt (i.e.upper layer not under 3GPP control, IMS client or NAS layer) provides to the AS layer an indication indicating start of a particular access attempt.
(2))AS layer maps the access attempt into the corresponding category and performs barring check based on UE’s access identity and the barring configuration for the current RRC state via system information. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in AS and only one access category will be used to perform barring check.

(4)The barring check result will be informed to the layer triggering the access attempt (i.e. upper layer not under 3GPP control, IMS client or NAS layer).

(5)After knowing the barring check result, the layer (i.e. upper layer not under 3GPP control, IMS client, NAS layer or AS layer) can decide to perform the access attempt or block it.

All the three options are workable. The final function split should be jointly discussed with CT1. According to the latest progress in CT1 [3], we slightly prefer option 1.

Proposal 1: The layer triggering the access attempt (i.e.upper layer not under 3GPP control, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.

Proposal 2: UE AS passes on the access category selection assistance information for access category 1 to NAS.

Proposal 3: NAS maps the access attempt into the corresponding access category. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be informed to AS layer.

Proposal 4: AS layer performs barring check based on the mapped access category, UE’s access identity and the corresponding barring configuration for the current RRC state via system information. 

Conclusion

Based on all the analysis above, we give our proposals as:

Proposal 1: The layer triggering the access attempt (i.e.upper layer not under 3GPP control, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.

Proposal 2: UE AS passes on the access category selection assistance information for access category 1 to NAS.

Proposal 3: NAS maps the access attempt into the corresponding access category. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be informed to AS layer.

Proposal 4: AS layer performs barring check based on the mapped access category, UE’s access identity and the corresponding barring configuration for the current RRC state via system information.
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