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	Reason for change:
	“PDCP data recovery” is used in TS 37.340 to refer to synchronous reconfiguration without security key change. However there is no description of required protocol handling (of RLC, MAC and PHY) when performing PDCP data recovery.  Synchronous reconfiguration without security key change requires RA access, MAC reset, RLC re-establishment (for all RBs) and PDCP data recovery (for RLC AM DRBs).

	
	

	Summary of change:
	Add description of required protocol handling when performing “PDCP data recovery”. 

	
	

	Consequences if not approved:
	Lower protocol layer handling for synchronous reconfiguration without security key change is not clear.
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10.6
PSCell change
In MR-DC, a PSCell change does not always require a security key change.

If a security key change is required, this is performed through a synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell and a security key change, during which the MAC entity configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. For SN terminated bearers, PDCP is re-established. In EN-DC, to perform this procedure within the same SN, the SN Modification procedure as described in section 10.3 is used, setting the PDCP Change Indication to indicate that a S-KgNB update is required.

If a security key change is not required, this is performed through a synchronous SCG reconfiguration procedure without security key change towards the UE involving random access on PSCell, during which the MAC entity configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. For bearers using RLC AM mode PDCP data recovery applies, for bearers using RLC UM no action is performed in PDCP while for SRBs PDCP discards all stored SDUs and PDUs. In EN-DC, unless MN terminated SCG or split bearers are configured, this does not require MN involvement. In case of MN terminated SCG or split bearers, the SN Modification procedure as described in section 10.3 is used, setting the PDCP Change Indication to indicate that a PDCP data recovery is required.
