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1
Introduction
In the last RAN2 meeting, RAN signalling for AMF selection was discussed and general agreements were made as follows. 
Agreements:


1
RAN2 assumption is that MSG3 does not to deliver assistance information for AMF selection due to RRC size constraints as in LTE.

2
RAN2 assumption is that MSG5 is the earliest message that can be used to deliver assistance information for AMF selection.
Provided that SA2 and SA3 also discussed the issue and made some progresses respectively, this contribution intends to further discuss the remaining issues on assistance information delivery in parallel with SA groups. 
2
Discussion
2.1
Assistance information in Msg5
With respect to the RRC size limitation raised by the LS sent from RAN3 [1], RAN2 agreed Msg5 could be earliest message for AMF selection.  Although MSG5 is much less sensitive to size overhead, the need for further optimization is not yet concluded due to the uncertain size of the assistance information. 
According to the response LS regarding RAN support for NW slicing, SA2 confirmed the use of NSSAI for AMF selection in case the UE temporary ID is missing in RRC, or it is not valid for routing in the serving RAN node, especially [2], 
The UE therefore is so far in the current SA2 design expected to include in the RRC Connection establishment the NSSAI with all (up to 8) S-NSSAIs. Further design requirements may need to be addressed based on SA3 feedback.
In view of the understanding that an S-NSSAI can be at most 32 bits and it may be 8 bits if SD field is omitted, it is therefore MSG5 can accommodate all (up to 8) S-NSSAI without a large burden on RRC size overhead. In addition, how to use the received S-NSSAI other than AMF selection, e.g. to apply for early policy can be RAN internal implementation, which should be discussed and decided by RAN WGs.

Proposal 1: Based on SA2 LS response, all (up to 8) S-NSSAIs can be included in MSG5 for AMF selection.
Proposal 2: It is RAN implementation to use the received S-NSSAIs in RRC for early policy purpose other than AMF selection.
2.2
Cause value for slice

As agreed in TS 38.300, protection mechanisms are needed to achieve resource isolation between slices for the shared resources [3]. In the last RAN2 meeting, no consensus was made regarding whether MSG3 can be used for admission control for slices. To fulfil the requirement of resource isolation, MSG3 could convey the purpose of establishment by extended cause values relevant to slices for the RRC connection request. Upon receiving the cause value, gNB could decide whether to accept or reject the RRC connection request triggered by the particular slices. It could be a default value or pre-configured in the UE and passed to the AS from the upper layer, and collaboration with CT1 is needed.

Proposal 3: RAN2 understanding is that MSG3 can indicate the cause values relevant to slices for slice-based admission control. Further collaboration with other groups is needed. 
2.3
AS security for NSSAI over RRC
Regarding privacy protection of network slice identifier, the following interim agreement was captured in the last SA3 meeting [4], 
X.7.9.X.2 Interim Agreement 

The NSSAI shall be confidentiality protected whenever NAS security context is available (as far as regulation allows).

Note that SA2 also discussed the issue of slice privacy and made some agreements as follows [5],
In order to support network-controlled privacy of slice information for the slices the UE accesses, when the UE is aware or configured that privacy considerations apply to NSSAI:

· the UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context

· the UE shall not include NSSAI in unprotected RRC signalling 

Editor’s Note: it is FFS how the UE is aware or configured that the network has privacy considerations for NSSAI information.

Editor’s Note: it is FFS whether considering slice privacy has impact on the allocation and management of the 5G GUTI and whether security considerations need to be studied by SA3.
According to the interim agreement from SA3 above, it can be seen that only NAS security for NSSAI is tackled while AS security is not involved. However, as in LTE, after NAS security is activated during registration procedure, UE AS security that is active after SMC can be invalid again when UE is back to IDLE. In this case, when NAS procedure is performed, e.g. Registration area update, MSG5 with NSSAI is not confidentiality protected actually. From RAN2 point, current SA3 agreement is unable to solve the AS security for NSSAI over RRC, and therefore, further clarifications may be needed to address this ambiguity. 
As for the agreements from SA2, it is clear to see that SA2 is to determine how the UE is aware or configured that the network has privacy considerations for NSSAI thereby avoid including NSSAI over MSG5. Therefore, it doesn’t affect the conclusion made by RAN2 that MSG5 can be used to carry NSSAI for AMF selection.
Proposal 4: RAN2 could leave the AS security issue of MSG5 with S-NSSAI to SA3 and/or SA2 till further agreements are notified.
3
Conclusions
This contribution gives further updates on RAN signalling for NW slicing based on recent progress from SA groups. The following proposals are made into consideration,
Proposal 1: Based on SA2 LS response, all (up to 8) S-NSSAIs can be included in MSG5 for AMF selection.

Proposal 2: It is RAN implementation to use the received S-NSSAIs in RRC for early policy purpose other than AMF selection.
Proposal 3: RAN2 understanding is that MSG3 can indicate the cause values relevant to slices for slice-based admission control. Further collaboration with other groups is needed. 
Proposal 4: RAN2 could leave the AS security issue of MSG5 with S-NSSAI to SA3 and/or SA2 till further agreements are notified.
References
[1] R3-171349, LS regarding RAN support for NW slicing, RAN3
[2] S2-174051,  Response LS regarding RAN support for NW slicing, SA2
[3] 3GPP TS 38.300, NR and NG-RAN Overall Description; Stage 2(Release 15)
[4] S3-171552,  Agreement related to key issue Key issue #7.8: Privacy protection of network slice identifier, SA3
[5] 3GPP TS 23.501, System Architecture for the 5G System, SA2.
