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1. Introduction
In the previous RAN2#98, the following was agreed:

	3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 

FFS for RRC_INACTIVE


This paper discusses and proposes the definition of Access Category information to ensure a workable access barring mechanism in NR.
2. Discussion
The assumption and the understanding behind the above agreements are:

· the barring evaluation (i.e., decision whether an access attempt is barred or allowed) is performed in the RRC layer.

· the barring parameters are given/controlled by the network via broadcast information
· RRC layer evaluates based on the Access Category information received from NAS and the barring parameter from the broadcast information. 

From specification perspective, this general barring mechanism would work well as in LTE, assuming that the Access Category is appropriately defined.
Learning from Access Barring mechanisms defined in LTE, the following are observed:

· The above mechanisms works for the access attempts that are well defined in the standards, i.e., based on call type define in 24.301, i.e., MO-Data, MO-Signaling, etc.

· The above mechanisms may not work well for the access attempts that are NOT well defined such as ACDC categories. Since ACDC access category can be defined differently per network operator and depending also on the OS support towards the operator defined category, the expected barring behaviour may be not be achieved in one operator network as it is achieved in the other.

· The access attempts definition in LTE Release 8, namely MO-Data, is too broad; it covers all best effort packets and also IMS voice and video packet services. This necessitates different barring mechanisms when a use case to bar IMS voice/video is identified, i.e., SSAC.

Therefore, in NR, we think that the concept and definition of “Access Category” needs to be properly defined. The following are our proposals:

1. Standardized Access Category should be defined for the types of access attempts that are exist in LTE. 
2. Standardized Access Category should be defined with proper granularity. At least the following mutually exclusive categories need to be standardized: 

· “originating data-voice”, 

· “originating data-video”, 

· “originating data-sms”
· “originating data-other”
· “originating signalling”
·  “emergency call”, 

· “terminating call”
· “high priority originating – voice/video”
· “high priority -other”
· “IoT - normal”  (can be used for “delay tolerant” purposes)
3. Operator specific Access Categories should be supported. This is to allow service specific barring that may be needed for one operator but not for other.
3. Summary and Proposal
The definition of Access Category for access barring in NR was discussed. The following is proposed:

Proposal 1:
Standardized Access Category should be defined for the types of access attempts that are exist in LTE. 

Proposal 2:
Standardized Access Category should be defined with proper granularity. At least the following need to be standardized: 

· “originating data-voice”, 

· “originating data-video”, 

· “originating data-sms”
· “originating data-other”
· “originating signalling”
·  “emergency call”, 

· “terminating call”
· “high priority originating – voice/video”
· “high priority -other”
· “IoT - normal”  (can be used for “delay tolerant” purposes)
Proposal 3:
Operator specific Access Categories should be supported.
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