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1 Introduction
In RAN2#96 meeting, how to realize 0ms UP interruption in NR has been discussed and some agreements were achieved in [1] as following:

Agreements

1
The mobility enhancement similar to that discussed for LTE (“Maintaining Source eNB connection during handover”) should be considered also for NR.

2
For DC (NR-NR), study how to reconfigure the UE from an MeNB to an SeNB to target the 0 ms UP interruption. FFS whether also applicable to LTE-NR

In RAN2#97 meeting [2], HO enhancements in single connectivity have been discussed and some agreements are as following:
Agreements

1
We will aim to define HO for NR with an interruption as close to zero as possible while only having single Tx/Rx in the UE, and 0ms interruption at least for the case that the UE supports simultaneous Tx/Rx with source cell and target cell during HO
Actually, to achieve 0ms interruption for handover, the basic requirement is that the UE can support simultaneous Tx/Rx with source cell and target cell during HO. RAN2 has discussed this topic and the main solutions are DC-based [3] and enhanced make-before-break [4-5]. In this paper, we compare the main solutions and make a progress for mobility enhancements. For convenience, we treat enhanced MBB solution mentioned in [4] as Option1, enhanced MBB solution mentioned in [5] as Option2 and DC-based solution mentioned in [3] as Option3.
This paper is a revision of R2-1704854.
2 Discussion
2.1 Analysis of Option1 (make-before-break enhancement)
The L2 protocol during HO preparation and HO execution for option1 is illustrated as following.
L2 protocol for HO preparation
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Figure1a L2 protocol during HO preparation for Option 1
L2 protocol before and after PDCP relocation for HO execution
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Figure1b L2 protocol before and after PDCP relocation for Option 1
Obviously, for Option1, the UE establishes a full UP protocol stack for the target gNB including PDCP entity (i.e. the UE totally has two separate PDCP sub-layers for (de)ciphering and header addition/removal, but only one PDCP sub-layer for header (de)compression, sequence numbering and reordering PDCP PDUs from the two PDCP sub-layers in both source gNB and target gNB). In addition, the network maintains two separate PDCP entities during HO. Although some companies think it is DC 1A like architecture, we think this option is not DC 1A architecture, and the difference is that only one bearer is available compared to DC 1A. It is more like DC 3A or 3B in TR36.842 [6].
Since the UE has established the full UP protocol stack for the target gNB, before the PDCP is relocated from the source to the target side, PDCP SDUs with SN assigned by the source gNB can be forwarded by the source gNB to the target gNB, then the target gNB ciphers the PDCP SDUs by its PDCP layer. To solve the security issue, the UE shall maintain two keys simultaneously from HO preparation to HO completion, one for the source gNB and the other for the target gNB, and it can use the corresponding key for deciphering based on which cell the PDCP packet is from.
For Option 1, as mentioned in [4], the source gNB may keep certain amount of PDCP SDUs at its own tentative buffer and forwards others to the target gNB. The source gNB sends SN Status Transfer message after the handover command, thus it needs to consider the PDCP SNs reserved for the buffered PDCP SDUs when sending SN Status Transfer message to the target gNB. The UE can receive PDCP PDUs from two paths simultaneously after RACH is successful at the target cell. If PDCP SDUs with reserved PDCP SNs at the source gNB’s tentative buffer have been completely transmitted or the coverage of the source gNB is not available before RACH is successful, there exists interruption before the UE can receive packets from the target cell and 0ms interruption can’t be achieved.
2.2 Analysis of Option2 (make-before-break enhancement)
The L2 protocol of “normal inter-frequency handover” case described in [5] during HO preparation and HO execution for Option2 is illustrated as follows.

L2 protocol for HO preparation
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Figure2a L2 protocol during HO preparation for Option 2
L2 protocol before and after PDCP relocation for HO execution
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Figure2b L2 protocol before and after PDCP relocation for Option 2
For Option2, the UE establishes only one PDCP entity for header addition/removal, (de)ciphering, header (de)compression, sequence numbering and reordering PDCP PDUs from the two RLC entities in both source gNB and target gNB. At network side both the source and target gNB have its own PDCP entity during handover. This option is not DC 1A architecture neither.
After sending HO command to the UE, the source gNB should continue serve the UE in parallel to forward PDCP SDUs with SN assigned by itself to the target gNB, and the target gNB shall compress and cipher the PDCP SDUs by its PDCP entity. The UE will receive packets from two sides simultaneously but it only maintains one PDCP entity. To solve the security issue, the UE shall maintain two keys from HO preparation to HO completion, and the only one PDCP entity at the UE side need to identify where the PDCP packet is from by checking which RLC entity delivers the packet to PDCP. The source gNB sends SN status transfer message when it does not serve the UE anymore, and the transmission timing of this message is left to network implementation as in LTE.
Same as Option1, if RLF happens in the source gNB before the UE have successfully accessed the target cell, 0ms interruption cannot be achieved. If the handover command is sent earlier to avoid potential RLF in the source gNB, Ping-Pong issues may happen.
For the ‘Handover when UE is in DC’ case described in [5], the target gNB can be first added as a SgNB and then it is changed to be the MgNB. During role change, the UE needs to distinguish PDCP packet from old MgNB or new MgNB. However the solution used for the “normal inter-frequency handover” i.e. UE PDCP entity identifies where the packet comes from by checking which RLC entities deliver packets to PDCP, cannot applicable for this DC case since each RLC entity delivers packets from both the source cell and the target cell to PDCP. In DC case, security handling needs further consideration.
In general, handover procedure in DC case needs more consideration for both Option1 and Option2. All these two options require the UE to support simultaneous Tx/Rx with the source gNB and the target gNB, i.e. the UE needs to have the DC capability to maintain two L2 protocol stacks even though it’s temporary.
2.3 Analysis of Option3 (3C architecture)
The L2 protocol during HO preparation and HO execution for Option3 is illustrated as follows.

L2 protocol for HO preparation
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Figure3a L2 protocol during HO preparation for Option 3
L2 protocol before and after PDCP relocation for HO execution
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Figure3b L2 protocol before and after PDCP relocation for Option 3
For Option3, the UE only establishes RLC and MAC layer for target gNB utilising split bearer when adding the target gNB as Secondary gNB, and it establishes only one PDCP entity for handling PDCP PDUs from the two RLC entities in both source gNB and target gNB. At the network side, only one PDCP entity exists in either the source gNB (i.e. before the PDCP is relocated) or the target gNB (i.e. after the PDCP is relocated), which is the actual DC 3C architecture. Both Option1 and Option2 establish the full L2 protocol stacks at network side, which would introduce more complexity and latency compared with Option3.
Before PDCP relocation, bearer is split by the PDCP layer in the source gNB and PDCP PDUs can be forwarded by the source gNB to the target gNB. On the other hand, after PDCP relocation, bearer is split by the PDCP layer in the target gNB and PDCP PDUs can be forwarded by the target gNB to the source gNB. The UE performs data transmission with both source gNB and target gNB simultaneously with split bearer, therefore no interruption occurs. In this option one security key needs to be maintained in the UE except for PDCP relocation. To handle security issue during PDCP relocation, the UE maintains two security keys temporarily, one key is used for data either transmitted by the source gNB directly or by the target gNB split from the source gNB while the other key is used for data either transmitted by the target gNB directly or by the source gNB split from the target gNB. The only issue is that the UE doesn’t know which security key should be used. The three options illustrated in [7] can be used to distinguish packets protected using the old key from which protected using the new key. In addition, this security issue also exists in some other cases as described in [7], thus the options for 0ms interruption case can be applied for the other cases and it will not introduce much complexity.
2.4 Comparison
Based on the above analysis, we make a general comparison between the three solutions. 
Table1 lists the PDCP entity for 0ms interruption of the three options:
	
	Option 1
	Option 2
	Option 3

	UE side
	Two separate PDCP sub-layers for ciphering/deciphering, and one PDCP sub-layer for sequence numbering/reordering.
	One PDCP entity
	One PDCP entity 

	Network side
	Two separate PDCP entities
	Two separate PDCP entities
	One PDCP entity


Table1 PDCP entity for 0ms interruption
Table2 compares the three options:
	
	Option 1
	Option 2
	Option 3

	L2 protocol reset
	No
	No
	No

	Security key
	Two security keys: use the corresponding key for deciphering based on which cell the PDCP packet is from
	Two security keys: use the corresponding key for deciphering by checking which RLC entity deliver the packet to PDCP
	One security key 

(Two security keys during PDCP relocation: use the corresponding key for deciphering based on LCID or end marker)

	PDCP reordering
	a tentative PDCP reordering
	PDCP reordering function is in PDCP entity, and needs to identify different RLC entities
	PDCP reordering function is in PDCP entity like 3C DC operation



Table2 PDCP entity for 0ms interruption
Observation1: Both Option1 and Option2 establish the full L2 protocol stacks at network side, which would introduce more complexity and latency compared with Option3.
Observation 2: For make-before-break enhancement (Option1 and Option2), the UE always shall maintain two keys during handover to achieve 0ms HO interruption. For Option3 the UE maintains one key except for PDCP relocation, the security solutions can be applied for some other cases and it will not introduce much complexity.
Observation 3: There is no need to reset L2 protocol stack at the UE side when PDCP is relocated in all these three options.
Observation 4: PDCP entity or PDCP function split is needed for Option1 and Option2, but not needed for Option3. Option3 is based on DC 3C architecture which has been applied in LTE and it has little impact on the spec.
Observation 5: RACH procedure is needed for both Option1 and Option2, but not needed for Option3.
Observation 6: For Option1, if PDCP SDUs with reserved SNs at source gNB’s tentative buffer have been completely transmitted before RACH is successful at the target cell, it can’t achieve 0ms interruption.

Observation 7: For both Option1 and Option2, if RLF at the source cell occurs before the UE can receive PDCP packet from the target cell, it can’t achieve 0ms interruption.
Considering all the above analysis, we should consider DC-based (i.e. 3C architecture) solution for 0ms HO interruption.
Proposal: Consider DC-based (i.e. 3C architecture) solution for 0ms HO interruption.
3 Conclusion

This contribution compares the main solutions to make a progress for mobility enhancements and suggests:
Observation1: Both Option1 and Option2 establish the full L2 protocol stacks at network side, which would introduce more complexity and latency compared with Option3.
Observation 2: For make-before-break enhancement (Option1 and Option2), the UE always shall maintain two keys during handover to achieve 0ms HO interruption. For Option3 the UE maintains one key except for PDCP relocation, the security solutions can be applied for some other cases and it will not introduce much complexity.
Observation 3: There is no need to reset L2 protocol stack at the UE side when PDCP is relocated in all these three options.
Observation 4: PDCP entity or PDCP function split is needed for Option1 and Option2, but not needed for Option3. Option3 is based on DC 3C architecture which has been applied in LTE and it has little impact on the spec.
Observation 5: RACH procedure is needed for both Option1 and Option2, but not needed for Option3.
Observation 6: For Option1, if PDCP SDUs with reserved SNs at source gNB’s tentative buffer have been completely transmitted before RACH is successful at the target cell, it can’t achieve 0ms interruption.

Observation 7: For both Option1 and Option2, if RLF at the source cell occurs before the UE can receive PDCP packet from the target cell, it can’t achieve 0ms interruption.
Proposal: Consider DC-based (i.e. 3C architecture) solution for 0ms HO interruption.
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