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Introduction
At RAN2#98, the following agreements were made: 

Agreements
1	RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2	RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

4	Connection Request will include some information to enable the gNB to decide whether to reject the connection request
FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 
FFS for RRC_INACTIVE


At RAN2#98, RAN2 also sent an LS [2] to SA1, CT1 and SA2 with the above agreement. To the current RAN2 NR adhoc meeting, CT1 has provided an LS [3] on default access categories.
In this contribution, we discuss the purpose and meaning of access control in RRC_INACTIVE, and, moreover, how a unified access control framework (such as the one discussed in [5]) would be applied in RRC_INACTIVE. A corresponding discussion for RRC_CONNECTED is performed in [1].
[bookmark: _Ref178064866]Discussion
Purpose of Access Control RRC_INACTIVE
According to the RAN2 agreements, when the RRC layer in the UE receives a request to establish an RRC connection in RRC_IDLE, this request will be subject to unified access control based on an access category provided by NAS, and as we assume, access barring information provided in the RRC layer.
If applying unified access control in RRC_IDLE, provided a given UE may typically spend extended periods in RRC_INACTIVE, we think, as already has been agreed by RAN2, it is necessary to apply unified access control also in RRC_INACTIVE.
In [5], we present a framework for unified access control. We think that the same framework can in principle also be applied for RRC_INACTIVE, however there are some specific aspect to consider.
In RRC_INACTIVE, the events which triggers the UE to enter RRC_CONNECTED may potentially be subject to access control, such as:
1. The RRC layer triggers a signalling procedure
2. The NAS layers triggers a signalling procedure
3. Uplink data is available
In all these three cases, the UE would perform random access, in a similar way as if it was in RRC_IDLE. Unified access control would be possible to perform as part on the RRC activation/resume procedure used to enter RRC_CONNECTED. 
However, the determination of access category is different. In cases 1 and 2, the access category is derived from the type of signalling procedure triggering the access request. In case 3, for example the application, service, QoS flow would be input to the determination. But, if NAS control plane is not involved in the triggering, NAS control plane cannot provide the access category in this case. An alternative solution is that the NAS control plane is aware of RRC_INACTIVE. Thus:
[bookmark: _Toc485300988][bookmark: _Toc485301000]If NAS control plane is aware of RRC_INACTIVE state, access control in RRC_INACTIVE will be possible also for the case when uplink data is available.
The above would mean that the access control for RRC_INACTIVE is performed entirely in the control plane, with barring check in the the RRC layer, as it is done for LTE in RRC_IDLE.
Alternative solutions to perform access control for RRC_CONNECTED is discussed in [1]. If access control would be applied also for RRC_CONNECTED, there are solutions is to perform it in the user plane, on the granularity of QoS flow, bearer or logical channel. This solution may then apply also for UEs in RRC_INACTIVE.
[bookmark: _Toc485221018][bookmark: _Toc485300989][bookmark: _Toc485301001]A solution for access control in RRC_CONNECTED, in the user plane, may be reused also for RRC_INACTIVE.
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Conclusion
In section 2 we made the following observations:
Observation 1	If NAS control plane is aware of RRC_INACTIVE state, access control in RRC_INACTIVE will be possible also for the case when uplink data is available.
Observation 2	A solution for access control in RRC_CONNECTED, in the user plane, may be reused also for RRC_INACTIVE.

Based on the discussion in section 2 we propose the following:
Proposal 1	It should be sufficient to perform access control in RRC_INACTIVE using the granularity of QoS flow, bearer or logical channel.
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