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Discussion and decision
1 Introduction

The NR access technology is targeted to meet a broad range of new use cases (“verticals”) including enhanced mobile broadband (eMBB), massive MTC (mMTC) and Ultra-Reliable and Low Latency Communications (URLLC), see [1]. In this context, access control is one of the key functionalities that needs to be considered in the PS design of NR [2]. Hence, in this contribution we discuss the objective and relevant design aspects to consider for NR access control. In the following discussion we also take some of the aspects into account which were addressed in the contributions [3] to [8].

2 Discussion
2.1 Objective of NR access control in RRC_IDLE
In general, same as in LTE and UMTS, the objective of NR access control in RRC_IDLE should be to control access attempts by UEs for RRC connection establishments (for data and signalling) depending on RAN and/or CN overload, to:

· prevent overload of the RACH in a cell during congestion situations, e.g. disaster or sudden surge of MTC traffic;
· prevent overload in the network nodes (RAN, CN) due to temporary limitations of capacity, e.g. with regards to buffer capacity or system bandwidth, i.e. due to temporary surge of U-plane traffic in stadiums, concerts etc.;

· prioritize certain services (e.g. emergency calls, voice calls) over other services during congestion situations, e.g. by using QoS attributes or categories of services/applications;
· prioritize certain types of UEs (e.g. high-priority UEs of AC 11-15) over other types of UEs (e.g. normal UEs of AC 0-9) during congestion situations.

Proposal 1: RAN2 to agree on the following design objective of NR access control in RRC_IDLE and to capture as baseline the following in the RAN2 TR [2]:

The objective of NR access control in RRC_IDLE is to control access attempts by UEs for RRC connection establishments (for data and signalling) depending on RAN and/or CN overload, to:

· prevent overload of the RACH in a cell during congestion situations, e.g. disaster or sudden surge of MTC traffic;

· prevent overload in the network nodes (RAN, CN) due to temporary limitations of capacity, e.g. with regards to buffer capacity or system bandwidth, i.e. due to temporary surge of U-plane traffic in stadiums, concerts etc.;

· prioritize certain services (e.g. emergency calls, voice calls) over other services during congestion situations, e.g. by using QoS attributes or categories of services/applications;

· prioritize certain types of UEs (e.g. high-priority UEs of AC 11-15) over other types of UEs (e.g. normal UEs of AC 0-9) during congestion situations.

2.2 Design aspects for NR access control
A) Deployment scenarios and RRC states
NR is targeted to be supported in the non-standalone and standalone scenarios. The non-standalone scenario is applicable only in LTE RRC_CONNECTED state where the LTE eNB acts as a master node and data transport is performed through LTE eNB and/or NR gNB via EPC. The standalone NR scenario is applicable in all NR RRC states where the NR gNB acts as a master node and is connected to the NextGen Core. 
With regards to the NR non-standalone scenario we think that no additional access control mechanism(s) in LTE are needed for controlling UE-initiated traffic in RRC_CONNECTED state.  
With regards to the NR standalone scenario we think that access control should be applicable in all NR RRC states, i.e. RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED. Especially, for RRC_INACTIVE and RRC_CONNECTED if can be deemed necessary for the network to apply access control considering the broad range of use-cases and their different QoS requirements, so that critical congestion may also occur in those states. 
Proposal 2: In the NR standalone scenario, access control mechanism is applicable in all RRC states (RRC_IDLE, RRC_INACTIVE, RRC_CONNECTED). It can be left up to network decision whether to configure/enable access control for UEs in RRC_IDLE, RRC_INACTIVE and/or RRC_CONNECTED. 
In LTE and UMTS, multiple access control mechanisms have been specified for idle and connected mode to address specific use-cases and types of UEs, for reference see Annex, table 1 and table 2. In NR, to keep the complexity low, it is desirable to limit the number of access control mechanisms to apply in order to address all the verticals and services/applications which need to be supported in the NR RRC states. Furthermore, it is desirable to apply the same access control mechanism(s) which are defined for NR RRC_IDLE, also in RRC_INACTIVE and/or RRC_CONNECTED. 
Proposal 3: In the NR standalone scenario, it is desirable to limit the number of access control mechanisms to specify. Furthermore, it is desirable to specify the same access control mechanism(s) for NR RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED. 
2.3 Network slicing

Network slicing enables the operator to create networks customized to provide optimized solutions for different market scenarios which demands diverse requirements, e.g. in the areas of functionality, performance and isolation. Network slicing can be done with or without slicing the radio. A more detailed discussion of the RAN impacts due to network slicing can be found in the contribution [9]. In case of network slicing, congestion may happen differently in each of the slices, so that it is desirable to apply slice-specific access control per cell. Furthermore, the slice-specific access control mechanism needs to take the following aspects into account:
· Partitioning of RAN resources into service provider controlled slices

· Hard or soft partitioning of the slices, i.e. either fixed or flexible/dynamic partitioning of the slices

· A PLMN consists of one or more slices

· A slice consists of one or more cells and a cell may belong to different slices

· Up to N services/verticals can be mapped onto a slice

· Up to L slices can be mapped onto a vertical

Proposal 4: If network slicing is performed, then slice-specific access control should be applied per cell taking into account the slice-specific configuration aspects.
2.4 Efficient support of the NR use cases (“verticals”)

The NR access technology is targeted to meet a broad range of new use cases (“verticals”) including enhanced mobile broadband (eMBB), massive MTC (mMTC) and Ultra-Reliable and Low Latency Communications (URLLC). As consequence, NR access control should be designed to support these verticals:

· eMBB: the target is to achieve a peak data rate of up to 20Gbps in DL and 10Gbps in UL. For this vertical the access control mechanism needs to address normal and high-priority UEs requiring high bandwidth in all NR RRC states.

· mMTC: for this vertical the access control mechanism needs to primarily cope with possible surges of MTC traffic of low-priority and delay-tolerant MTC UEs in NR RRC_IDLE state.

· URLLC: the target is to achieve a high-reliable user plane latency of up to 0.5ms in UL/DL. For this vertical the access control mechanism needs to address UEs in NR RRC_CONNECTED state and RRC_INACTIVE if it is modelled as connected state. Examples of services requiring URLLC include V2X services and high-priority MTC services.

The general understanding is that the verticals e result in DRB configuration having different QoS. As consequence, NR access control should be designed to be applicable for all the verticals and to allow different handling of QoS.

Proposal 5: NR access control should be designed to be applicable for all the verticals (eMBB, mMTC, URLLC) via the same mechanism. There is no need to consider a vertical itself in the access control mechanism. This can be done implicitly, for example by having access control per QoS or DRB.
2.5 MO vs MT calls
In LTE all access control mechanisms which have been specified for RRC_IDLE, are applied only for access attempts for RRC connection establishments of MO calls (data and signalling). Congestion control of MT calls in LTE relies on the S1 paging priority mechanism. We think that this approach can be pursued in NR assuming that a similar paging priority mechanism is supported in NR.
Proposal 6: NR access control in RRC_IDLE is applied only for access attempts for RRC connection establishments of MO calls (data and signalling). Congestion control of MT calls can rely on a paging priority mechanism in NR.
2.6 Access class barring mechanism
In LTE two basic access class barring mechanisms have been specified to address specific use-cases and types of UEs: AC bitmap (used for LTE EAB) vs AC barring factor/time (used for LTE ACB). Both mechanisms have their pros and cons, see Annex, table 3. For NR, we think both mechanisms make sense considering the broad usage scenarios. However, to keep the complexity low, it is desirable to apply only a single mechanism. But as the design of the barring mechanism depends on other factors such as SI design, it may be too early to get an agreement on this aspect, and details can be discussed during the WI phase.
Proposal 7: If possible, a single access class barring mechanism (e.g. AC bitmap or AC barring factor/time) should be defined for NR access control. 
2.7 RAN sharing
All access control mechanisms as specified in LTE support RAN sharing where the access control parameters can be configured commonly or separately for up to 6 PLMNs sharing the same RAN. For NR access control we think the principle of RAN sharing should be adopted as well. However, on the number of sharing PLMNs we think the maximum value needs to be increased beyond a value of 6 considering the targeted broad range of use-cases for NR incl. network slicing. But this can be discussed and agreed during the WI phase.
Proposal 8: RAN sharing is supported for NR access control.
2.8 Broadcast of access control parameters in RRC_IDLE
With regards to the transmission of the access control parameters in RRC_IDLE, we think these parameters may need to be broadcast as part of the minimum SI as it is essential for the network to control the initial access of the unknown UEs camped on the cell. However, in case of size constraints of the minimum SI it may be better to broadcast these parameters in the other SI.
Proposal 9: For UEs in RRC_IDLE the access control parameters may be broadcast as part of the minimum SI or other SI.
3 Conclusion

In this contribution we discussed the relevant design aspects to consider for NR access control and made the following proposals:
Proposal 1: RAN2 to agree on the following design objective of NR access control in RRC_IDLE and to capture as baseline the following in the RAN2 TR [2]:

The objective of NR access control in RRC_IDLE is to control access attempts by UEs for RRC connection establishments (for data and signalling) depending on RAN and/or CN overload, to:

· prevent overload of the RACH in a cell during congestion situations, e.g. disaster or sudden surge of MTC traffic;

· prevent overload in the network nodes (RAN, CN) due to temporary limitations of capacity, e.g. with regards to buffer capacity or system bandwidth, i.e. due to temporary surge of U-plane traffic in stadiums, concerts etc.;

· prioritize certain services (e.g. emergency calls, voice calls) over other services during congestion situations, e.g. by using QoS attributes or categories of services/applications;

· prioritize certain types of UEs (e.g. high-priority UEs of AC 11-15) over other types of UEs (e.g. normal UEs of AC 0-9) during congestion situations.

Proposal 2: In the NR standalone scenario, access control mechanism is applicable in all RRC states (RRC_IDLE, RRC_INACTIVE, RRC_CONNECTED). It can be left up to network decision whether to configure/enable access control for UEs in RRC_IDLE, RRC_INACTIVE and/or RRC_CONNECTED. 
Proposal 3: In the NR standalone scenario, it is desirable to limit the number of access control mechanisms to specify. Furthermore, it is desirable to specify the same access control mechanism(s) for NR RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED. 

Proposal 4: If network slicing is performed, then slice-specific access control should be applied per cell taking into account the slice-specific configuration aspects.

Proposal 5: NR access control should be designed to be applicable for all the verticals (eMBB, mMTC, URLLC) via the same mechanism. There is no need to consider a vertical itself in the access control mechanism. This can be done implicitly, for example by having access control per QoS or DRB.
Proposal 6: NR access control in RRC_IDLE is applied only for access attempts for RRC connection establishments of MO calls (data and signalling). Congestion control of MT calls can rely on a paging priority mechanism in NR.
Proposal 7: If possible, a single access class barring mechanism (e.g. AC bitmap or AC barring factor/time) should be defined for NR access control. 
Proposal 8: RAN sharing is supported for NR access control.
Proposal 9: For UEs in RRC_IDLE the access control parameters may be broadcast as part of the minimum SI or other SI.
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Annex
Table 1: Overview of access control mechanisms in LTE (up to Rel-13)
	Access control mechanism
	Description
	Barring type
	RRC state
	Notes

	ACB
	Prevents selected classes of users from sending initial access messages for load control reasons; is based on the Access Classes allocated to the subscriber and stored in the USIM 
	Barring factor/time
	RRC_IDLE
	specified in Rel-8; is handled in AS

	SSAC
	Extension of ACB to control access attempts for MMTEL services (voice, video)
	Barring factor/time
	RRC_IDLE, RRC_CON
	specified in Rel-9; is handled in NAS

	CSFB
	Extension of ACB to control access attempts for CS voice services
	Barring factor/time
	RRC_IDLE
	specified in Rel-10; is handled in AS

	EAB
	Extension of ACB and applicable for subscribers of AC 0-9 only; all access attempts for applications subject to EAB are considered as low priority
	AC bitmap
	RRC_IDLE
	specified in Rel-11; is handled in AS

	ACDC
	Prevents the access attempts from UEs for operator-defined applications, subject to regional regulations
	Barring factor/time
	RRC_IDLE
	specified in Rel-13; is handled in AS; in practice its applicability is limited as it violates the net neutrality laws in certain countries

	ACB-skip
	Mechanism to skip ACB for MMTEL voice, MMTEL video, SMS over SGs or SMS over IP or SMS over S102 call types
	1-bit flag
	RRC_IDLE
	specified in Rel-12; is handled in AS

	UDT
	Restricts unattended data traffic for selected classes of users (AC 0-9)
	1-bit flag + restriction time (optional)
	RRC_IDLE, RRC_CON
	specified in Rel-13; is handled in application layer


Table 2: Overview of access control mechanisms in UMTS (up to Rel-13)
	Access control mechanism
	Description
	Notes

	ACB
	Prevents selected classes of users from sending initial access messages for load control reasons; is based on the Access Classes allocated to the subscriber and stored in the USIM 
	specified in Release 99

	DSAC
	Extension of ACB to control access attempts separately for CS and PS services
	specified in Rel-6

	PPACR
	Enhancement of ACB to control the establishment of MT calls; if the PPAC parameters are broadcast the UE shall check them before sending a response to paging message or when initiating a Location/Registration procedure
	specified in Rel-8

	EAB
	Extension of ACB and applicable for subscribers of AC 0-9 only; all access attempts for applications subject to EAB are considered as low priority
	specified in Rel-11

	Access group
	Controls the accesses of UE for DTCH transmission in CELL_FACH state and for DCCH/CCCH due to uplink data transmission in CELL_PCH state or URA_PCH state
	specified in Rel-12

	ACDC
	Prevents the access attempts from UEs for operator-defined applications, subject to regional regulations
	specified in Rel-13


Table 3: Comparison of AC bitmap (used for LTE EAB) vs AC barring factor/time (used for LTE ACB)
	 
	AC bitmap (barred/unbarred)
	AC barring factor/time

	Pros
	+simple and less overhead to SIB 
	+allows finer granularity on controlling the access by distributing the access attempts in time

+requires less frequent SIB updates in case of sudden surge of access attempts, e.g. due to MTC devices, compared with AC bitmap

	Cons
	-less finer granularity on controlling the access

-requires frequent SIB updates in case of sudden surge of access attempts, e.g. due to MTC devices
	-more overhead (in terms of bits) to SIB compared with AC bitmap

-May be difficult for the NW to set the parameters efficiently


