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1. Introduction 
RAN2 received an LS from RAN3 for network slicing in [1] and SA2 has completed the study on new radio but SA2 did not study RAN slicing and most of the work on RAN slicing has been done in RAN3. In this contribution, we discuss questions in the LS and provide our view. We believe the relationship between RAN slice and CN slice is important to discuss. 
2. Discussion
RAN3 question: 

	Network slicing

On Slice availability and mobility:

Q1 (to SA2): Is a network slice considered to be available within the whole RAN or should it be assumed that slice availability is not guaranteed within the whole network? If slice availability cannot be guaranteed within the whole RAN, is there any assumption on areas within which availability can be assumed?


It is a fair assumption that a RAN slice may not be available in the whole RAN. There were proposals submitted to the last RAN2 meeting that cells should broadcast the supported slices including the information about RAN slices being supported in the neighbouring cells [3] [4]. CN slices are valid over a tracking area (TA) or a list of tracking areas and we should look at the overall picture before introducing yet another set of identifiers to identify the RAN slice availability as it will require UE to separately maintain the CN and RAN slice information.
It is not clear to us if RAN slice will exist without a corresponding CN slice and what should be the relationship between a RAN slice and the CN slices. SA2 has studied CN slicing and has already asked RAN to include a NSSAI and Temp ID in order to select the correct slice instance in the Core network. We assume UE will be aware of these IEs at NAS and AS level. 
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Figure 1: Possible mapping combinations between CN slice and RAN slice
As shown in figure 1, CN slice #1 may have 1:1 mapping with a RAN slice #A. The other possibilities are to have either one to many or many to one mapping between a CN slice and a RAN slice.

One of the motivations to introduce slicing, in general, is based on user subscription and SLA between different service providers. If same principles are used to introduce RAN slicing then, since subscription is mainly maintained at CN level then CN slice should be able to consider the user subscription and SLA while allocating different slices at CN level and RAN level and e.g. CN slice #1 may, in principle, pick either RAN slice #A or #B or two CN slices may pick the same RAN slice as shown in figure 1. It should be the same principle for selecting a shared RAN involving different PLMNs. From UE point of view, UE will be aware of CN slice #1 or CN slice #2 based on SA2 agreement to provide NSSAI. 
Accepted NSSAI and Temp ID are provided in Attach Accept by the Core network and includes the list of CN slices for which the UE has been accepted to connect and this configuration is valid over a TA or list of TAs as shown in figure below. 
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Figure 2: NR attach procedure with CN slicing
While requesting PDU session establishment, UE includes Temp ID and NSSAI in the RRC message and CCNF selects the slice based on this information. 
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Figure 3: PDU session establishment with CN slicing
So, a scenario whereby a neighbouring cell under the same TA is not supporting all services for which a UE has been accepted is not valid and is a network error case. There is no further need for UE to be aware of RAN slice A or B in the same TA. 
The other motivation to have RAN slice is congestion of RACH resources and Access class barring. We don’t think these are directly related to slicing and independent solutions like RA resources reserved for mMTC devices and SSAC enhancements should be discussed separately.
If a new service is introduced as a separate RAN slice then we anyway expect some level of core Network involvement in order to introduce this service. The question is if RAN slice should be explicitly made aware to the UE and if existing mechanisms are not sufficient. RAN2 should be careful in introducing duplicate information at AS and NAS layer for the same purpose. We therefore propose that:

Proposal 1: RAN2 to discuss if all combinations as shown in the figure 1 are valid and different slice information regarding CN slicing and RAN slicing is required in the UE at AS and NAS level. If needed a clarification shall be sought from relevant WGs (SA2, RAN3, CT1)

So the reply to RAN3 question should be that if slice awareness is maintained principally at NAS level (TA), no separate action is required at AS level.
	Q2 (to SA2 and RAN2): Does network slice availability/unavailability impact idle and connected mode mobility?


If there are UEs supporting only a particular type of service and such UEs are restricted to an area where that service is supported on a network slice then such UEs must be aware of the areas where it can get the service. SA2 has introduced Allowed area, non-allowed area and forbidden area and such information in the granularity of TAs could be useful to avoid such UEs connecting from everywhere. A confirmation from SA2 may be necessary.
For other normal UEs supporting multiple services, we don’t see a need for restricting few cells/area as there is no guarantee which service will trigger the transition to connected mode, but TA based blacklist could still be useful.

Observation 1: Idle mode mobility may be impacted if TA level whitelist/blacklist is not sufficient 

LTE already uses handover restriction list (HRL) which is provided by the Core Network at the time of context setup or handover and serving base station takes it into account while making a handover decision. If CN slice and RAN slice have one-to-one mapping then HRL can still work. Other enhancements should be discussed based on the relationship between RAN slice and CN slice.

Observation 2: Connected mode mobility may be impacted if HRL is not sufficient. 

	In relation to slice and resource allocations:

Q3 (to SA2): Would resource isolation imply that cryptographic means should be used to isolate CP and UP traffic between slices?


Question is addressed to SA2 but from Sony point of view, we believe there will be single 3GPP defined mechanism for security. Other, over the top options are not ruled out but these should be outside the scope of 3GPP 
Observation 3: A single 3GPP defined mechanism for security should exist for different slices

	Q4 (to SA2): Can a Single Slice type Support more than one Service having diverse QoS characteristics (e.g., can URLLC and non-GBR traffic be mixed and mapped to the same slice type)


Question is addressed to SA2 but from Sony point of view, it should be possible to support diverse QoS on the same slice and should be left to network implementation. 
Observation 4: it should be possible to support diverse QoS on the same slice

	On standardization of slice:

Q5: Will 3GPP standardize any slices?

On Slice ID:

Q6 (to SA2): How can the RAN receive an identifier that unequivocally identifies the network slice a UE needs to access?

Q7 (to SA2): How is such identifier defined? In RAN3 it was discussed that the identifier can be either provided by the CN or it could be provided by the UE.

On Verification of UE to select slice:

Q8 (to SA2): How does the RAN verifies that the UE is authorized to select the slice and when this verification happens?


All questions are addressed to SA2 but from Sony point of view, SA2 has already agreed to include Temp ID and NSSAI in the attach accept message. NSSAI includes list of CN slices for which the UE has been accepted and valid over TA(s). We believe the TA concept can be used for RAN slicing as well.
Further, CN slicing involves a mapping between a slice and a service and UE is aware of such mapping. We assume a corresponding RAN slice(s) will also exist and a separate mapping of RAN slice and corresponding service is not necessary. 

Observation 5: Temp ID is provisioned in the UE by the core network during initial attach along with NSSAI. NSSAI includes list of CN slices for which the UE has been accepted and same can be used for RAN slicing.
	QoS

RAN3 acknowledges the latest interim agreements captured in TR 23.799 and will take them into account for further discussing RAN-CN interface properties. The following questions are though still open

On User Plane:

Q9 (to SA2 and RAN2): Which information of user plane marking for QoS needs to be included in the encapsulation header over NG-U?




RAN2 agreement from RAN2#95:

For DL for a non-GBR flow, the eNB sees an indication over NG-u and based on the indication the eNB maps the packet to a DRB of an appropriate QoS. 

RAN2 understanding of SA2 agreements is that eNB has a QoS profile associated with the indication.

	On Control Plane

Q10 (to SA2): Which QoS related information can be modified during a PDU session?


Addressed to SA2
3. Conclusion
In this contribution we discuss the LS from RAN3 on RAN slicing and propose RAN2 to discuss and agree the following proposals and observations while replying to the LS:
Proposal 1: RAN2 to discuss if all combinations as shown in the figure 1 are valid and different slice information regarding CN slicing and RAN slicing is required in the UE at AS and NAS level. If needed a clarification shall be sought from relevant WGs (SA2, RAN3, CT1)

So the reply to RAN3 question should be that if slice awareness is maintained principally at NAS level (TA), no separate action is required at AS level.

Observation 1: Idle mode mobility may be impacted if TA level whitelist/blacklist is not sufficient.

Observation 2: Connected mode mobility may be impacted if HRL is not sufficient..

Observation 3: A single 3GPP defined mechanism for security should exist for different slices

Observation 4: it should be possible to support diverse QoS on the same slice

Observation 5: Temp ID is provisioned in the UE by the core network during initial attach along with NSSAI. NSSAI includes list of CN slices for which the UE has been accepted and same can be used for RAN slicing.
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