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1
Introduction
This paper discusses RAN deployment scenarios in network slicing and related requirements on the radio resource isolation. It will also address consequences of those deployment scenarios. 

The RAN3 TR 38.801[1] captures the current requirements about the slice isolation in RAN as follows: 

-
RAN shall support resource isolation between slices. RAN resource isolation may be achieved by means of RRM policies and protection mechanisms that should avoid that shortage of shared resources in one slice breaks the service level agreement for another slice. It should be possible to fully dedicate RAN resources to a certain slice.
However a note is also present:

- 
Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.

Before the solutions to support the targeted use cases and related isolation requirements are considered, the levels of isolation and the impacts to the system operations should be clarified.
2
Discussion
The isolation of the RAN operation depends on the targeted use cases and can be divided to following categories.

2.1
Multiple slices served in a regular cell
In this scenario any device is allowed to camp on or access the cell. The radio resources of a cell are shared between multiple slices by using semi-static or dynamic, slice specific radio resource reservations and allocations. The RRM of the cell is managing the resource allocation between the served slices and within a served slice between the active service sessions. As part of the congestion management of the cell the possible overload situations within one network slice are managed such a manner that the other slices served by the same cell are not impacted. The device with multiple active service sessions utilizing different network slices can receive all user plane streams over the single cell.

Conclusions: The congestion management in the cell between the served slices shall ensure that an overload occasion within one slice will not impact the operation of the other slices in the cell.
2.2
Slice specific cells 
This scenario is based on the assumption that a cell is allocated to serve only a network slice.  Predominant service provided by the cell is dedicated specifically for assigned device types. This deployment scenario is divided to further sub scenarios: 

a) The network slice specific cells in addition to normal cells serving multiple slices could be deployed to improve the slice specific coverage in certain area. The devices subscribed to the network slice can utilise both the normal cells and slice specific cells for the service connection. The devices with multiple active slices can use the normal cells for parallel network slice specific service connections.

b) The network slice specific cells serve alone a certain network slice. An example of such a scenario could be an IoT specific network slice with various IoT applications. In case a certain network slice is expected to be available within the full network coverage, it will require dedicated cell layer deployment. 
Related to the operation of network slice specific cells should be clarified, whether devices attached to other slices would be allowed to camp on or request service from such a slice specific cell. The potential overload situations caused by the access requests of the other devices should be possible to manage with similar methods as in case of multiple slices served in a cell, with the addition that the “other” devices are handed over during the service request to cells serving the network slice, to which the device is attached to.
Conclusions: The requirements on network slice specific cell operation should be clarified. Are network slice specific cells supported? Is the network slice specific radio resource allocation applicable only for active service sessions or shall it be possible to restrict also the idle mode operation on network slice specific cells?
Deployment of slice specific cells, with a particular demand for further isolation of resources could justify the scenario when only the devices attached to certain network slice are allowed to camp on or access the cell. A potential use case for such isolated network slice specific cells would be public safety operation or other similar special operations requiring high level security. Also in some potential 3rd party service provider scenarios the security and reliability of the system may require rather strict isolations of the network entities. 
With such use cases the interest for the network slicing is more on the isolation side than in the efficient network resource utilizations. Therefore it could be assumed that the network slice specific, isolated cells are operated on a dedicated frequency carrier as a separate cell layer to minimize the interference and other impacts from other operation. It is worth to note that the dedicated cells with network slice specific access support may appear as coverage holes for other devices, if deployed on the same frequency carrier with other cells. A UE, not able to access the isolated, slice specific cell, may try to access cells that are far away, causing potentially interference to the isolated, slice specific cell operation.
Conclusions: If isolated, slice specific cells shall be supported, deployments with dedicated frequency carrier operation is recommended to avoid coverage holes for other devices and to minimize the interference from other cell operation in the isolated, slice specific cells. 
3
Conclusions
This paper introduced different use case categories based on the radio resource isolation levels. The support of single slice device and multi-slice device support was also discussed. Following conclusions were reached:

-
The congestion management in the cell between the served slices shall ensure that an overload occasion within one slice will not impact the other slices.

-
The requirements on network slice specific cell operation should be clarified. Are network slice specific cells supported? Is the network slice specific radio resource allocation applicable only for active service sessions or shall it be possible to restrict also the idle mode operation on network slice specific cells?

-
If isolated, slice specific cells shall be supported, deployments with dedicated frequency carrier operation is recommended to avoid coverage holes for other devices and to minimize the interference from other cell operation in the isolated, slice specific cells. 
It is proposed to agree on the presented conclusions, to discuss the identified topic areas requiring further clarifications and capture the conclusions and related agreements to the TR 38.804 [2]
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