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1. Introduction
In RAN2#93bis, the following agreements were made regarding the simultaneous support of CP and UP solutions by NB-IoT UE [1]:
	· To confirm that data could be sent over CP and UP within the same RRC connection.


	· In a RRC connection either “TM PDCP / no PDCP” or “normal PDCP” is used. FFS at PDCP mode change, exactly which message uses which PDCP mode. 

· RAN2 will support “TM PDCP / no PDCP” -> “normal PDCP” change in one RRC connection, but not vice versa. 

· If security is activated / normal PDCP is used it is not possible de-configure it in an RRC connection.


Additionally, SA2 has informed in their LS [2] that the procedure for the establishment of S1-U bearer during Data Transport in Control Plane CIoT EPS optimisation has been technically endorsed. From RAN2 point of view, it is still unclear how the UE switch “no PDCP” to “normal PDCP” in this case. In this contribution, we discuss the same procedure with more RAN aspects and provide our views.
2. Discussion
2.1
Bearer setup at RRC connection for CP solution
In the following, we assume that a UE is triggered to perform the UP solution by e.g. MME configuration via NAS message or UE internal trigger (up to CT1).

The figure 1 shows the possible procedure aligned with SA2 endorsed CR [3, Figure 5.3.4B.X-1]. This procedure roughly includes the following steps:
· Step 0:

The UE has established the RRC connection for CP solution (without DRB).
· Step 1:

The UE is triggered to perform the UP solution.
· Step 2:

The UE sends the NAS message (including ESR) in the UL Information Transfer message.
· Step 3:

The eNB forwards the NAS message to MME in the UL NAS Transport message.
· Step 4:

The MME decides to establish the S1-U bearer.
· Step 5:

The MME sends the Initial Context Setup Request message to the eNB.
· Step 6:

The eNB sends the Security Mode Command message to the UE and the UE replies to the eNB by sending the Security Mode Complete message. (Section 2.2 discuss if normal PDCP used?)
· Step 7:

The eNB sends the RRC Connection Reconfiguration message including at least PDCP config and the UE replies to the eNB by sending RRC Connection Reconfiguration Complete message.
· Step 8:

The eNB sends the Initial Context Setup Response message to the MME.
· Step 9:

The MME sends the Modify Bearer Request and the S/P-GW sends the response to the MME.
· Step 10:
The UE sends the UL data over DRB when the UL grant is received.
· Step 11:
The eNB forwards the UL data to the S-GW and then to P-GW.
Note that at step 2, the UE may need to perform the random access procedure to get the UL grant, given that there is no D-SR in NB-IoT. At step 5, RAN3 is still discussing if there is the UP solution indication to let the eNB know if this is intended for UP solution. However, we consider RAN2 can assume that the eNB can somehow know the message is intended for UP solution.
Proposal 1: RAN2 to discuss if the procedure shown in the figure 1 could be the intended behavior.
If RAN2 can agree on the figure 1, it is proposed to discuss further which message uses which PDCP mode in 2.2 below.
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Fig. 1: DRB configuration at RRC connection established for CIoT CP optimization
2.2
Switch of PDCP mode
In RAN2#93bis, the further agreements were made as below:
	· Before Security is started we always use no PDCP


	· RAN2 agree to use a LCID indication to distinguish when “PDCP-TM / no PDCP” vs “full PDCP” is used for the SRB. 

· For a UE using the SRB with PDCP-TM / no PDCP, AS security can be activated by a Security Mode Command (which is then sent on SRB1, i.e. with full PDCP).

· After AS security is activated, the SRB with PDCP-TM / no PDCP is no longer used for the duration of the RRC Connection. Instead the SRB1 with full PDCP is used. 
· The transmissions with PDCP-TM / no PDCP are done on a separate SRB which is called SRB1bis, and is using the same configuration as SRB1 except for PDCP.


Since RAN2 agreed that the normal PDCP is used after AS security activation, the point to be clarified is whether the messages at the step 6 (i.e. security activation) are sent with no PDCP or normal PDCP. The PDCP modes of other Uu messages are clear, i.e. step 2 is sent with no PDCP, while step 7 and 10 are sent with normal PDCP.
According to the agreement that LCID indication can be used to distinguish between “no PDCP” and “normal (full) PDCP”, the Security Mode Command (SMC) message should be sent with the LCID #1 assigned for SRB1 which indicates the “normal (full) PDCP”, if the message definition of the legacy LTE is reused. This is the confirmation of the agreement highlighted in green above. 
However, RAN2 also agreed that “before security is started we always use no PDCP” highlighted in cyan above and this is captured in the 36.331 running CR [4]. It is a bit conflicting each other. We understand that even if the SMC is sent with SRB1-bis without PDCP, nothing will be broken from functionality point of view. After receiving the SMC and performing the security activation, the UE shall use the SRB1. If the UE fails the security activation, the UE shall use the SRB1-bis for Security Mode Complete message. Therefore, we propose to use the SRB1-bis for the SMC and Security Mode Failure messages, and use the SRB1 for the Security Mode Complete message.
Proposal 2: RAN2 to agree the following approach:

· The SRB1-bis (no PDCP) is used for SecurityModeCommand and SecurityModeFailure messages,

· The SRB1 (full PDCP) is used for SecurityModeComplete message.

Accordingly, we propose:
Proposal 2a: RAN2 to agree that the UE shall switch the PDCP mode from “no PDCP” to “normal PDCP” upon receiving the SecurityModeCommand message.
3. Conclusion

In this contribution we we discussed the same procedure with more RAN aspects and made the following proposals:
Proposal 1: RAN2 to discuss if the procedure shown in the figure 1 could be the intended behavior.

Proposal 2: RAN2 to agree the following approach:

· The SRB1-bis (no PDCP) is used for SecurityModeCommand and SecurityModeFailure messages,

· The SRB1 (full PDCP) is used for SecurityModeComplete message.

Proposal 2a: RAN2 to agree that the UE shall switch the PDCP mode from “no PDCP” to “normal PDCP” upon receiving the SecurityModeCommand message.
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5.3.4B.X
Establishment of S1-U bearer during Data Transport in Control Plane CIoT EPS optimisation 
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Figure 5.3.4B.X-1: Establishment of S1-U bearer during Data Transport in Control Plane CIoT EPS optimisation 

UE or MME can use this procedure if the UE accepts S1-U data transfer or User Plane EPS optimisation in addition to Control Plane CIoT EPS optimisation based on the Preferred and Supported Network Behaviour as defined in clause 4.3.5.10 and only for PDN connections that the MME has not included Control Plane Only Indicator in ESM request. The MME either because it has received the NAS message as defined in steps 2-3 or the MME decides that S1-U based data transfer is now preferred e.g. determined by the size of data transferred in UL and DL using Control Plane CIoT EPS optimisation triggers the establishment of S1-U bearer(s). If the MME takes the decision that S1-U data transfer is now preferred steps 2-3 are not needed. 

1. 
UE is sending and receiving data in NAS PDUs using the Control Plane CIoT EPS Optimisation.

2.
The UE may be triggered to establish S1-U bearers and sends a NAS message towards the MME encapsulated in an RRC message to the eNodeB. The RRC message and this NAS message are described in TS 36.300 [5] and TS 24.301 [46] respectively.

3.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP UL NAS Transport Message (NAS message, TAI+ECGI of the serving cell, S-TMSI, CSG ID, CSG access Mode). Details of this step are described in TS 36.300 [5]. If the MME receives the NAS message defined in steps 2-3 it shall establish S1-U bearer(s) and execute the transfer. If the MME cannot handle the Service Request procedure associated to the NAS message, it shall reject it. CSG ID is provided if the UE sends the NAS message via a CSG cell or a hybrid cell. CSG access mode is provided if the UE sends the NAS message via a hybrid cell. If the CSG access mode is not provided but the CSG ID is provided, the MME shall consider the cell as a CSG cell.If a CSG ID is indicated and CSG access mode is not provided, and there is no subscription data for this CSG ID and associated PLMN or the CSG subscription is expired, the MME rejects the Service Request with an appropriate cause. The UE shall remove the CSG ID and associated PLMN of the cell where the UE has initiated the service request procedure from the Allowed CSG list, if present.

4.
The MME in order to minimize the possible occurrence of out of order DL data e.g. caused by earlier DL data which were sent on the Control Plane may send a Release Access Bearers Request message to the Serving GW that requests the release of all S11-U bearers for the UE. 


NOTE: The MME may use the "Delay Downlink Packet Notification Request" causing the Serving GW to not send Downlink Data Notifications as described in clause 5.3.4.2 to minimize the impact of possible Downlink Data Notifications this step may cause.

5. If the Serving GW receives the Release Access Bearers Request message it releases all MME related information (address and downlink TEIDs) for the UE and responds with a Release Access Bearers Response message to the MME. Other elements of the UE's Serving GW context are not affected. If downlink packets arrive for the UE, the Serving GW starts buffering downlink packets received for the UE and initiating the "Network Triggered Service Request" procedure, described in clause 5.3.4.3.

6. The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), EPS Bearer QoS(s), Security Context, MME Signalling Connection Id, Handover Restriction List, CSG Membership Indication) message to the eNodeB for all PDN connections that MME has not included Control Plane Only Indicator in ESM request. The eNodeB stores the Security Context, MME Signalling Connection Id, EPS Bearer QoS(s) and S1-TEID(s) in the UE RAN context. The step is described in detail in TS 36.300 [5]. Handover Restriction List is described in clause 4.3.5.7 "Mobility Restrictions".

7.  If the Service Request is performed via a hybrid cell, CSG Membership Indication indicating whether the UE is a CSG member shall be included in the S1-AP message from the MME to the RAN. Based on this information the RAN can perform differentiated treatment for CSG and non-CSG members. The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step, which is described in detail in TS 36.300 [5]. When the user plane radio bearers are setup. EPS bearer state synchronization is performed between the UE and the network, i.e. the UE shall locally remove any EPS bearer for which no radio bearers are setup and, if the radio bearer for a default EPS bearer is not established, the UE shall locally deactivate all EPS bearers associated to that default EPS bearer.

8. The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 6. The Serving GW forwards the uplink data to the PDN GW.

9. The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, List of accepted EPS bearers, List of rejected EPS bearers, S1 TEID(s) (DL)) to the MME. This step is described in detail in TS 36.300 [5].

10. The MME sends a Modify Bearer Request message (eNodeB address, S1 TEID(s) (DL) for the accepted EPS bearers, Delay Downlink Packet Notification Request, RAT Type) per PDN connection to the Serving GW. If the Serving GW supports Modify Access Bearers Request procedure and if there is no need for the Serving GW to send the signalling to the PDN GW. The Serving GW is now able to transmit downlink data towards the UE. 

11. The Serving GW shall return a Modify Bearer Response (Serving GW address and TEID for uplink traffic) to the MME as a response to a Modify Bearer Request message, or a Modify Access Bearers Response (Serving GW address and TEID for uplink traffic) as a response to a Modify Access Bearers Request message. If the Serving GW cannot serve the MME Request in the Modify Access Bearers Request message without S5/S8 signalling other than to unpause charging in the PDN GW or without corresponding Gxc signalling when PMIP is used over the S5/S8 interface, it shall respond to the MME with indicating that the modifications are not limited to S1-U bearers, and the MME shall repeat its request using a Modify Bearer Request message per PDN connection. Downlink data is now able to be sent to the UE.

